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FOREWORD

1. This ❑ilitary handbook (f41L-HDBK) is approved for” use by the Naval Data

Automat ion Command (NAVDAC ) , Department of Navy (DON) and is available for use.
by all Departments and Agencies of che Deparuoenc of Defense (DOD)

2. Beneficial commencs (recommendations , additions, deletions) and any

pertinent data which may be of use in improving this document should be

addressed to: Commander, Naval Data Automat ion Command (COMNAVDAC ) , Washington

Navy Yard, Washington. DC 20374-1662 using tbe Standardization Document

Improvement Proposal (DD Form 1426) appearing at the end of this document or by
letter.

3. The use of advanced communications network technology in the Navy makes

review and refinement of current procedures for user IDs and passwords

necessary. AISO of importance is che clear definition of organizational KUICS

and responsibilities for information systems (IS) security.

4. The Department of the Navy Computer Security Program has defined various

roles and responsibilities for computer and network security in the Navy. The

Worldwide Military Command and Control System (ws?MCCS) has also identified

responsibilities, procedures, and requirements for IS security throughout the

WWMCCS community. The WWMCCS Intercompurer Network (WIN) accommodates roles and

responsibilities that are similar, applicable, and adapcab le to Navy ne work

requirements This handbook .amplifie.s tho5e roles and responsibilities as they

apply to che administration and control of user identification (ID) and
passwords Navy-wide.

5. This handbook was reviewed and considered by che Auditor General of the Navy

for incorporation into the Naval Audit Service Aucomacic Data Processing Audi C
Program. This handbook was coordinated with the Defense Communications Agency

for–compatibility wick Defense Data Network (ODN) and with che Joint Cnie~s of

Staff (JCS) for aurhorizacion co assign user IDs using Navy symbols defined in

JCS Publication (PUB) .5-03.7 (supersedes JCS PUB 22) This handbook provides

for changes in che user ID and related procedures , especially che standard user

ID site’ code, since the initial publication of Naval Data Automation Command

(NAVDAC) PUB 17,10 in March 1984.

ii
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1. SCOPE

1.1 x. This handbook describes the adminiscraci<:e procedures, common user

ID format, and concrols for user IDs a“d passwords within the Navy IS community

for neu.mrked systems.

1.2 Purpose. The purpose of this handbook is to provide procedures for the

administration and control of user IDs and passworas in the Navy network for

networked systems support.

1.3 Content. This handbook is consistence with current Deparcmenc of Defense
(DOD) procedures for the LIUMCCS and the DDN.

1.4 PDDli cabilicy. The provisions of this handbook are applicable to users of
Navy common user netvorks or networks which cross major Navy command boundaries

(hereafter referred co as Navy networks), host computers, and terminals.

included are Navy networks classified below Sccrct, for example; Unclassified,

For Official Use Only, Privacy, and Confidential, .-
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2. APPLICABLE DOCUMF.NTS

2.1 Government document s,,
,.

2 .1.1 Suecificacions. standards. and handbooks. The following specifications,

standards, and handbooks form a part of this document to the extent specified

herein. Unless othenise specified, rhe issues of these documents are those

listed in the issue of rhe DOD Index of Specifications and Standards (DODISS)

and supplement thereto, cited in the solicitation (see 6.2).

FEDSRAL lNFORNATION PRoCESSING STANDARDS (FIPS)

FIPS 112 - Password Usage (includes CSC-STD-O02-85, see below). FIPS
112 is not listed in che DODISS of 1 November 1989.

(Copies of Federal Information Processing Standards (FIPS) listed in the DODISS
are available to DOD activities from the Standardization Documents Order Desk,

Building 4D, 700 Robbilw Avenue, Philadelphia, PA 19111 ”-5094. Others must order .-

copies of FIPS fxom the )Jaciona1 Techl-.ical information Service, 5285 Pore Royal
Road, Springfield , VA ?2161-2171. )

2. 1.2 Other Governme”c docunve”cs, drawin~s. and uublicacions. The following

other Government documents, drawings. and publications form a part of this
document co the extent specified herein. Unless otherwise specified., the issues
are those cited in the solicitation,

SECNAVINST 5239.2 -

of 15 Nov 1989

OPNAVINST 5239.1A .

of 1 Apr 1985

JCS PUB 6-03.7 -

of APr 198S

CSC. STD-OO?-85 -

of 12 April 1985

Department of che Navy AucomaC&d Informatf.on

Systems (AIS) Security Program (Stock Number
0579 -LD-054-7880) (cited in paragraphs 2.3 and
4.1.1).

Department of che Navy Aucomacic Dar-a Processing

Security ProKram virh change 1 (Stock Number

05?9-LD-051-13?1) (cited in paragraphs 2.3,
4.1.1, 4.2.1, 4.2.2, and 4.3)

Securicy Policy for the Worldwide Military Command

and Control System (UW?4CCS) lntercomputer Network
(Stock Number 0579 -LP-001-0750) (supersedes JCS

PUB 22, ‘Wh’MCCSADP System Security Manual). JCS

PUB 6-03.7 is cited in paragraph 5 on page ii and

in paragraphs 4 .1.2 and 6.3.1).
Department of De fense Password Management

Guideli,,e tinciuded as appendix E of FIPS
11?)

(Copies oi SELNAVLN>’I 5z5Y. z, ui’NA\~lNST 5239. LA and JCS PUB 6-03. 7 are availsble

from the Commanding Officer, Naval Publications and Forms Center., 5801 Tabor
Avenue, Philadelphia, PA 19120-5099. Use DOD Single Line Item Requisition (DD
Form 1348) citing the stock numbers shown above. Copies of CSC-STD-007-85 are.
available from che S“perinte”denr. of Documents (supDoc), U. S. Goverrunenc

Printing Office (GPO), Washington, DC ?OA02, ZO’Z.7B3.3238, SupDoc stock number

008- DOO-00G63-9, $1,75. Single copies are available CO Government acclivities
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..rhouc charge from che DOD Computer Securicy Center (CSC) , Fore George G.

Hcade, Maryland 20755, Aucovon 235-8742, Conunercial 301:,688-8762. However,
CSC-STD-O02-85 is reprinred’as appendix E of FIPS 112. )

2.2 pen-Gove rnmenc publications NQC Applicable

2.3 Order of m ecedence. Nozhing in this handbook supersedes applicable laws

and regulations unless a specific exemption has been obtained. In che event of

a conflict be-een the texr of this handbook and the Navy instructions cited

herein. the Naw instructions take r.recedence. h stated in sECNAVINST 5239.2.
that instruction takes

1’-
precedence o~er OPNAVINST 5239.3A.

Downloaded from http://www.everyspec.com
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3, DEFINITIONS AND ABBREVIATIONS

3.1 Definitions, Definitions are concained in section’1 (Terms and

Convcncions) of FIPS 112 and in section L (De finlcions) of appendix E of

FIPS 112.

3.2 Abbreviacioqs, Abbreviations with index CO location by paragraph number or

page and paragraph number for page ii (foreword) and appendix. Abbreviations

which appear only in the appendix are not included.

ADPs@

CO14NAVDAC

Csc
INI

DDN

DOD

DODISS

DON

FIPS

‘ID

Is

JCS

MT L-HDBK
NARDAC

NAVDAC

NDATS

NISS
NSO

OPNAVINST

PUB

SECNAVINST

SNDL

STD
WIN

UuMccs

Automatic Data Processing Security Officer, 4.2.1, 4.3.3, 6.3.5,
k. 3.6, 6.6. 5.1.1. 5.2, 5.4, 5.5, 5.6, 5.7, 5.8. 5.9.1, 5.9.2

Commander, Naval Data Automation Command; page ii, 2; 4.3.1;

4.2.1; 4.3.1; 5,1.1

Computer Security Center, 2.1.2; 5.6c

Deparcmenc of Defense, page ii , 2; ?. 1.2; 6.3

Defense Data Network, page ii, 5; 1.3; appendix. 17.20

Department of Defense, paBe ii, 1; 1.3; 2.1.1; 4.1.2; 4.3.5;

5.1: 5.6c; 6.3
DOD Index of Specifications and Center, 2.1.1; 6.2

Department of the Navy, page ii, 2; 4. 1.1

Federal Information Processing Standard, 2.1.1; 3.1; 5.6
Identification, page ii, 3,4,5; 1.1; 1.2; L. 1.2; 4.2.1; 4.2.2;

4.3.3; 5.1; 5.1..1; 5.1.2; 5.2; 5.3; 5,4b(l); 5.4b(2); 5.Lb(3):

5.4c; 5.5; 5.6; 5.7; 5.8: 5.9.1; 6.1
Information System, page ii, 3; 1.2; 4.1.1; 6.1.2; 4.2.1; 4.3.2;

h.4c; 5.4; 5.4b(2); 5.6; 6.1;

Joint Chiefs of Staff, page ii, 5; 2.1.2; 4. 3.1

Military Handbook, page ii, 1
Navy Regional Data Automation Center, 4 .2.1

Naval Data Automation Command, page ii, 1: 4 .2.1

Naval Data Aucoma Kion Technical Standards, 6.3

Navy Informari?n !iyscem Standards, 6.3
Network Securicy Of ficec, 6.2.2, 4,3.2, 4.2.4, 4.3.5, 4.3.6,

4.4a, 5.8, 5,9.1, 5.9.2

Office of the Chief of Naval Operations Instruction’, 2.1.2;

4.1.1; 4.2.1; 4.2.2: 4,3

Publication, page ii, 5; 2.1.2; 4.1.2; 4.3.1;

Secretary of rhe Navy Instruction, 2.3, 4.1.1

Standard Navy Distribution List, 5.2a

Standard, 2. 1.1

WWMCCS information Network, page ii, L; 6.1.2; 5.1
Worldwide Military Commznd and Conzrol System, page ii, 6

.-.1
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4. GENERAL REQUIREMENTS

4.1 Background.

4 .1.1 JS securitv policv. sECNAVINST 5239.2 and OPNAVINST 5239. 1A establish

che Department of rhe Navy (DON) IS Security Program and provide guidance on che
development and implementation of IS security policies, responsibilities , and

procedures for Navy IS activities, systems, and networks.

4 .1.2 ~etwork security ❑anagement. JCS PUB 6-03.7 identifies roles,

responsibilities , procedures , and requirements for administration of IS security

throughout the WWMCCS community including the WIN. DON uses JCS PUB 6-03.7 as

the basis for Navy implementation of network security management because the

W%IMCCS network environment is similar to and satisfies DON network requirements

for user IDs and passwords. JCS PUB 6-03.7 is also the only fully coordinated

I)3D documenc itha: addresses necvork security management and chat defines the

roles and responsibilities associated with user IDs and passwords.

4.2 fi~

4 .2.1 Automatic Data Processing Secur icv Officer (ADPSO) OPNAVINST 5239.1A

requires Navy acclivities using or planning to use Navy nervorks co appoint an
ADPSO. Activities should formally notify che Commander, NAVDAC (COMNAVDAC) of

their ADPSO assigrunent by providing this information in wriring to COMNAVDAC’s

agent, the Navy Regional Data Aucomacion Center (NARDAC) Nevporc. N,ARDAC

Iewport’ s address is :

Commanding Officer
Navy Regional Data Automation Center, Newport

Code 53, Building 1A

Newport, RI 02841-5053

Autovon 9L8-2685, Commercial 601-841-2685

Each ADPSO is responsible for user ID and passwol-d administration for all

subordinate activicy IS sites , includinB host compucer and terminal locations.

4.2.2 Netvo e u~~ OPNAVINST 5239.1A indicaces that the NSO
. . . . .. . . .. . .
aeslgnated ror each Navy netwOrK Implements necwOrIc securlcy prlmarlly cnrougn

coordination wi ch the activity ADPSOS connected to char necvork. The NSO also

conduc~s risk assessments to evaluate the securicv Dost”re of each ner.work

componenc (i.e , host system, terminal . node configuration) and develops a plan
to assure that each ADPSO mincains adequate securir:{ protection so that necwori

security or reliability is not cumpxomised. User ID znd paasvord CO::Z:O: in

compliance with this handbook should be certified bv che NSO for all ADPSOS on

the same necw.rk.

Downloaded from http://www.everyspec.com
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4.3 Responsibility. The responsibilities our.lined below are in accordance with

OPNAVINST 5239. 3A.

L. 3.1 Commander. Naval Data Automation Command (COKNAVDAC>. COMNAVDAC is the

Program Manager for the Oepartmenc of the Navy AOP Security Program and che

wPrOving authority for Navy networks 6perating in a ❑ulti-level or controlled
securiry mode. COMNAVDAC administers user ID and password concrol in the Navy
within the framework of the DON AOP Securiry Program. COFLNAVDAC also assigns

the three posicio” standard user ID site code to all Navy activities , and keeps

the user ID series assignments consistent with JCS PUB 6-03.7. A list of ADPSOS

is maintained for use within Navy by NARDAC Newport,

4.3.2 Navv activities. The Commanding Officer of each Navy activity appoints
in writing a single ADPSO to act as the focal point for all activity IS security

matters and sends this information to NARDAC Newport.

d .3.3 A“tomacic DacA Processing Securi O Off jeer (ADPSOI. The accivicy ADPSO
ensures that proper user ID and password procedures are implemented. The

activic”y ADPSO also maintains complete records of significance transactions and

required liaison with other ADPSOS and NSOS

L.3. L petvork Securi tv Officer (NSOI. The NSO ensures adherence to standard
security procedures governing netiork operations and ensures that all ADPSOS in

r.he network have implemented adequate local procedures co protect network

security.

b .3.5 Customers and users Customers and users should comply with all

applicable DOD and DON directives and instructions, local standards, and
standard operating procedures developed by their NSO or ADPSO.

6.3.6 Contra ccor(s~. Contractors will not connect co a DON computer sysrem or
nerwork without prior wri:zcn permission from chc site ADPSO or NSO,

~,de Don sibil ities for Navv networks . The Na\y networked environment
involves shared responsibilities across Navy activity boundaries. The ADPSO for
an activity is responsible for all iritetil ADP security and coordination with

other ADPSOS Three general roles are identified:

a

b

c

Network activity. An activicy primarily responsible for the.

management and authorized use of network resources Securicy issues

are the responsibility of the NSO.

Hose activiry. The accivicy responsible for the management of hGst
computers and, as such, is concerned with authorized access to data
and computing resources Security issues are the responsibility of
the ADPSO (host ADPSO)

User activity. This general category refers to che activity that
needs to use IS facilities to support ocher mission work. Security
issues i~,cluding the proper access aml “se of IS data and facilities

is che responsibility of the AOPSO (user ADPSO)

.-

6
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..5 Information and assistance. Inquiries concerning this standard ❑ay be
direcccd to : ,,

a. Telephone: AUTOVON : 288-4452

Commercial: (703) 433-b452

b. Correspon&nce: Commander

Naval Data Automation Command (Code 14)

Washington Navy Yard, Bldg 166

Washington, DC 20374-1662

Downloaded from http://www.everyspec.com
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5. DETAILED REQUIREMENTS

5.1 flavv standard user ID’ format The Navy standard ~ser ID format follows the
user ID coding format used on WIN by all DOD services and agencies This format

has been tailored EO meet Navy needs and requirements The following Navy

standard coding scheme is used for the L- to 12-characcer user ID. The general

format, defined and described below, is AAABBBBBBBBB.

5.1.1 Sta ndard user ID site code AAA is the 3-character standard user ID site
code assigned by COMNAVDAC in response to an official request from the ADPSO’s

activity. See paragraph 5.2 for requesting information.

5.1.2 St arrdard user ID user code . BBBBBBBBB is a 1- ‘to 9-character code
assigned by che ADPSO to uniquely identify a particular user. Personal user IDs
are unclassified.

5.2 Standard user~. Upon request, COMNAVDAC assigns a
unique standard user ID site code co be used by each ADPSO activity to ensure .-

unique user ID throughout the Naw. ADPSOS or others needing a standard user ID
site code must submit a request in writing co: Commander, Naval Data Automation

Command, Data Communications Directorate (Code 30) , Washington Navy Yard,

Washington, DC 20374-1662, To expedite the request for a standard user ID site
code , the requesting activicy must provide the following information:

a. Full accivicy name as listed in the Standard Navy Distribution List

(SNDL) . All Navy organizations should have SNDLS available for use.

SNDLS are usually held by secretarial or administrative personnel.

b. Activity short name as listed in the SNDL.

c. SNDL number.

d. Full activity address including zip code (nine

available)

e. Point of concacc for this request.

digir. number if

f Telephone number of the’ poin”t of contact.

5.3 a dard user OSC n I site code ass- enc excencion,
a standard user ID site code need not be assigned as a

when aJ che following ct-ir.eria are mer :

I ‘?. ?!7: r?:-.!CS?i!.g ‘!<..- ~n -.,~- y.=jfl. jp rha hos~

The only excepcion where

prefix to che user ID is

at. all times and

b. Must bc used to initiate activi~ies in the host and

I
8
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5.6 Access reauest.
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to monitor activities in che

The IS user must officially

facilities through che designated user ADPSO. An

following information:

a.

b.

c.

d.

e.

f.

hosr,.

reque’st access to IS

access requesr includes che

Individual/group. Define che organizational entity requiring access

to data or resources.

hccess category. Describe the method of access desired. Some merhods

presently used are as follows:

1) Personal user ID and password. Each individual is assigned a
unLque personal user ID and password that is privately known and

maincafned. Group passwords are not permitted. The individual is

specifically responsible for access . This method is necessary
when required by security regulations or when unique data is

accessed.

2) Automated (network access) user ID and password. A specially

developed device ❑ay be inserted between local terminal devices

and the Navy network that contains user IDs and passwords User IDs

are IIOC known by the user. Whenever a transmission across a Navy
network is necessary, the concrol device provides an appropriate
user ID and password for network access . This method is typically
implemented in areas where physical secuxity pro-..ides sufficient

IS access control.

3 ) Group user ID. 2%1s method is not allowed because group user IDs do
not provide individual accouncabilicy

Responsible individual Identify the person responsible for the use
of che user lD.

Password control . Identify the person responsible foi assigning

passwords (if other than usez ADPSO) .

Host compucers to be accessed. Include the host accivity, host
computer manufacturer and type, and geographical location.

Other. Include other information in the request. For example, the

sYs Lem and database co which each individual has access, Or related
accounting inf ormac ion.

5,5 User Ill .4ss@men Ls. The ADPSO must keep an accurate record of all user
IDs assimed. assure uniqueness and standard codin~. and forward the respective.,.
user IDS co the

responsible for

is changed, and

ADPSOS are only

users ond host activities as neede~~ The user ADPSO is -

notifying all concerned ADPSOS whenever rhe scacus of a user

verifies chat the changes have been made. Host and network

responsible for maintaining current user ADPSO information.

ID

.-

9
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5.6 Fassword assimment. and control. Each ADPSO is responsible for user ID and
Dassword aciministrzcion and concrol for all subordinate activity 1S sites ,

Including host computer an’d terminal locations

a.

b.

c.

d.

e.

The ADPSO is responsible for password management within the accivity
and should consider password generation, distribution co individuals ,

❑onitoring use , and reporting abuse and violations

fie ADPSO approves zhe passvord management methodology for all IS use

in the activity.

The ADPSO should use FIPS 112 including appendix E of FIPS 112 for

password management guidance. Although FIPS 112 states that the

appendixes are not ❑andatory, SECNAVINST 5239.2 makes CSC-STD-002-85,
the DOD Password Management Guideline , mandatory. Since appendix E

reprints that guideline , appendix E of FIPS 112 becomes a mandatory part
of FIPS 112 for the DON. ]

.-

The user ADPSO assigns passwords for che accivicy. Host and network

ADPSOS make provisions to accept and use the user ADPSO assigned

passwords The preferred approach is to supply the ‘user ADPSO with

the capability to change the passwords at che network or host level
without che intervention of che hose or network ADPSO. In cases where

host or network systems do nor allow user ADPSO assignment. passwords

should be forvarded co the user ADPSO for local distribution and

management.

Passwords should be changed at least every six months. Shorter

periods , as needed, may ~e specified by the ADPSO. All ADPSOS (user,

host , and network) should ensure that programs , automated or manual ,

. . . . . . . . . . . . . . . . . . . .

1. There are differences in chc numbering of the sections , paragraphs , and

appendixes of FIPS 112 and che DOD guideline. The following key will permit
translation of citarions so that i citation to the DOD guideline can be found in

in appendix E of FIPS 112 and v’ice versa: The unlabeled foreword co appendix E
on page 36 of FIPS 112 combines che forevcrd a“d acknowledgments on pages i and

ii of che DOD guideline The unnumbered incroducclon on page 1 of the DOD
guideline becomes paragraph 1 in FIPS 112. Paragraph 1.0, Scope. on page 1 of

che DOD guideline becomes paragraph 2, Scope, on page 36 of FIPS li2. This

change causes the other paragraph numbers in appendix E of FI PS 112 to be higher

by “1 “ (in the high nrdnr pns! .!oP) from the paragraph mm!t-.ers !n ‘he DOD

guideline, Thus paragraph L .1.1 in rhe. DOD guideline becomes paragraph 5 .1.1 in
FIPS 112. The designations of che six appendixes of the DOD guideline and the

paragraph numbers in the appendixes are also changed in appendix E of FIPS 112.

Appendixes A through F of che DOD guideline are all part of appendix E of FIPS

112. Appendix A of the DOD guideline becomes appendix E. 1 in FIPS 112.

Appendix E of the DOD guideline becomes appendix E. 5 in FIPS 112. Paragraph A. 1

i.nappendix A of the DOD gui.del ine becomes paragraph 1 of appendix E. 1 of FIi’S

11?. I?aragraph E.2 of APPS,:<::: Z tii chi- DOD guideline becomes F5YJjraph. C of

appendix E.5 of FIPs 112,
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are in place co monitor password changes

notification when rout ine changes occur.

f. Password classification is specified and

and provide adequate user

controlled by the user ADPSfJ

in coordination with other user, host , and network ADPSOS Password

classification alone muse noc exceed the classification of the data or

resources accessed. For exsmple, passwords used m access an

unclassified network must be considered sensitive and controlled

distribution data, bur. not confidential.

5. ? User notification. The user ADPSO approves or disapproves the user ID

request in writing, including the password management methodology and hosC

access provisions. If approved, the coded user ID is forvarded co the user
with guidance for its use on Navy networks .

5.8 ADPSO coordination. The user accivity ADPSO coordinates user Ill and

password control information with the ADPSO for each host site and with the NSO

for each Navy network. The host ADPSO assures user ID uniqueness and concurs ,
.-

where possible , with the user ADPSO password CO”CTO1 recommendation.

Disagreements in user ID or password administration are adjudicated by COMNAVDAC

through the proper chain of command. Host and netvork resource capaclcy

considerations are beyond the scope of this procedure and are negotiated

separately by che user and the resource management organizacion(s j

5,9 Hisuse and vulnerabilities

5.9,1 Abuse and violatio~. Any suspected abuse or violation noted by any user
or host computer site 1s reported co the appropriate ADPSO and NSO, identifying

the user ID involved. Any ADPSO may coordinate the action, but normally the
host ADPSO or user AOPSO identified by che first three characters of che user ID

is responsible for investigating the violation. In an emergency , any

operational command may contac L any ...DPSO directly. NARDAC Newport maintains an

up-to-date directory of all Navy ADPSOS for this purpose. See paragraph 4.2.1
for NARDAC Nevporc’ s address

5.9.2 Resolut~. The ADPSO responsible for che site at which a misuse occurs
is responsible for resolving the problem in coordination with other ADPSOS A

full report on the problem or violation is made to all ADPSOS involved. A COPY

of the reporr is also sent to che SS0.

11.
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6. NOTES

(This section contains information of a general ok explanatory
nature that may be helpful , buc is noc mandatory. )

6.1 Intended use. This handbook stresses the user ID and password aspects of

IS security policies, requirements, roles, responsibilities, and procedures in

order to provide Navy IS activities guidance cm how to administer and control

their user IDs and passwords.

6.2 Issue of DODISS. When this standard is used in acquisition. the applicable

issue of the DODISS must be cited in the solicitation (see 2.1.1, and 2. 2)

I 6.3 Baw Information Svstems Standards (NISSI. The app.’indix is a list of

aPprOved NISS (formerly Naval Data Automation Technical Standards (NDATS) ) chat
is current as of the date of this publication. The approved NISS are also

listed in the Naval supply Systems Cotiand Publication 2002, “Unabridged l{avy

Index of Publications and Forms” (stock number O535-LP-OO4-O1OO) Copies of the ‘-
NISS are available from the Naval Publications a“d Forms Center, 5801 Tabor

Avenue, Philadelphia, PA 19120-5099 by submitting DOD Single Line Item
Requisition (DD Form 1348) citing che appropriate stock number from che

appendix.

1’2
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APPENDIX

NAYM&m

17. OA

LIST OF APPROVED NAVY INFORMATION SYSTSNS” sTANDARDS

(formerly Naval Data Automation Technical Standards)

As of 15 Feb 1990

IuLE

Introduction and overview

NAVDAC Advisory Bulletin No. 29 (with NAVDAC

PUBS 17.0 through 17.6 as enclosures)

17.0

17.1

17.2

17.3

17.6

17.5

17.6

17.7B

17.8A

17.9

17.10

17.11

(Superseded by PUB 17. OA)

Procedures for 1401 Conversion

Support

Control of Data Processing

Installation (DPI) Computer Center

Envirorunenc

Data Processing Installation (DPI)

Problem Tracking System

Standard Maintenance Credit System

Magnetic Tape Interchange

Navy Automatic Data Processing

Acclivities Power Standards

Microcomputer Software and Hardware

~

Apr 1984

Apr 1982

Apr 19g2

Apr 19B2

Apr 1982

Apr 19B2

Apr 1982

Apr 1982

ApK 1986

Guidelines (Superseded by

Navy Data Nev+ork Connection No\v 19B6

Standard

Procedure for Procuring Public Data Jun 1983

Network (PDN) Service

Necvork Userid and Password 14ar 1984

Procedures (Superseded by this

Document Interchange Format Mar 198L

STOCK Nuslm

O425–LP-1OO-O8OO

0425 -LP-000-2900

.-.

0425–LP-175-3300

MI L-HDBK-805 (OM ))

O425-LP-OOO-361O

OL25-LP-1OO-1OOO

0.425-LP-175-1601J

MI L-HDBK-804 (OM) )

(INTERIM) (Superseded by MIL-STD-2002 of 31 Ott 87)

13
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17.12

17.13

17.14

17.15

17.16

17.17

17.19

17.20

17,21

~ 17,22

MI L-HDBK-804(O!I)

APPENDIX

‘u

Local Area Network (lAN) Planning

Standard

Database Administration Guideline

COBOL Programming Guideline

!Iicrocomputer System Documentation

Guidelines

Guideline for Printed P.eports

Department of che Xa\y Information

System Standards Program (NISSP)

Terminal User’ s Guide for the

Defense Data Network Military

Network

Requirements for Terminal
Connection of the Oefense Data

Network (DDN) Military Network

(MILNET)

Automatic Data Processing Site

Security

Initial G:aphics Exchange

Specification (IcES)

Implementation Standard

CONCLUDING MATERIAL

LIE
Nov 1984

OCC 1985

Hay 1985

Jul 1985

Sep 1985

May 1986

Aug 19B6

Jun 1986

Jun 19B6

Sep 1986

STOCK NUMBER

O425-LP-LOO-1O3O

o425-LP-LOO-1O4O

O425-LP-1OO-1O5O

OL25-LP-1OO-1O6O

o425-LP-1OO-1O7O

o425-LP-1OO-1O8O

O425-LP-1OO-11OO

O425-LP-1OO-111O

O425-LP-1OO-112O

O425-LP-1OO-113O

.-

Preparine Accivicy:
Navy - OF!

(Project IPsC-N231)
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