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EXECUTIVE SUMMARY

This document describes the Systems Engineering (SE) Process for the Defense Information Systems Agency (DISA).  The DISA SE Process is complex and dynamic, with diverse stakeholders interacting to identify, design, develop, and validate systems.  Primary objectives of the DISA SE Process are to define a standard program/project SE process, establish a framework for cross-program collaboration, promote the use of best practices, and improve DISA’s interoperability.

The DISA SE Process was developed in accordance with guidance from senior leadership in DISA’s Principal Directorate for Global Information Grid Enterprise Services (GIG-ES) Engineering (GE) and the Component Acquisition Executive (CAE).  It reflects DISA's commitment to operate in accordance with new DOD policies
, and supports DISA’s goals to increase organizational maturity, improve quality and productivity, and better support customers and the Warfighter.

The DISA SE Process defines a standard program/project process that integrates the SE phases, as documented in SE textbooks
, into the Acquisition Lifecycle, as documented in DoDI 5000.2
. This standard program/project process (see Appendix A), is designed for use by all acquisition and SE programs/projects, regardless of Acquisition Category (ACAT) or current stage in the life cycle.  It provides DISA programs/projects a comprehensive roadmap for identifying all the major DOD requirements applicable to the particular program or project.
The DISA SE Process also includes many useful resources and references for Program Managers (PM), Project Leaders (PL), Service Managers, and Systems Engineers.  For example, it includes a generic program/project schedule with detailed Gannt charts, indicating the dependencies and typical durations of each SE activity and identifying the typical critical path items.    

1.0 INTRODUCTION

1.1 Purpose 

The DISA SE Process defines a standard SE process and provides useful resources and references that DISA programs/projects can use as a comprehensive roadmap for identifying all the major DOD requirements applicable to the particular program or project.  This standard SE process, referred to as the Standard SE Process Reference (see Appendix A), integrates the SE phases, as documented in SE textbooks
, into the Acquisition Lifecycle, as documented in DoDI 5000.2
. 
The goal of the Standard SE Process Reference is to combine all engineering processes together under a single standard process that supports all engineering life cycle phases, including those for systems development, applications development, systems integration, services, and support.  Appendix B provides guidance on tailoring Standard SE Process Reference (see Appendix A) for large and small-scale systems, new developments, and incremental improvements.     

The Standard SE Process Reference provides guidance to Lead Systems Engineers or PMs/PLs to establish a program/project SEP.  The SEP describes the program/project’s overall technical approach and serves as the “contract” between the PM/PL and the Milestone Decision Authority (MDA).  

The standard SE Process also provides a generic program/project schedule with detailed Gannt charts, indicating the dependencies and typical durations of each SE activity and identifying the typical critical path items.  

The DISA SE Process is supplemented with a suite of supporting materials, including reference documentation, guidelines, templates, examples, and other process assets intended to support process improvement and promote the use of best practices.  These process assets are maintained in the DISA SE Process Asset Library (PAL).

Development and maintenance of the DISA SE Process is coordinated through various organizational groups and oversight committees, which balance the benefits of standardization and flexibility to best suit DISA goals.  The DISA SE Process is a continuously evolving process that is updated frequently to incorporate best practices and lessons learned from program/project execution.  It supports continuous process improvement and is adaptable to changing customer requirements, technology trends, and strategic plans.    

1.2 Policy

The Policy for Systems Engineering in DoD, identified in the February 20, 2004 Under Secretary of Defense (USD) memorandum, requires DISA to manage, acquire, develop, and maintain systems in accordance with a defined and approved SE Process.  It states, “All programs responding to a capabilities or requirements document, regardless of acquisition category, shall apply a robust Systems Engineering approach that balances total system performance and total ownership costs within the family-of-systems, systems-of-systems context”.  This document describes the DISA SE approach to be used by all DISA programs/projects responding to capabilities or requirements documents. 

1.3 Scope 

The DISA SE Process is intended for all DISA programs/projects responding to capabilities or requirements documents.  It provides a scaleable standard process for use by both large and small-scale programs/projects, including new developments and incremental upgrades based on the scope, complexity and technical and/or programmatic risk of the program/project.  It supports acquisition and SE programs/projects, including those for system development, application development, system integration, services, and support.  

The scope of the activities in the Standard SE Process Reference is at a high-level of detail.   As depicted in Figure 1.1, the DISA SE Process attempts to address the intersection of the Acquisition and Engineering scope with links and references to more detailed information readily available from other sources.
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Figure 1.1 Scope of DISA SE Process 

1.4 Stakeholders

The primary process stakeholders are presented in Table 1.1.  The roles and responsibilities of the stakeholders are consistent with DISA Instruction 610-225-2
, Acquisition Oversight and Management.  Additional key roles that are referenced throughout this document are identified and defined in Appendix H.

	Stakeholder
	Roles and Responsibilities

	Program Managers (PM) and Project Leaders (PL)
	PMs and PLs are responsible and accountable for capability execution.  Their recommended solutions must achieve a balanced set of goals that are within the scope of their responsibilities.  ACAT level PMs report directly to the CAE.  Other positions such as Test Managers are also considered critical acquisition positions.  

	Component Acquisition Executive (CAE)
	The CAE is the MDA for all DISA ACAT IAC, IAM, ID, and ACAT III programs, designated special interest items, and other acquisition matters assigned by the Director.   The CAE approves entry of an acquisition program or service into the next acquisition phase and assesses progress and status during periodic meetings such as program reviews and decision meetings in combination with other formal and informal means.  The CAE works closely with PMs to tailor acquisition processes, governance documentation, and entrance/exit criteria for each phase. The CAE approves tailored acquisition documentation, acquisition processes, and any movement of program funds for all programs, projects, services, and special interest items unless delegated.  

	Milestone Decision Authority (MDA)
	Approves entry of an acquisition program into the next acquisition phase.   The MDA works closely with PMs and PLs to determine and tailor governance documentation and entrance & exit criteria for each phase, based on dollar thresholds, complexity, risk, impact and scope of the effort.  The MDA approves tailored documentation and acquisition processes for all products, services and capabilities unless delegated.

	Chief Information Officer (CIO)
	An executive level official responsible for providing advice and other assistance to DISA senior leadership including, the CAE to ensure that IT for internal agency use is appropriately acquired and managed.  Implement DOD CIO Clinger-Cohen Act (CCA) compliance and certification policies and procedures applicable to designated Major Acquisition Information System (MAIS) and non-MAIS programs, projects, services and special interest items.  Implement ASD(NII) IT investment management policies and procedures for internal DISA acquisitions.

	GIG-ES Engineering (GE)
	Responsible for providing agency-wide support and subject matter expertise in the functional area of engineering and IA for all activities required to develop and deliver GIG-ES for which DISA is responsible.  GE is also responsible for the following:
· Develop and use standardized, tailorable systems engineering processes;

· Coordinate with CAE to synchronize SE and program management processes;

· Provide technical and architectural assessments to support appropriate decision processes throughout the acquisition cycle. 

	GIG-ES Support (GS)
	Provides agency-wide support and subject matter expertise in the functional area of life cycle management, sustainment, and program documentation.  Responsible for providing fielding and sustainment support for assigned programs, projects and services, including the Defense Information System Network (DISN), GIG Bandwidth Expansion, Data Services, Voice Services, and others.

	GIG-ES Operations (GO)
	Provides agency-wide support and subject matter expertise in the functional area of operations.  Responsible for providing operational expertise and support to designated DISA acquisitions. Provides command of the JTF-GNO and executes operational missions for DISA system through the global and regional operations centers. 

	Test Directorate (TE)
	Provides agency-wide subject matter expertise and total-life-cycle support in the functional area of testing.  Acts as the independent Operational Test Agency (OTA) for DISA capabilities, and conduct Operational Test and Evaluations (OT&Es) and Operational Assessments (OAs).  Performs joint and combined interoperability testing and certification assessments for NSS and IT systems.  Responsible for conducting and overseeing the Support the Commander, Joint Interoperability Test Command (JITC) in the fulfillment of their mission.  

	Procurement and Logistics Directorate (PLD)
	Provides agency-wide support and subject matter expertise in the area of contracting and life cycle logistical support.   Authorized to procure supplies and services, and life cycle logistical planning support for DISA acquisitions.  Provides direct procurement support to programs, projects, and services as appropriate.

	Chief Information Assurance Executive (CIAE)
	CIAE provides central oversight and executive leadership of all DISA information assurance programs and serves as a key information assurance advisor to the DISA Director and to senior leadership in DOD and the Federal Government. The CIAE champions the institutionalization and coordination of the security aspects of the Defense-In-Depth Strategy. The CIAE also ensures the implementation of interoperable and affordable security solutions for the DOD Global Information Grid (GIG) and provides architectural and design guidance for DISA-developed Networks, Command and Control, Combat Support, and Electronic Business systems.


Table 1.1 Stakeholders 

1.5 Objectives

The objectives of the DISA SE Process are to:

· Ensure the executed systems/capabilities are operationally effective;

· Ensure the systems/capabilities are validated and verified based on requirements;

· Manage the performance goals and risks for cost, schedule, and quality;

· Highlight key engineering and acquisition decision points;

· Define SE reviews to include entrance and exit criteria;

· Highlight program/project dependencies and critical paths;

· Ensure a secure development engineering process that can address net-centric incremental and spiral development and manage security of commercial-off-the-shelf (COTS) integration;  

· Establish a framework for cross-program collaboration and improve DISA’s interoperability;

· Promote the use of best SE practices;

· Satisfy DISA Balanced Scorecard measures and initiatives associated with a development and implementation of a SE process and synchronization of SE and program management processes;

· Ensure approved DoD IT Standards are addressed.

Additional desirable characteristics include the following:

· Define a reasonably small standard set of systems engineering products required of all programs and projects, a larger optional set of standard systems engineering products that the program manager and senior management agree on, and permits programs and projects to create non-standard, systems engineering products for internal use.

· Provide the framework and top-level detail that considers the DISA program management process and the information needs of the PM.   

· Consider customer wants, needs, and identify specific activities where customer involvement is important.  This includes defining and documenting system requirements.

· Consider up-front the needs of the appropriate net-centric, architectural, joint, and NETOPS strategies, in addition to data structures, services-orientation, etc. 

· Be based on standardized cost/schedule modeling across a set of alternatives and continuously provide clear understanding of schedule, cost, risk, and dependencies so timely and accurate decisions can be made.  This includes defining and documenting alternative approaches, and performing tradeoff analyses and cost/benefit analyses of those approaches.

· Define the appropriate timetable to ensure proper coordination and decision-making.  Decisions are documented and communicated to enable consistent implementation.

· Allow progress to be properly measured; provide predictability of cost, quality, and of schedule; provide opportunities for innovation; enable cross-program and cross-project coordination, and provide information sharing mechanisms to facilitate cross-project communications.  This includes defining project/program milestones so that progress can be verified.

· Support a spiral life cycle model leveraging customer feedback.  

1.6 References

The following documents were used as reference and guidance in the development of this document:

(a) USD Memo, Subject:  Policy for Systems Engineering in DoD, 20 February 2004; http://www.acq.osd.mil/io/se/systems_engineering.htm 

(b) OUSD(AT&L) Memorandum, “Implementing Systems Engineering Plans in DoD—Interim Guidance, March 30, 2004;

(c) Public Law 107-314, Section 804, entitled Software Acquisition Process Improvement Programs; http://www.gpoaccess.gov/plaws/browse.html 

(d) Clinger Cohen Act, http://www.don-imit.navy.mil/cca/Certification/main.asp
(e) DoD Directive 5000.1, The Defense Acquisition System, May 12, 2003; http://dod5000.dau.mil/ 
(f) DoD Instruction 5000.2, Operation of the Defense Acquisition System, May 12, 2003; http://dod5000.dau.mil/ 

(g) DoD Instruction 8500.2, Information Assurance (IA) Implementation, February 06, 2003; http://www.dtic.mil/whs/directives/; http://iase.disa.mil/policy.html 

(h) DoD Directive 8100.1, "Global Information Grid (GIG)" Overarching Policy, September 19, 2002; http://www.dtic.mil/whs/directives/corres/html/81001.htm
(i) DoD Directive 4630.5, Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS), 11 January 2002; http://www.dtic.mil/whs/directives/ 

(j) DoD Architecture Framework Version 1.0, Deskbook, 09 Feb 2004; www.defenselink.mil/nii/org/cio/ 

(k) DoD Architecture Framework Version 1.0, Vol. I 09 Feb 2004; www.defenselink.mil/nii/org/cio/
(l) DoD Architecture Framework, Version 1.0, Vol. II Product Descriptions, 09 Feb 2004; www.defenselink.mil/nii/org/cio/
(m) CJCSM 3170.01A Operation of the Joint Capabilities Integration and Development System, 12 Mar 2004;  http://www.dtic.mil/cjcs_directives/cjcs/manuals.htm#3000 
(n) CJCSI 3170.01D Joint Capabilities Integration and Development System, 12 Mar 2004;  http://www.dtic.mil/cjcs_directives/cjcs/instructions.htm 
(o) CJCSI 6212.01B, Interoperability, and Supportability of NSS, and IT Systems, 8 May 2000; http://www.dtic.mil/cjcs_directives/cjcs/instructions.htm 

(p) DISA Instruction 610-225-2, Acquisition Oversight and Management, 05 April 2004; https://disa-ca.dtic.mil/pubs/ 

(q) DISA Instruction 640-195-2, Tests and Evaluations, 21 November 1997; 
      https://disa-ca.dtic.mil/pubs/ 

(r) DISA Instruction 300-130-1, Interoperability and Supportability Assessment of NSS and IT Systems, 13 June 2003; https://disa-ca.dtic.mil/pubs/ 

(s) Defense Acquisition University (DAU) Glossary, Defense Acquisition Acronyms and Terms, Eleventh Edition, September 2003; http://www.dau.mil/pubs/glossary/preface.asp 

(t) Systems Engineering Fundamentals, DAU, January 2001; http://www.dau.mil/pubs/gdbks/sys_eng_fund.asp 

(u) ISO/IEC 15288, International Standard: Systems Engineering – System life cycle process, ISO/IEC 15288:2002(E); http://www.iso.org/iso/en/CatalogueListPage.CatalogueList?ICS1=35&ICS2=80 

(v) Systems Engineering Handbook, International Council on Systems Engineering, Version 2.0, July ’00; http://www.incose.org/ProductsPubs/products/sehandbook.aspx 

(w) Marine Corps Systems Command, Design and Test Handbook; 

(x) Managing Complex Technical Projects: A Systems Engineering Approach by R. Ian Faulconbridge and Michael J. Ryan, 2003;

(y) Systems Engineering Management, Benjamin Blanchard, 1991;

(z) Systems Engineering and Analysis, Benjamin Blanchard and Wolter J. Fabrycky, 1998;

(aa) Systems Engineering, Andrew P. Sage, 1992.

1.7 Terms and Acronyms

Refer to Appendix G for a list of acronyms and Appendix H for a glossary of terms and roles used in this document.

2.0 USING THE DISA SE PROCESS

2.1 SE Phases within the Acquisition Life Cycle

Figure 2.1 below depicts a high-level view of the SE phases and how they fit within the Acquisition Lifecycle. The Defense Acquisition Management Framework of DoDI 5000.2 identifies five lifecycle phases: Concept Refinement, Technology Development, System Development & Demonstration, Production & Deployment, and Operations & Support.  These are indicated in the upper portion of the figure.  The lower portion of the figure identifies the six primary SE phases
: Conceptual Design & Advance Planning, Preliminary System Design, Detailed Design & Development, Production and/or Construction, Operational Use & System Support, and Phase-out & Shutdown.  Conceptual Design and Advanced Planning actually begins before the start of the first formal acquisition phase, Concept Refinement.  In Figure 2.1, this period of activity is referred to as Pre-Concept Refinement.

The DISA SE Process defines a Standard SE Process Reference that integrates the SE activities and technical reviews into the Acquisition Lifecycle.  Engineering tasks are implemented in each phase of the acquisition life cycle, and products of those tasks are delivered at each Milestone Decision.  Milestones A, B, and C are the acquisition milestones that allow a program to move forward into the next phase of the acquisition life cycle.  
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DISA conducts regular program reviews for all programs.  During these reviews, engineering and acquisition managers look for application of SE discipline and how it is aligned with acquisition processes.  Programs are assessed technically during each review for maturity of chosen technology, technical risk, and risk reduction strategies.  Each program’s SEP is updated to address the results of these assessments.  This attention to engineering discipline continues throughout the program’s life cycle.

Figure 2.1 SE Phases within the Acquisition Life Cycle
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Process Diagrams

Throughout this document, process diagrams similar to Figure 2.2, are used to illustrate the relationships between the acquisition milestones and top-level activities within each swimlane for a particular life cycle phase.  

Acquisition milestones are decision points that delineate the end of one phase and the beginning of another.  Each life cycle phase is represented by at least one process diagram shown at the beginning of the section for that phase.
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Figure 2.2 Process Diagram

Triangles represent decision points, such as technical reviews and acquisition milestones A, B, and C.  Each rectangle or block represents a top-level activity, which can either be a single activity or a summary activity.  Single activities are defined by inputs, outputs, and the activity, whereas, summary activities are defined by a subset of activities and do not identify inputs and outputs.  The process is event-driven, that is, it is concerned only with how activities flow from one to another, in what order activities are accomplished, what predecessor tasks are required as prerequisites, and what subsequent activities are affected.

2.2.1 Swimlanes

Swimlanes are functional roles, as shown in Table 2.1, associated with the phases and activities of the engineering life cycle. They are defined in terms of the participating organizations and the activities for the corresponding process area.  Activities can fit within a swimlane or can span swimlane boundaries.

Chronological relationships between activities, within a swimlane, are depicted in the process diagram by relative positioning of blocks from left to right.  Arrows are used to depict relationships between activities in different swimlanes or to connect closely related activities.  Activities for the particular phase are defined in the corresponding section, first grouped by swimlanes and then listed chronologically, as shown in the diagram.  

	Swimlane
	Participating Organizations
	Process Areas

	Acquisition
	CAE
	Includes Acquisition milestones and decision points.

	Contracting
	PLD
	Includes, contract tracking and oversight, and contract performance management.

	Program / Engineering Management
	CAE / GE/ GS
	System acquisition planning, solicitation, program planning, risk management, and program monitoring and control. Requirements definition/management, technology solutions, and product integration.

	Testing
	TE /GE3
	Includes integration and interoperability testing, verification and validation performance requirements, capability modeling and simulation validation, and interoperability certification.

	Security
	Chief Information Assurance Executive (CIAE)
	Includes security requirements development, and certification and accreditation.

	Customer 
	Customer Representative for the program/project.
	Includes program coordination, reporting, and customer relationship management.


Table 2.1 Process Swimlanes

Each block is placed in a swimlane, according to the functional roles responsible for that activity, which is not always aligned with an organizational branch.  Blocks in the test swimlane represent test-related activities, but are not always performed by TE.  For example, test-related activities could involve a contractor performing Independent Verification and Validation, a developer conducting Developmental Tests (DT), or a security officer running security checks.

2.3 Notes

The DISA SE Process includes several types of notes indicated with special icons.  These notes are used throughout the document to emphasize important points.  The different types of notes along with associated icons are shown in Table 2.2.

	Icon
	Meaning
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    Caution 
	Symbolizes warning.  Failure to read and heed may cause serious trouble for a program.

	[image: image5.wmf]   Good Idea
	Symbolizes a recommended process that should be incorporated whenever practical.
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[image: image6]  Additional Source
	Additional Source to resources, detailed technical content, guidance information, or reference materials.

	(    Note
	Provides additional information for consideration.

	(    Special Consideration
	Identifies activities that should be given special consideration.


Table 2.2 Document Icons

2.4 Process Asset Library (PAL)

The DISA SE Process utilizes a PAL to provide a suite of supporting materials, including reference documentation, guidelines, templates, examples, and other process assets.  The PAL is an electronic library or file cabinet of sorts that can be hosted in a variety of methods.  The PAL will initially be hosted on a shared network drive, but may eventually be hosted in an online collaborative tool to facilitate quick and easy retrieval and broader access, in accordance with the DISA Portal Strategy.

2.5 Application of the Process 

The PM or PL uses the Standard SE Process Reference (see Appendix A) and the Tailoring Guidelines (establishes the Program/Project’s defined SE processsee Appendix B

) to identify the products that will be produced and the activities that will be performed on their project.  This , which is then documented during the Prepare SEP activity and then approved by their MDA.  

All engineering staff members shall be trained on the Program/Project’s defined SE process and their SEP.  Training on the DISA SE Process and the tailoring of the Standard SE Process Reference is provided as part of the DISA Training Program. 
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Appendix A: Standard Systems Engineering Process Reference
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3.0 PRE-CONCEPT REFINEMENT
 

3.1 PURPOSE

Pre-Concept Refinement takes place prior to the first acquisition phase and establishes initial system requirements, resource estimates, and identifies personnel that will develop further refine the concepts and estimates in Concept Refinement.  It includes the development of an Analysis of Alternatives (AoA) plan, and the Initial Capability Document (ICD).  An approved ICD and AoA Plan are the entrance criteria for Concept Refinement phase.

3.2 PRE-CONCEPT REFINEMENT ACTIVITIES

3.2.1 Establish Program/Project’s Defined SE Process

PM/PLs should use the Tailoring Guidelines (see Appendix B) and the Tailoring Worksheets (see Appendix J) to identify what products and activities contained in the Standard SE Process Reference are applicable to their program/project.  This establishes the Program/Project’s defined SE process, which is later documented in the Program/Project’s SEP and approved by their MDA.  

3.2.2 Requirements Gathering

The primary activity during this period is gathering requirements, needs, and expectations from the customer.  It is important to note that the better the job done gathering initial requirements the better the design, less amount of requirements creep, and faster delivery time.  This effort requires extensive interaction and involvement with the customer to ensure the requirements gathered are as complete as possible.

3.2.3 Initial Technology Research

During the time period market research is conducted to see how industry is applying new technologies, technology research is conducted to look for new and emerging technologies.  This involves working with research agencies such as the Defense Advanced Research Projects Agency (DARPA), Office of Navel Research (ONR), Air Force Research Laboratory (AFRL), Army Research Library (ARL) to identify new concepts and emerging capabilities.

3.2.4 Advanced Concept Technology Demonstrations (ACTDs) 

Partnering/participating in ACTDs can be done to validate new concepts and new technology.

3.2.5 Initial Capabilities Document (ICD) 

The ICD describes capability gaps that exist in joint war fighting functions.  The ICD defines the capability gap in terms of functional area, the relevant range of military operations, and the timeframe under consideration.  The ICD captures the results of a functional analysis that addresses Doctrine, Organization, Training, Material, Leadership, Personnel, and Facilities (DOTMLPF) analysis, ideas for material approaches, an analysis of material approaches and which provides final material recommendations.

	(
	Note: Some DISA-provided capabilities may be based on derived requirements or a subset of requirements from the approved requirements document.


3.2.6 Analysis of Alternatives (AoA) Plan  

The AoA Plan describes how the PM/SE is going to examine the various alternatives available to select the most cost effective and efficient solution for the program/project, as documented in the approved ICD.

3.2.7 Concept Decision  

The MDA designates the lead DoD Component(s) to refine the initial concept selected, approves the AoA plan, and establishes a date for a Milestone A review.  The MDA decisions shall be documented in an ADM.  This effort shall normally be funded only for the concept refinement work.  An MDA decision to begin Concept Refinement does not mean that a new acquisition program has been initiated.

4.0 CONCEPT REFINEMENT

4.1 Purpose

The purpose of the Concept Refinement phase is to refine the initial concept and develop a Technology Development Strategy (TDS).     

Figure A2.1 presents the life cycle products, initiated in this phase, that are required for acquisition milestones.

	Life Cycle Products
	Acquisition Milestones

	
	CD
	A
	B
	C
	FRP

	Acquisition Decision Memorandum (ADM) 
	(
	(
	(
	(
	(

	Initial Capabilities Document (ICD)
	(
	(
	(
	(
	

	AOA Plan
	(
	
	
	
	


	(
	Highly applicable
	(
	ACAT I programs

	(
	Optional
	(
	ACAT II programs

	(
	MDAP programs
	(
	ACAT III programs


Figure A2.1 Life cycle products required for acquisition milestones

The process diagram for the Concept Refinement phase is shown in Figure A2.2.  It illustrates the relationships between the milestone events, top-level activities, and the swimlanes for this life cycle phase.

4.2 Entrance Criteria

Entrance into this phase begins with a Concept Decision and requires an approved Initial Capabilities Document (ICD), Analysis of Alternatives (AoA) Plan.  The MDA decisions are documented in an Acquisition Decision Memorandum (ADM).

4.3 Exit Criteria  

Concept Refinement ends at Milestone A, when the MDA approves the preferred solution resulting from the AoA and approves the associated TDS.  The MDA decisions are documented in an ADM.
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Figure A2.2 Concept Refinement

4.4 Program / Engineering Management Swimlane
4.4.1 Form Project Team 

Input:

· Concept Decision

· ADM

· ACTD Implementation Directive

· GE Management Decision

Activity:

DISA Management will identify the members of the project team (Core skill sets of the team: Project Management, Engineering, Comptroller, and Contracting).  Once the project team is established, the members will attend team training where they will develop the charter, duties, and team metrics.  

Output:

· Draft Team Charter

	[image: image7.wmf] 
	Good Idea:  Representatives from GO, GS, CFE, GE, PLD and CAE Home Teams should be integral members of the Project Team.


4.4.2 Develop Program/Project Customer Communications Strategy (PCCS)

Input:

· Gather information and feedback on customer requirements and needs

· DISA Customer Communications Strategy (CCS) Guidelines and Template C:\Users\jchapman\AppData\Local\Temp\DSEP\PAL  (Process Asset Library)\Customer Interaction\Template -CCS Guidelines and Template (Draft).doc
Activities:

The PM shall initiate a PCCS for the program/project.  The purpose of the PCCS is to receive input, requirements, and feedback from the customer and to provide the customer with information and feedback.  This strategy will include listening to the customer, including the customer in the process and making the customer feel as a valued part of the process.  Refer to the DISA CCS Guidelines and Template in the SE PAL for further information.  The PCCS is a strategy that can be updated and revised as the program/project moved through the various phases.

Output:

· Customer’s increased understanding and awareness of the program/project

· Draft PCCS

4.4.3 Conduct Project Kickoff Meeting

Input:

· ADM

· ICD

· AoA Plan

· Draft Team Charter

· Draft PCCS

Activity:

The project team reviews program documents that have been created to date and develops Team Charter. This is the one of many meetings between the customer and the SE team where the requirement, needs, and expectations are reviewed.  These meeting are conducted though out the life cycle of the system to ensure that the customer’s requirements are being met.

Output:

· Program Overview Briefing

· Updated Team Charter

4.4.4 Prepare Program/Project SEP

Input:

· Program Overview Briefing

· OSD SEP Preparation Guide

· Completed tailoring worksheets (see 1.2.8 Tailor the Standard SE Process)

· AoA Plan

· ICD

· Team Charter

· Draft PCCS

Activity:

The PM will develop a Program/Project SEP for their program using OSD SEP Preparation Guide.   The Guide contains general guidance, submittal instructions, and specific preparation guidelines, including a preferred format for a SEP and is available in the SE PAL.    The OSD office of primary responsibility (OPR) for this Guide is the OUSD(AT&L) Defense Systems, Systems Engineering, Enterprise Development (OUSD(AT&L) DS/SE/ED).  

· Program managers should establish the SEP early in program formulation and update it at each subsequent milestone.  Any future tailoring changes will be documented in the ADM.

	(
	Special Consideration:  Integration or linkage with other program management control efforts, such as integrated master plans, integrated master schedules; technical performance measures, and earned value management, is fundamental to successful application.


4.4.5 Establish Project Schedule 

Input:

· Program/Project SEP

· Program Overview Briefing

· Completed tailoring worksheets (see 1.2.8 Tailor the Standard SE Process)

· AoA Plan

· Team Charter

· Draft PCCS

Activity:

Construct initial program schedule detailing Work Breakdown Structure and resource allocation. If the program will use a Spiral or incremental development process, the PM will identify the proposed increments and the work to be allocated to each.  

Output:

· Project Schedule
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	The Standard SE Program/Project Schedule available in the SE PAL provides a generic program/project schedule, indicating the dependencies and typical durations of each SE activity in the Standard SE Process Reference and identifies the typical critical path items.  

For useful Microsoft Project tips and guidance, refer to the TBD in the SE PAL.  Also available in the SE PAL is the Standard SE Program/Project Schedule Gant Charts that provide detailed Gant charts for each life cycle phase.  

This schedule along with associated guidance can be utilized when developing the program schedule.  


4.4.6 Conduct Market Research

Input:

· Commercial Items

· Non-developmental Items

Activity:

The PM shall use market research as a primary means to determine the availability and suitability of commercial and non-developmental items, and the extent to which the interfaces for these items have broad market acceptance, standards-organization support, and stability. Market research shall support the acquisition planning and decision process, supplying technical and business information about commercial technology and industrial capabilities. Market research, tailored to program needs shall continue throughout the acquisition process and during post-production support. Federal Acquisition Regulations (FAR) Part 10 (reference (al)) requires the acquisition strategy to include the results of completed market research and plans for future market research.

Output:

· Results of completed market research 

· Plans for future market research 

· Technology Maturity Recommendations 

4.4.7 Conduct Feasibility study

Input:

· ICD

Activity:

A feasibility study shall be conducted to identify practical alternatives among requirements, technical objectives, technologies, and system designs, along with life cycle schedule and cost. Feasibility studies include technology assessments, trade studies, and evaluations of product plans and specifications. It shall include a definition and analysis of the needs of the customer and user. It shall also include an evaluation of the system operational requirements, system maintenance concept, and functional requirements.

Output:

· Results of completed feasibility study

· Operational requirements

· Maintenance concept

· Functional requirements

· Plans for future or additional feasibility studies

· Trade-off study reports

4.4.8 Document Architecture

Input: 

· Applicable Standards

· Applicable Protocols

· DoD Architecture Framework

· ICD

Activity:

Development of an integrated architecture description which describes a defined domain, as of a current or future point in time, in terms of its component parts, what those parts do, how the parts relate to each other, and the rules or constraints under which the parts function.  Figure A2.3 indicates the applicable architecture views used to communicate project strategy and decision between project management and stakeholders.

Output:  

DoDAF Architectural Views including the following: 

· Operational Views (OVs)

· System Views (SVs)

· NCOW RM
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Figure A2.3 Architecture Products by Use

4.4.9 Complete a Net-Centricity Check List

Input:

· Net-Centric Checklist Questionnaire

· Operational Views (Ovs)

· System Views (SVs)

· Technical Views (TVs)

· Net-Centric Data Strategy http://www.defenselink.mil/nii/doc/
· IT/NSS standards implemented from the DoD Joint Technical Architecture (DoD JTA, Version 6.0)

· Alignment with the DoD Net-Centric Operations Warfare Reference Model, Version 1.0

Activity:

The purpose of the Net-Centric Checklist is to assist program managers in understanding the net-centric attributes that their programs need to implement to move into the net-centric environment as part of a service-oriented architecture in the Global Information Grid.  

The PM (or Chief Engineer) shall complete the initial Net-Centric Checklist for the Program/Project during the Concept Refinement phase prior to exiting Milestone A. Simple yes/no answers are not adequate responses to complete this checklist. Depending on the specific Program/Project every question may not need to be answered in the checklist.  The Net-Centric Checklist is also updated prior to exiting Milestones B and C.

The current version of the Net-Centric Checklist is version 2.2, dated August 14, 2004.  It is available from the web site of the Assistant Secretary of Defense for Networks and Information Integration (ASD (NII)) (http://www.dod.mil/nii/doc/) or in the DISA SE PAL.  A summary of the checklist is provided in the Net-Centric Attributes (see Table A2.1)

Output:

· Completed Net-Centric Checklist with appropriate responses for Program/Project

Table A2.1 Net-Centric Attributes (from OASD (NII)/CIO)

	Title
	Description
	Metric
	Source

	Internet Protocol (IP)
	Data packets routed across network, not switched via dedicated circuits
	IP as the Convergence Layer

Net-Centric Operations and Warfare Reference Model (NCOW RM), Technical View compliant with Joint Technical Architecture (JTA)
	NCOW RM, GIG Arch v2, IPv6 Memos (9 Jun 03 and 29 Sep 03), JTA Memo, Nov 24, ’03   JTA v6.0

	Secure and available communications
	Encrypted initially for core network; goal is edge-to-edge encryption and hardened against denial of service
	Black Transport Layer

Transformational Communications Architecture (TCA) compliance; Technical View compliant with JTA
	TCA;

IA Component of Assured GIG Architecture;

JTA Memo, Nov 24, ’03   JTA v6.0

	Only handle information once (OHIO)
	Data posted by authoritative sources and visible, available, usable to accelerate decision making
	Reuse of existing data repositories
	Community of interest policy (TBD)

	Post in parallel
	Business process owners make their data available on the net as soon as it is created 
	Data tagged and posted before processing

NCOW RM,

Technical View compliant with JTA
	NCOW RM, DoD Net-Centric Data Strategy (May 9, ‘03)

JTA Memo, Nov 24, ’03  JTA v6.0

	Smart pull (vice smart push)
	Applications encourage discovery; users can pull data directly from the net or use value-added discovery services
	Data stored in public space and advertised (tagged) for discovery

NCOW RM,

Technical View compliant with JTA 
	NCOW RM;  DoD Net-Centric Data Strategy (May 9, ‘03);  JTA Memo  Nov 23, ’03   JTA v6.0

	Data centric
	Data separate from applications; apps talk to each other by posting data
	Metadata registered in DoD Metadata Registry

NCOW RM,

Technical View compliant with JTA
	NCOW RM; DoD Net-Centric Data Strategy (9 May 03); JTA Memo, Nov 24, ‘03  JTA v6.0

	Application diversity
	Users can pull multiple apps to access same data or choose same app (e.g., for collaboration)
	Apps posted to net and tagged for discovery

NCOW RM, Technical View compliant with JTA
	NCOW RM; JTA Memo, Nov 24, ‘03  JTA v6.0

	Assured Sharing
	Trusted accessibility to net resources (data, services, apps, people, collaborative environment, etc.) 
	Access assured for authorized users; denied for unauthorized users
	Security/IA policy Nov 21, ’03);

IA Component of Assured GIG Architecture; JTA Memo, Nov 24, ‘03  JTA v6.0

	Quality of service
	Data timeliness, accuracy, completeness, integrity, and ease of use
	Net-ready key performance parameter
	Service level agreements (TBD);

JTA Memo, Nov 24, ‘03  JTA v6.0


4.4.10 Complete the Net-Ops Check List

Input:

· Net-Ops Checklist Questionnaire

· Completed Net-Centric Checklist with appropriate responses for Program/Project

· Operational Views (OVs)

· System Views (SVs)

· Technical Views (TVs)

Activity:

All organizations that manage, develop, supply, operate, or use the Global Information Grid (GIG), or review matters of compliance with the GIG Capstone Requirements Document, shall adopt Net-Ops into their GIG-related activities and architectures. It is required that all information systems and applications support shared visibility, monitoring, planning, coordinating, responding, managing, administrating and controlling of all policies issued in reference (a) and DoD Directive 8500.1, Information Assurance (IA), reference (g).  The Net-Ops Checklist can be found in the DISA SE PAL.

The goal of Net-Ops is to provide assured and timely Net-centric services across strategic operational and tactical boundaries in support of the Department of Defense’s (DoD) full spectrum of war fighting, intelligence and business missions. Net-Ops “Service Assurance” goals include: Assured system and network availability, Assured information protection, and Assured information delivery. 

Output:

· Completed Net-Ops Checklist with appropriate responses for Program/Project

4.4.11 Clinger-Cohen Act (CCA) Compliance/Certification 

Input:

· Preliminary Architecture

· Cost-Benefit Analysis

· Investment Review

· Management Process/Program

· Strategy for Performance Measures

· Planning Documents

· Program Reviews

· Work Process Reviews

Activity:

PMs shall prepare a table to indicate which acquisition documents correspond to the CCA requirements. DISA Chief Information Officer (CIO) shall use the acquisition documents identified in the table to assess CCA compliance. The requirements for submission of written confirmation or certification (for MAIS only) shall be satisfied by the DISA CIO’s concurrence with the PM’s CCA Compliance Table. Issues related to compliance shall be resolved via the Integrated Product Team (IPT) process. The action officer shall coordinate on the CCA Compliance Table. No Milestone A, B, or Full-Rate Production (FRP) decision (or their equivalent) shall be granted for a MAIS until the DoD CIO certifies that the MAIS program is being developed in accordance with the CCA.

Output:

· CCA Compliance Table

2.4.12 Risk Assessment 

Input:

· Risk Management Policies and Procedures

· Risk Analysis Form

· Risk Identification Questionnaire

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating risks, determine the methods and tools for managing and communicating risks, identify the roles and responsibilities of the risk management resources, establish the approach for categorizing and evaluating risks, and determine the thresholds for reporting to senior management.

Output:

· Risk Management Plan

· Risk Assessment Report

· Risk Mitigation Plan

· Risk Monitoring Report

4.4.12 Draft Economic Analysis (EA) (Acquisition Category (ACAT) I only)

Input:

· Cost Data

· Cost-Benefit Analyses

Activity:

For ACAT IA program initiation, the PM shall prepare a life cycle cost and benefits estimate, often termed an Economic Analysis (EA). The EA shall consist of a Life Cycle Cost Estimate (LCCE) and a life cycle benefits estimate, including a return on investment (ROI) calculation. The MDA usually directs an update to the EA whenever program cost, schedule, or performance parameters significantly deviate from the approved Acquisition Program Baseline.

Output:

· Draft EA

4.4.13 Develop Analysis of Alternatives (AoA) (ACAT I Programs ONLY) 

Input:

· ICD

· AoA Plan

Activity:

The focus of the AoA is to refine the selected concept documented in the ICD.  The AoA shall assess the critical technologies associated with these concepts, including technology maturity, technical risk, and, if necessary, technology maturation and demonstration needs.  To achieve the best possible system solution, emphasis shall be placed on innovation and competition.  Existing COTS functionality and solutions drawn from a diversified range of large and small businesses shall be considered.  For MAIS programs, the required Economic Analysis may be combined with the AoA.

Output:

· AoA

4.4.14 Develop Technology Development Strategy (TDS) – ACAT I & IA

Input:

· AoA

Activity:

The results of the AoA shall provide the basis for the TDS, to be approved by the MDA at Milestone A for potential ACAT I and IA programs.  The TDS shall document the following:

· The rationale for adopting an evolutionary strategy (for most programs) or a single-step-to-full-capability strategy (e.g., for common supply items or COTS items).  For an evolutionary acquisition, either spiral or incremental, the TDS shall include a preliminary description of how the program will be divided into technology spirals and development increments.  

· A program strategy, including overall cost, schedule, and performance goals for the total research and development program.

· Specific cost, schedule, and performance goals, including exit criteria, for the first technology spiral demonstration.

· A test plan to ensure that the goals and exit criteria for the first technology spiral demonstration are met.

Output:

· TDS, to include Evolutionary Strategy; Program Strategy; cost, schedule, and performance goals for first technology spiral demonstration; exit criteria for the first technology spiral demonstration; and Test Plan for the first technology spiral demonstration.

	(
	Note: SEP tailoring will typically result in a requirement for Non-ACAT1 & 1A capabilities to produce a program strategy; cost, schedule and performance goals; and test plan lieu of a TDS.  


4.5 Testing Swimlane
4.5.1 Test and Evaluation (T&E) Strategy

Input:

· Approved ICD

· AoA Plan

· Preliminary TDS

Activity:

Projects that undergo a Milestone A decision shall have a T&E strategy that shall address Modeling and Simulation (M&S), including preliminary definition of Measures of Performance (MoP) and Measures of Effectiveness (MoE) for use in subsequent concept and system test and evaluation; identifying and managing the associated risk; and that shall evaluate system concepts against mission requirements. Pre-Milestone A projects shall rely on the ICD as the basis for the evaluation strategy. For programs on the OSD T&E Oversight List, the T&E strategy shall be submitted to the Under Secretary of Defense (Acquisition, Technology & Logistics) (USD (AT&L)) and DOT&E for approval.

Output:

· T&E Strategy

· Preliminary MoP and MoE

4.6 Security Swimlane
4.6.1 Initial Information Assurance (IA) Strategy

Input:

· ICD

· AOA

· System Threat Assessment Report (STAR)

· T&E Strategy

· DoDI 8500.2

· DoDI 8510.1M

· DoDI 5200.40

· Federal Information Security Management Act

· OMB A130 Circular

· Computer Security Act of 1987 (PL100-235 public law)

Activity:

The IA Strategy serves several purposes. It helps the program office organize and coordinate its approach to identifying and satisfying information assurance requirements.  The IA Strategy is a statutory mandate and provides guidance to future program planning and execution activities.  It is a part of the acquisition requirement for a Milestone B Decision and in accordance with DoDI 5000.2 Enclosure E4.2.4.2 (Also E4.T1) as part of the CCA the DoD CIO will need to see a draft version for Milestone B to determine if a system has an appropriate information assurance strategy.  

The IA Strategy should be a stand-alone document.  Although other key documents can be referenced within the IA Strategy to identify supplemental or supporting information, the IA Strategy must contain sufficient internal content to clearly communicate the strategy to the reader.

Output:

· Draft IA Strategy 

4.6.2 Security Alternative Analysis

Input: 

· ICD

· AOA

· STAR

Activity:

The Security Alternative Analysis supports the AoA by reviewing and analyzing each presented alternative from a security prospective.  It provides analysis of the cost and requirements of securing the alternatives.

Output:

· Security portion of AOA

4.6.3 Threat and Risk Assessments

Input: 

· ICD

· AOA

· STAR

Activity:
Threat Assessment is a high-level assessment for predicting and inferring enemy and insider threats.  The extent and probability of the threat is used to formulate a risk management plan and is part of Risk Assessment.

A Risk Assessment is periodic assessment of the risk and magnitude of the harm that could result from the unauthorized access, use, disclosure, disruption, modification, or destruction of information and information systems that support the operations and assets of the agency.   While formal risk analyses may no longer be required in accordance with DoD 8500.2, Office of Management Budge OMB A-130 and Federal Information Security Management Act (FISMA), the need to determine adequate security will require that a risk-based approach be used. This risk assessment approach should include a consideration of the major factors in risk management: the value of the system or application, threats, vulnerabilities, and the effectiveness of current or proposed safeguards.

 Output:

· Update to the IA Strategy

· Draft System Security Authorization Agreement (SSAA) 

4.6.4 Develop IA Requirements and Controls

Input:

· SSAA

· DOD 8500.2

· System Architectural Design and Security Documents

· Threat Analysis

· Risk Assessment

Activity:

Develop, identify, and implement IA Security technical and non-technical controls, to managing IA posture in accordance with (IAW) DoD Directives 5200.40, 8500.1, 8500.2 and FISMA. 

Output:

· Draft Requirements Traceability Matrix (RTM).

4.7 Customer Swimlane
4.7.1 Communicate Requirements, Needs, and Expectations

Input:

· ICD

Activity:

Customer communication is a continuous process to convey to the PM their requirements, needs, and expectations.  The customer shall provide input for the PM to develop and/or update the TDS and AoA and provide written concurrence with these deliverables.

The customer shall participate in the Project Kickoff meeting and all follow up meetings to brief the project team, outline operational needs for the program, and discuss the customer’s view of the desired program end-state.

Output:

· Concurrence with TDS and AoA or equivalent 


5.0 TECHNOLOGY DEVELOPMENT

5.1 Purpose

The Technology Development phase includes the activities required to reduce technology risk and to determine the appropriate set of technologies to be integrated into a full system.  It reflects close collaboration between the S&T community, the user, and the system developer.  It is an iterative process designed to assess the viability of technologies while simultaneously refining user requirements.  

Figure A3.1 presents the life cycle products, initiated or updated in this phase, that are required for acquisition milestones.  Figure A3.2 presents the process diagram for the Technology Development phase. It illustrates the relationships between the milestone events, top-level activities, and the swimlanes for this life cycle phase.

	Life cycle products
	Milestones

	
	CD
	A
	B
	C
	FRP

	Analysis of Alternatives (AOA) 
	
	(
	(
	
	(

	Clinger-Cohen Act (CCA) Compliance 
	
	(
	(
	(
	(

	Certification of Compliance w/ CCA 
	
	(
	(
	(
	(

	Certification of Compliance w/ Fin. Mgmt. Enterprise Arch. 
	
	(
	(
	(
	(

	Consideration of Technology Issues
	
	(
	(
	(
	

	Economic Analysis (EA)
	
	(
	(
	
	(

	Market Research
	
	(
	(
	
	

	Technology Development Strategy (TDS)
	
	(
	(
	(
	

	Component Cost Analysis 
	
	(
	(
	
	(

	Cost Analysis Requirements Description (CARD)
	
	(
	(
	
	(

	Test & Evaluation Master Plan (TEMP)
	
	(
	(
	(
	(


	(
	Highly applicable
	(
	ACAT I programs

	(
	Optional
	(
	ACAT II programs

	(
	MDAP programs
	(
	ACAT III programs


Figure A3.1 Life cycle products required for acquisition milestones

5.2 Entrance Criteria

Entrance into the Technology Development phase begins at Milestone A and requires a completed TDS. The TDS includes the rationale and description of the chosen strategy; specific cost, schedule, and performance goals; and a test plan to ensure that the goals and exit criteria are met.

5.3 Exit Criteria

Technology Development ends at Milestone B, when an affordable increment of militarily useful capability has been identified, the technology for that increment has been demonstrated in a relevant environment, and a system can be developed for production within a relatively short timeframe (normally less than five years); or when the MDA decides to terminate the effort.
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5.4 Contracting Swimlane

5.4.1 Prepare for Contracting Process
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	Good Idea: Work ahead as much as possible on the contracting activities at the start of System Development & Demonstration so that contracting time after Milestone B is minimized. See Appendix C & D.


5.5 Program / Engineering Management Swimlane
5.5.1 Prepare CDD

Input:

· ICD

· AoA 

· CJCSM 3170.01D and CJCSM 3170.01A (Describes the CDD) 

Activity:

Guided by the ICD, the AoA (for ACAT I/IA programs), and technology development activities, the CDD captures the information necessary to develop a proposed program (s), normally using an evolutionary acquisition strategy. The CDD outlines an affordable increment of capability. An increment is a militarily useful and supportable operational capability that can be effectively developed, produced or acquired, deployed and sustained. Each increment of capability will have its own set of attributes and associated performance values with thresholds and objectives established by the sponsor with input from the user. The CDD supports the Milestone B acquisition decision.

Output:

· CDD

· Key performance parameters (KPP)
5.5.2 System Functional Analysis 

Input:

· System operational functional requirements 

· System maintenance functions requirements

Activity:

A system functional analysis shall be conducted to transform functional and technical requirements into a coherent system description. The description can be used to guide the synthesis and allocation of design criteria, and shall clearly specify the system requirements. It shall include the following activities:

· Functional Analysis:  A functional analysis shall be conducted to provide the initial description of the system.  This analysis will serve as the baseline for equipment requirements, software requirements, whether to support operational functions or maintenance functions, and to decompose requirements to the subsystem level.

· System Operational Functions:  A system operational function analysis shall be conducted to identify the technical requirements required to fulfill the mission requirements of the system.  These tasks will be at a high level to describe the upper level functions of how the system is to operate.  It can include operational distribution or deployment, mission profile or scenario, performance and related parameters, utilization requirements, effectiveness requirements, operational life cycle, and environment.

· System Maintenance Functions:  A system maintenance functions analysis shall be conducted to develop gross maintenance functions.  These functions will define the specific performance expectations or measures for each operational function, levels of maintenance, repair policies, organizational responsibilities, logistic support elements, effectiveness requirements, and environment.

· System Analysis/ Identification of Alternate Functions:  The PM shall conduct a system analysis.  The purpose of this evaluation is to identify alternative solutions against predetermined decision criteria to select the best value solution for the system functional analysis.
Output:

· Draft Functional Baseline

· System operational functions reports

· System maintenance plan

· Functional analysis reports

· Functional flow diagrams (Such as OVs)

· Trade-off study reports

5.5.3 Preliminary Synthesis and Allocation of Design Criteria

Input:

· System support requirements

· Performance requirements

· Design requirements

· Effectiveness requirements

· Functional Analysis

· Constraints
· Key Performance Parameters (KPP) 

· Assumptions

· Preliminary Design 
Activity:

A preliminary synthesis and allocation of design criteria shall be conducted to develop a physical architecture, based on a set of hardware and software components, which can satisfy the stated requirements. The effort shall include the following activities:

· Allocation of Performance Factors, Design Factors, and Effectiveness Requirements:   An allocation of performance factors, design factors, and effectiveness shall be conducted to provide a definition of analysis goals, selection & weighting of evaluation parameters, identification of data needs, identification of evaluation techniques, select/develop model, generate data and model applications, evaluation of design alternatives, accomplishment of sensitivity analysis, identification of risk & uncertainty, and a recommendation of preferred approach.

· Allocation of System Support Requirements:  An allocation of system support requirements shall be conducted to provide the number of personnel required to provide support and maintenance, develop the space required to house equipment, along with power and HVAC requirements.

· System Analysis:  The PM shall conduct a system analysis.  The purpose of this evaluation is to identify alternative solutions against predetermined decision criteria to select the best value solution for the preliminary synthesis.
Output:

· Results of preliminary synthesis and allocation of design criteria

· Functional analysis reports

· Function flow diagrams (Such as SVs)

· Updated Architecture Views

5.5.4 System Optimization

Input:

· System functional requirements

· Architectures Views

Activity:

The PM shall perform system optimization to determine the appropriate changes to the system parameters for improving operation and performance. The optimization shall include the following activities:

· System and Subsystem Trade-offs and Evaluation of Alternatives:  The PM shall conduct system and subsystem trade-offs and evaluation of alternatives.  The purpose of this evaluation is to clarify quality attribute requirements, improve architecture documentation, document basis for architectural decisions, identify risks early in the life cycle, and increase communication among stakeholders.
· System and Subsystem Analysis:  The PM shall conduct a system and subsystem analysis.  The purpose of this evaluation is to identify alternative solutions against predetermined decision criteria to select the best value solution for the system and subsystems.

Output:

· Results of system optimization

5.5.5 System Synthesis and Definition

Input:

· Results of preliminary synthesis and allocation of design criteria

· Functional analysis reports

· Function flow diagrams (Such as SVs)

Activity:

The PM shall perform system synthesis and definition as part of a preliminary design. The design shall support the system requirements, including operational, performance, security, data, and configuration. The design specifications shall document the results of the effort, and shall describe the analyses, data, prototyping, physical models, test, environment, and other factors important to the overall design.

Output:

· Preliminary Design Specification

5.5.6 Risk Assessment 

Input:

· Risk Management Policies and Procedures

· Risk Analysis Form

· Risk Identification Questionnaire

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating risks, determine the methods and tools for managing and communicating risks, identify the roles and responsibilities of the risk management resources, establish the approach for categorizing and evaluating risks, and determine the thresholds for reporting to senior management.

Output:

· Risk Management Plan

· Risk Assessment Report

· Risk Mitigation Plan

· Risk Monitoring Report

5.5.7 Update Economic Analysis

Input:

· Cost data

· EA

· Cost-Benefit Analysis

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating life-cycle costs and benefits estimate, determine the methods and tools for managing and communicating costs, identify the roles and responsibilities of the cost management resources, establish the approach for categorizing and evaluating costs, and determine the thresholds for reporting to senior management.

Output:

· Updated cost data

· Updated EA

· Updated cost-benefit analysis

· Life-Cycle Cost Estimate (LCCE)
5.5.8 Demonstrate Technology Solutions

Input:

· Approved TDS

· Technology Maturity Recommendations 

· Updated Market Research Results 

Activity:

The PM shall conduct a demonstration of the technical solution in order to reduce technology risks, determine appropriate technologies to integrated into the full system, and refine user requirements.

Output:

· Working Model

5.5.9 Develop CM plan

Input:

· System requirements

· CM strategy

Activity:

The PM shall develop a CM Plan to document the identification, control, status accounting, and audit of system, subsystem, and related configuration items. The plan shall enable effective tracking and documentation of configuration changes throughout the life cycle, and shall ensure that designs are traceable to the requirements. The plan also ensures consistency between the system and its supporting documentation.

Output:

· Initial CM Plan

5.5.10 Develop Technical Requirements

Input:

· System requirements
· Updated Market Research 
Activity:

The PM shall determine the technology requirements for the system.  These requirements will be used to develop the SOW and the preliminary design of the system.
Output:

· Technical requirements
5.5.11 Develop Draft Statement of Work (SOW)

Input:

· System requirements
Activity:

The PM shall develop a draft SOW detailing work requirements that need to be written and stating  "what is to be done" in definitive and precise language and terminology.   The purpose of a SOW is to detail the work requirements for projects and programs with deliverables and/or services to be performed by the developer.

Output:

· Draft SOW

5.5.12 Develop Measurement Plan 

Input:

· Performance Requirements (including MoP and MoE)

· DoDAF compliant Integrated Architecture Products

· Standards required

Activity:

Develop plan to measure use, service response time, availability, and reliability in test and operations.  Include provisions to verify external standards conformance activities or plan standards conformance testing.

Output:

· Measurement Plan

· Standards Conformance plan

5.5.13 Develop Performance Model

Input:

· Performance Requirements (including MoP and MoE)

· Transport Architecture

· Estimated Service Characteristics (servers, volume requirements)

Activity:

Develop Performance Model and use the model to predict performance (response times, accuracy, reliability, integrity, etc.), identify tradeoffs, and show potential bottlenecks.  Develop design alternatives to mitigate bottlenecks and design options to illustrate potential tradeoff costs and benefits.

Output:

· Predicted Performance

· Design option examples to illustrate requirements tradeoffs available

· Proposed design changes to meet requirements
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5.6 Testing Swimlane
5.6.1  Develop Draft Test and Evaluation Master Plan (TEMP)

Input:

· T&E Strategy

· Measurement Plan

· Standards Conformance Plan

· MoP and MoE

Activity:

The TEMP documents the overall structure and objectives of the test and evaluation program. It provides a framework within which to generate detailed test and evaluation plans and it documents schedule and resource implications associated with the test and evaluation program.

Output:

· Draft TEMP

5.6.2 Conduct Early OA (EOA)

Input:

· CDD (or Capability Production Document (CPD), if available)

· ISP (if available)

· Draft TEMP

· Letter from PM to TE identifying the scope, objectives and constraints for the EOA as well as when the EOA results are required.
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	Good Idea: This should be done at least 6 months prior to the OA.


Activity:

Although TE is the executing agent for an EOA, they are conducting it on behalf of the PM Team.  TE will be responsible for preparing, conducting, analyzing, and reporting out of the EOA.  The PM should provide on site representation and support as required.  All efforts are funded by the PM.

For programs/projects within GE, the TE must also assess the application for hardware impacts (e.g., processing capability, memory) and potential network impacts on application/service infrastructure and critical C2 sites.  

Output:

· EOA Report

5.7 Security Swimlane
5.7.1 Refine IA Strategy 

Input:

· Draft IA Strategy

· ICD

· CDD

· AOA

· STAR

· T&E Strategy

· ISP

Activity: 

See IA Strategy activity in Section 2.4.13 of Concept Development.  The IA Strategy is further refined and detail is added as the IA Strategy and Certification and Accreditation Strategies are refined between the Milestone A and B acquisition periods.  The IA Strategy is a statutory requirement for Milestone B Approval.

Output: 

· IA Strategy Report 

5.7.2 SSAA Phase 1 Definition Activities

Input

· Capability Architectural Design and Security Documents

· Trusted Facilities Manuals

· Threat Analysis

· Risk Assessment

· Security Features Users Manuals 

· DoDI 8500.2 Information Assurance (IA) Implementation

· DoDI 8510.1M DoD Information Technology Security Certification and Accreditation Process (DITSCAP) Application Document

· DoDI 5200.40 DoD Information Technology Security Certification and Accreditation Process (DITSCAP)

· Federal Information Security Management Act

· OMB A130 Circular

· Computer Security Act of 1987 (PL100-235 public law)

Activity

Phase 1, Definition:

The Definition phase shall include activities to document the system mission, environment, and architecture; identify the threat; define the levels of effort; identify the certification authority (CA) and the DAA; and document the necessary security requirements for C&A. Phase 1 shall culminate with a documented agreement, between the program manager, the DAA, the CA, and the user representative of the approach and the results of the phase 1 activities.

Output

· Section 1 of SSAA (definition phase of DITSCAP)

5.7.3 IA COTS Security Compliance

Input:

· IA Security Compliance Checklist

· NIAP Approval

Activity:

Review COTS products against security requirements. 

Output:

· Updated SSAA

5.7.4 Security Architecture and Preliminary Design review

Input:

· IA Architectural Design

· IA Security Compliance Checklist

· Risk Assessment Mitigation Plans

· NIAP Evaluation Assurance Level 

Activity:

Analyze security architectural design and IA Compliance checklist against relevant requirements and IA products.    Analyze, document, project impact, resolve deviations and strategize mitigation strategy for vulnerabilities and deviations Analyze the impact of aggregation of all the deviations, and recommend either to continue with C&A process or rework ECM Security control mechanisms.

Output:

· Updated SSAA
5.8 Customer Swimlane
5.8.1 Participate in Demonstration Activities

Input: 

· ICD

· CDD

Activity:

The customer will assist the PM in the Demonstrate Technology Solution by providing input into prototyping activities.  This activity will result in a working model of the system through customer and PM improvement, interaction, experimentation and demonstration and provides the PM with insights with which to better analyze system performance and behavior.

Output:

· Feedback on a working model of the system.



6.0 SYSTEM DEVELOPMENT & DEMONSTRATION

6.1 Purpose

The purpose of the System Development & Demonstration (SD&D) phase is to develop a system or an increment of capability, reduce integration and manufacturing risk, ensure operational supportability, and the protection of critical program information (CPI).

Figure A4.1 presents the life cycle products, initiated or updated in this phase, that are required for acquisition milestones.  Figure A4.2 presents the process diagram for the SD&D phase. It illustrates the relationships between the milestone events, top-level activities, and the swimlanes for this life cycle phase.

	Life cycle products
	Milestones

	
	CD
	A
	B
	C
	FRP

	Acquisition Decision Memorandum (ADM) 
	(
	(
	(
	(
	(

	System Threat Assessment Report (STAR)
	
	
	(
	(
	

	Acquisition Program Baseline (APB) 
	
	
	(
	(
	(

	Acquisition Strategy 
	
	
	(
	(
	(

	Affordability Assessment
	
	
	(
	(
	

	Benefit Analysis and Determination 
	
	
	(
	
	

	Capabilities Development Document (CDD) 
	
	
	(
	
	

	C4I Support Plan 
	
	
	(
	(
	

	Competition Analysis 
	
	
	
	
	

	Cooperative Opportunities 
	
	
	(
	(
	

	Core Logistics/Source of Repair Analysis 
	
	
	
	
	

	Independent Cost & Manpower Estimate
	
	
	
	
	

	Independent Technology Assessment 
	
	
	(
	(
	

	Operational Test & Evaluation Results
	
	
	(
	(
	(

	Program Protection Plan
	
	
	(
	(
	

	Registration of Mission Critical/Essential Info Systems
	
	
	(
	(
	(

	Spectrum Certification Compliance 
	
	
	(
	(
	

	Selected Acquisition Report (SAR)
	
	
	
	
	

	Technology Readiness Assessment 
	
	
	(
	(
	


	(
	Highly applicable
	(
	ACAT I programs

	(
	Optional
	(
	ACAT II programs

	(
	MDAP programs
	(
	ACAT III programs


Figure A4.1 Life cycle products required for acquisition milestones

6.2 Entrance Criteria

Entrance into this phase begins with a Milestone B decision. The decision is supported by an approved TDS and AoA, along with a CDD. The CDD describes the technology maturity, approved requirements, and funding. 

6.3 Exit Criteria

This phase ends at Milestone C with an approved CPD.  The CPD provides the operational performance attributes necessary for the acquisition community to produce a single increment of a specific system.
Figure A4.2 System Development & Demonstration (1 of 3)
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6.4 Contracting Swimlane
6.4.1 Conduct Contracting Process

Input:

· Technical Requirements

· SOW

· Contract Data Requirements List

Activity:

Technical personnel with assistance from contracting personnel will develop the SOW for the effort.  Contracting personnel also help develop the Request for Proposal (RFP) to solicit bids.

Output:

· RFP released to Industry

6.4.2 Award Contract

Input:

· Source Selection Criteria

· Industry Proposals

Activity:

Contracting personnel will evaluate the proposals and select the best/winning candidate.

Output:

· Contract Award
6.5 Program / Engineering Management Swimlane
6.5.1 Prepare Specification, SOW, and updated RTM & ISP (if applicable)

Input:  

· Schedule

· ICD

· CDD

· AoA

Activity:

See Appendix C, Quick Tips on Development of Specification/SOWs and RTMs. 
Output:

· Draft Specification/SOW Contract Data Requirements List (CDRL) package

· Contract Data Requirements List (CDRL) package

· Updated RTM

6.5.2 Provide Technical and Programmatic input to the Contracting Process

Input:

· Draft Specification/SOW CDRL package

Activity:

The PM is responsible for the Development of the Procurement Request (PR).  As part of the PR package, the PM shall identify and develop evaluation factors and sub-factors with their relative importance. See Appendix D, Quick Tips on Technical and Programmatic Input to the Contracting Process and Appendix F, Certification and Review Boards.
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	CAUTION:  It is important that the PM tailor them for the procurement and that they are consistent with the requirements in the rest of the Request For Proposal (RFP).  The PM should select those features that are the most important to the effort and most likely to discriminate among offerors in critical risk areas.  Ensure CDRLs are delivered in sufficient time to permit adequate Government review.


Output:

· Technical Input to PR

6.5.3 Participate in Source Selection

Input:

· Source Selection Evaluation Plan (SSEP)

Activity:

Evaluate proposals in accordance with the criteria established in the SSEP and reflected in Section M of the RFP

Output:

· Technical Source Selection Findings

6.5.4 Attend Post Award Conference (PAC) (Lead: Contracting)

Input:

· Contract Award

Activity: 

PAC is held approximately 30 to 45 days after contract award. It is the first meeting of key contractor and government players.  The purpose is to assure a clear and mutual understanding of the contract terms between the government and the contractor.  Prior to the PAC, it is important to get together with the local DITCO representative(s) to establish their responsibilities for contract administration.  

Output: 

· PAC Record is completed and filed 

6.5.5 Determine Certification and Review Boards Requirements 

Input:

· Specification/SOW

· CDD

· RTM

Activity:

The PM will determine the applicable Certification and Review Board requirements.  Functional teams will be assigned to execute the necessary planning and coordination for these boards.  See Appendix F, Quick Tips for Certification and Review Boards.
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	CAUTION:  Consult boards early because certification processes can be lengthy and delay the program.


Output:

· Certifications and Review Boards milestones incorporated into Program Schedule

· Update to Draft SSAA

6.5.6 Form Functional Teams

Input:

· Assignment of Government and Contractor team members to functional teams (i.e. system engineering, Working Integrated Product Team (WIPT), etc.)  

Activity:

Functional teams meet to determine roles, responsibilities, and goals.  (This can be documented in the form of a Charter)  These teams, within their domain, will be the key resource to recommend courses of action and resolve problems and issues throughout the systems engineering process.  
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	Good Idea:  Representatives from GO, GS, GE, and PLD should be integral members of the Functional Teams.


Output:

· Functional Teams established

· Team Charters

6.5.7 Integrated Baseline Review (IBR)

Input:

· Work Breakdown Structure (WBS)

· Recommended Earned Value Management System (EVMS)

· A plan of action to rectify inconsistencies at upcoming IBR

Activity:

The IBR is conducted shortly after contract award.  The purpose is to ensure the Performance Management Baseline (PMB) captures the entire technical scope of work, is consistent with contract schedule requirements, and has adequate resources assigned.  See Appendix E, Quick Tips for Key Events.
Output:

· IBR Report 

· Findings

· Conclusions

· Recommendations/actions

6.5.8 System Requirements Review (SRR)

Input:

· RTM

· List of discrepancies/questions to address at the SRR

· Draft Functional Baseline

· Draft System Specification and any initial draft Item Performance Specifications

· Trade studies 

· Risk assessments 

Activity:

The objective of this review is to ascertain the adequacy of the efforts in defining system requirements.  It will be conducted when a significant portion of the system functional requirements have been established.  See Appendix E, Quick Tips for Key Events.

Output:

· Updated functional Baseline

· Updated RTM 

· Updated draft system specification 

· Updated draft item performance specifications

· Updated Risk Assessment

6.5.9 System Functional Review (SFR)

Input:

· Updated functional Baseline

· Draft allocated baseline 

· Updated RTM 

· Draft supportability analysis

· Draft system specification 

· All draft item performance specifications

· Updated Risk Assessment

Activity:

A formal review of the conceptual design of the system to establish its capability to satisfy requirements.  It establishes the functional baseline.  See Appendix E, Quick Tips for Key Events.

Output:

· Validated/agreed upon list of the system’s functions and functionality.

6.5.10 Track & Verify Design & Process

This activity consists of the following sub activities:

· Analyze Trade Studies – The system engineer will lead the review of the trade studies.  It is important to understand the implication the trade studies have on the overall system design.  Trade studies may change the functional baseline and create deviations from the performance specification.  Therefore, it is imperative that the Government conducts detailed and timely reviews in accordance with contractual provisions and provides appropriate feedback.

· Verify WBS Design Against RTM & ISP – Confirm that requirements in the RTM & ISP trace to the WBS and that the resource allocation is appropriate to the design complexity.

· Verify Security Architecture Design– Ensure that the design complies with established security guidelines and criteria.  Ensure that anti-tampering devices or measures are incorporated in the design if  “key technologies” are present.  The anti-tampering annex of the Program Protection Plan (PPP) documents the accomplishment of these requirements.

· Influence Design for Supportability - Ensure supportability considerations are an integral part of the design up front and early.  This will reduce the life cycle cost of the system. 

· Assess Design for Interoperability – Evaluate and Influence the design’s compliance with interoperability requirements such as C4I Surveillance and Reconnaissance (C4ISR) architectures and platform integration issues.

· Verify Functional Baseline – PM and Subject Matter Experts (SMEs) review and comment on the decomposition of the functional elements to ensure they comply with the concept of employment and performance parameters of the system.

6.5.11 Perform Systems Engineering to Translate & Allocate Requirements to Design

The engineering team is conducting the system engineering process to develop the system. The lead systems engineer establishes a balance among performance, supportability, risk, cost, and schedule as they translate the operational need and requirements into a system solution.

The lead systems engineer’s efforts are focused on the following tasks during this phase:

· Create WBS & Technical Performance Measure’s (TPM)

· Conduct Trade Study & Analysis

· Build Security Architecture

· Identify Design Risk & Mitigation

· Develop Functional Baseline

6.5.12 Risk Assessment

Input:

· Risk Management Policies and Procedures

· Risk Analysis Form

· Risk Identification Questionnaire

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating risks, determine the methods and tools for managing and communicating risks, identify the roles and responsibilities of the risk management resources, establish the approach for categorizing and evaluating risks, and determine the thresholds for reporting to senior management.

Output:

· Risk Management Plan

· Risk Assessment Report

· Risk Mitigation Plan

· Risk Monitoring Report

6.5.13 Update Economic Analysis

Input:

· Cost data

· EA

· Cost-Benefit Analysis

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating life-cycle costs and benefits estimate, determine the methods and tools for managing and communicating costs, identify the roles and responsibilities of the cost management resources, establish the approach for categorizing and evaluating costs, and determine the thresholds for reporting to senior management.

Output:

· Updated cost data

· Updated EA

· Updated cost-benefit analysis

· Life-Cycle Cost Estimate (LCCE)
6.6 Security Swimlane
6.6.1 SSAA Phase 2 Verification Activities

Input:

· IA Artifacts

· Security Configuration Management (CM) Plan

· Risk Assessment

· System Architectural Design and Security Documents

Activity:

The Verification phase shall include activities to verify compliance of the system with previously agreed security requirements. For each life cycle development activity, DoD Directive 5000.1 and Instruction 5000.2 there is a corresponding set of security activities that shall verify compliance with the security requirements and evaluate vulnerabilities.

In certain environments where there is a requirement to develop a system that can be deployed in multiple locations with in a similar or standard platform, DoD 8510.1M outlines a process identified as “Type Accreditation”.  Since it is difficult to accredit the common systems at all possible locations, the DAA may issue a type accreditation for a typical operating environment. The type accreditation is the official authorization to employ identical copies of a system in a specified environment. The SSAA must be modified to include a statement of residual risk and clearly define the intended operating environment.  When a type accreditation is planned, a Certification Test and Evaluation (CT&E) is needed during Phase 2.  The corresponding Phase 3 Security Test and Evaluation (ST&E) must then be tailored to provide the necessary assurance that the type accredited software and/or hardware is correctly installed in an operational environment that completes the specified requirements. The type accreditation SSAA must also be tailored to fit the type accreditation concept. The type accreditation SSAA should document the CT&E results in the SSAA and define the intended operating environment as well as any restrictions or operating procedures required for the type accredited system.   The SSAA will be written to this baseline, certification testing will be conducted against it, and the accreditation memorandum will be written specifically for a specific location.

Output:
· SSAA Chapter 2

· CT&E Report

· Recommend accreditation package

6.6.2 Implement IA Requirements and Security Controls

Input:

· IA Requirements and IA Controls

· IA Compliance Checklists

Activity:

Work with developers and test team to insure IA Security Controls are implemented and meet security requirements.

Output:

· Secure implementation during development process.

6.6.3 Evaluation Criteria Module IA Testing

Input:

· IA Requirements and IA Controls

· IA Compliance Checklists

Activity:

Evaluation Criteria IA Module testing is commonly utilized within Net Centric Environments whereby functional pieces or modules are released which require piloting in a live environment to prove out the requirement.
Type Accreditation can be utilized in a Net Centric Environment as capabilities are released in bundles they will undergo Certification Test and Evaluation (CT&E).  The Type accreditation will allow the Net Centric System to tailor the C&A process to address the specific needs and security requirements providing the flexibility to relocate modules to similar environments.  The CT&E is necessary for a Type C&A decision to secure and evaluate modules or Evaluation Capability Module (ECM) before moving into a live environment for pilot testing.  Type Accreditation is a streamlined accreditation strategy, which eliminates the need to certify and accredit every instance of a deployed system.  The SSAA will be written to this baseline, certification testing will be conducted against it, and the accreditation memorandum will be written specifically for a specific infrastructure. 
During the verification phase the ECM will undergo various functional and security requirements and will be prepared for the Certification Testing and Evaluation (CT&E).  The CT&E Process for the ECM streamlines the C&A Process and allows the ECM to be piloted during Verification Phase of the DITSCAP process which provides a secure methodology for both the developer and NCES to pilot a set of capabilities in a live environment fully understand the range of capabilities of their product or service.  

Output:

· CT&E Plan

· Mitigation Strategy Plan

· Recommend accreditation package

6.6.4 SSAA Phase 3 Validation Activities

Input:

· ST&E Plan

· ST&E

· SSAA

Activity:

The Validation phase shall include activities to evaluate the fully integrated system to validate system operation in a specified computing environment with an acceptable level of residual risk. Validation shall culminate in an approval to operate.

Output:

· ST&E

6.6.5 Develop ST&E Plan 

Input:

· IA Requirements 

· IA Controls

· RTM and SRTM

· Test Cases

Activity:

The ST&E Plan sets organizes, sets responsibilities, lays out activities and integrates with the test strategy and schedule. 

Output:  

· ST&E Plan

6.6.6 Certification Test and Evaluation (CT&E) for Type Accreditation

Input:

· IA Requirements 

· IA Controls

· RTM and SRTM

· Test Cases

· Risk and Threat Assessment

Activity:

The CT&E is part of the verification phase of DITSCAP and validates the correct implementation of identification and authentication, audit capabilities, access controls, object reuse, trusted recovery, and network connection rule compliance so that the Certifying Authority (CA) can recommend an accreditation decision to the Designated Approving Authority (DAA).

Output:

· CT&E Report

· Final Mitigation Plan

6.6.7 Security Test and Evaluation (ST&E)

Input:

· IA Controls

· SSAA

· RTM and SRTM

· ST&E Test and Plan

· Risk and Threat Assessment

Activity:

Examination and analysis of the safeguards required for protecting an IT system, as they have been applied in an operational environment, to determine the security posture of that system for C&A.

Output:

· ATO

6.7 Customer Swimlane
6.7.1 Develop Training Plan

Input:

· Training Plans from Similarly Deployed Systems

· PM Assessment of General Training Requirements

· Training requirements 

Activity:

The customer, working with PM representatives, shall assess the expected user communities’ readiness to adopt the developed solution and develop a plan to get the communities to the appropriate level of readiness to begin using the developed solution.

Output:

· Customer Assessment of User Training Requirements

· Customer Comments for Training Plan

6.7.2 Participate in Integrated Baseline Review (IBR)

Input:

· Work Breakdown Structure (WBS)

· Recommended Earned Value Management System (EVMS)

· Plan of action to rectify inconsistencies at IBR

Activity:

The system’s customer shall attend and provide feedback during the IBR.  

See Appendix E, Quick Tips for Key Events.
Output:

· Customers comments and issues addressed

6.7.3 Participate in System Requirements Review (SRR)

Input:

· RTM

· Draft Functional Baseline

· Draft System Specification and any initial Draft Item Performance Specifications
Activity:

The system’s customer shall attend and provide feedback during the SRR.  

See Appendix E, Quick Tips for Key Events.
Output:

·  Customers comments and issues addressed

6.7.4 Participate in System Functional Review (SFR)

Input:

· Updated Functional Baseline

· Draft Allocated Baseline

· Updated RTM

· Draft Supportability Analysis

· Draft System Specification

· All Draft Item Performance Specifications

· List of discrepancies/questions to address at SFR

· Updated Risk Assessment

Activity:

The system’s customer shall attend and provide feedback during the SFR.  

See Appendix E, Quick Tips for Key Events.
Output:

· Customers comments and issues addressed
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6.8 Program / Engineering Management Swimlane
6.8.1 Refine CM plan

Input:

· Initial CM Plan

Activity:

The PM shall refine the Initial CM Plan to reflect the detailed procedures for identifying, controlling, tracking, and auditing configuration items.

Output:

· CM Plan

· Configuration items

6.8.2 Track & Verify Build and Test Subsystem Process

During this phase the Program Management Team shall:

· Prepare for Test – Refine Test strategy, prepare draft DT, System Integration Environment (SIE) Assessment and Operational Assessment (OA) Plans, and begin interfacing with external test activities to address long lead issues, test requirements, funding requirements, etc.

· Assess Progress Toward Risk Mitigation – Continually evaluate (1) performance in assessing risk, and (2) progress toward risk mitigation via the means established for that program (i.e. program reviews, risk IPTs, risk reports.) DOD 4245.7-M Transition from Development to Production (also called Willoughby Templates) is a good tool to assess risk.

· Manage Functional Baseline – Monitor development of the allocated baseline to ensure that there are no unauthorized changes to the functional baseline.  The government must approve recommended changes to the functional baseline in accordance with the program’s CM Plan (CMP).  

· Update RTM & ISP – Reflect changes to the functional baseline as a result of trade studies, test data, etc., in the RTM as required. 

· Solicit Input From Operating Forces - During the design process it is advisable to draw upon the operating forces expertise to ensure the system is compatible with the planned operational use and skill sets of both the operator and maintainer.  The PM should invite Operating Forces personnel to design reviews.  
	[image: image13.wmf]
	Good Idea:  Invite operators, maintainers and testers to IPT meetings, Design Reviews, etc.  Conduct user juries at significant points when prototype hardware/software is available.


· Evaluate Subsystem Prototype Development – Monitor subsystem testing to ensure prototypes are meeting overarching design requirements.
· Demonstrate Subsystem Prototype - Determines if sufficient evidence exists to demonstrate that the system is capable of meeting the technical requirements established in the specifications, associated test plans/reports, and related documents.

· Assess Impact on Supportability, Interoperability & Security – Ensure supportability considerations are an integral part of the design, interoperability requirements are addressed, and the design complies with established security guidelines and criteria.
6.8.3 Software Specification Review (SSR)

Input:

· Draft Software Requirement Specification

· Draft Interface Requirement Specification

· Draft Operations Concept Document

· List of discrepancies/questions to address at the SSR

· Updated RTM

Activity:

This is a review of the finalized Computer Software Configuration Item (CSCI) requirements and operational concepts.  See Appendix E, Quick Tips for Key Events.

Output:

· Updated RTM

· Updated Risk Assessment

· Updated Software Requirements Specifications

· Action Items 

6.8.4 Perform System Engineering to Build & Test Subsystems

In this phase the lead systems engineer should be identifying and evaluating high-risk components and subsystems to reduce risk in the design.  Test and evaluation of these components is conducted in preparation for system integration.

The lead systems engineer’s efforts are focused on the following tasks during this phase:

· Build Subsystem Prototype

· Test Subsystem Prototype Components

· Conduct Supportability Assessment

· Analyze Test Results Against WBS & TPMs

· Refine Allocated Baseline

6.8.5 Conduct Design Readiness Review (DRR) 

Input:

· Subsystem and system design reviews

· Architecture drawings

· Hardware/software deficiencies

· Development testing

· Key system characteristics and critical manufacturing processes

· System reliability rates

Activities:

The DRR is intended to provide the PM an opportunity to conduct a mid-phase assessment of the maturity of the design.  Completion of the DRR ends the system integration and signifies the beginning of system demonstration.  For small to mid sized programs the CDR and the DRR are the same review.

Output:

· The number of successful subsystem and system design reviews

· The percentage of drawings completed

· Planned corrective actions to hardware/software deficiencies

· Adequate development testing

· Identification of key system characteristics and critical manufacturing processes

· System reliability based on demonstrated reliability rates
6.8.6 Track & Verify Integration Activities

During this phase the Program Management Team shall:

· Refine DT Test Plans – Refine any DT or SIE Assessment plans to consider results from testing and changes in the allocated and product baselines and the results of the TRR.  Assess the impact of these changes on previous agreements with external test activities.  

· Prepare for OA, User Evaluation (UE), DT and/or Combined DT/OT – Refine test strategy and OA Plans.  Plan for combined DT/OT with TE as appropriate.  Ensure DT and OA test activity agreements are finalized to include; test requirements, schedule, funding, support, etc.  Review TE draft OT Detailed Test Plan (DTP).  Interface with operational test activities to address long lead issues, test requirements, funding requirements, etc.  Coordinate with Operating Forces if the program test strategy includes a UE.
· Analyze Test Results – Evaluate test results as they become available to ensure subsystem integration efforts are meeting overarching design requirements.
· Assess Corrective Action – Developmental testing may reveal aspects of the design that do not meet the specification requirements.  The PM should evaluate the impacts of proposed corrective actions on program cost, schedule, performance, and risk.  During this process, tradeoffs in program performance and cost are often required.  Changes to the established baselines must be handled through the configuration management process.
· Witness Internal Test – Monitor integration and testing activities to gain real-time insight into potential program problems.  

· Analyze Environmental Safety and Occupational Health (ESOH) – Finalize ESOH evaluations to document the impact of the proposed design and support the rationale for DT and OA safety releases.

· Analyze Progress Toward Risk Mitigation – Continually evaluate (1) performance in assessing risk, and (2) progress toward risk mitigation via the means established for that program (i.e. program reviews, risk IPTs, risk reports.)  
· Manage Functional Baseline – Monitor development of the allocated and product baselines to ensure that there are no unauthorized changes to the functional baseline.  The government must approve any recommended changes to the functional baseline in accordance with the programs configuration management plan.  The allocated baseline is set by the lead systems engineer at Preliminary Design Review (PDR), and the product baseline at CDR.
· Review and Analyze Supportability Package – Successful testing requires support items and functions as specified in the test plans.  The supportability package must be ready prior to test commencement.
· Update RTM – Reflect changes to the baselines that result from design decisions, test date, etc., in the RTM as required.  Demonstrated values should be entered into the RTM as testing proceeds.
· Solicit Input from Operating Forces – During the integration process, the operating forces should have an opportunity to evaluate the system to provide feedback on operational suitability.

· Assess impact on Supportability, Interoperability, & Security – Ensure that supportability considerations are an integral part of the design, interoperability and integration requirements are addressed, and the design complies with established security guidelines and criteria.

6.8.7 Conduct Preliminary Design Review (PDR)

Input:

· List of discrepancies/questions to address at the PDR 

· Functional Baseline

· Updated RTM

· Draft Supportability Analysis

· Draft Item Performance Specifications

· Updated Risk Assessment

· Interface Requirements Specifications

· Software Requirements Specifications

· Interface Control Drawings

· Preliminary Test Results

· Action Items from SFR and SSR

Activity:

A preliminary design review will be conducted of the proposed design that sets forth the functions, performance and interface requirements that will govern design of the items below system level.  The review should address the supportability of the proposed design.  It establishes the allocated baseline that will be put under configuration control by the engineering team.  See Appendix E, Quick Tips for Key Events.

Output:

· Allocated Baseline

6.8.8 Conduct Critical Design Review (CDR)

Input:

· Functional Baseline

· Allocated Baseline

· List of discrepancies/questions to address at the CDR

· Production Documents (item detail, material, process specifications, and drawings)

Activity:

A critical design review shall be conducted to evaluate the completeness of the design and its interfaces.  The review should verify and formalize a mutual understanding of the details of the item being produced.  It establishes the product baseline that will be put under configuration control.  The approved detail design serves as the basis for final production planning and initiates the development of final software code. See Appendix E, Quick Tips for Key Events.

Output:

· Product Baseline

· Updated RTM

· Draft ESOH and Supportability Analysis

· Updated Risk Assessment

· Test Results

· Action Items from CDR

6.8.9 Conduct Test Readiness Review (TRR)

Input:

· Functional Baseline

· Product and Allocated Baseline

· Updated RTM

· Updated Risk Assessment

· DT and OA Test Plans

· Draft Test Support Package

· ESOH Documentation

· Action Items from CDR

Activity:

A TRR will be conducted to determine the system’s readiness to begin formal testing.  This review is applicable to hardware and software items.  The review determines the completeness of the design process, test procedures, and their compliance with test plans and descriptions.  

See Appendix E, Quick Tips for Key Events

Output:

· List of discrepancies/questions to address at the TRR

6.8.10 Perform System Engineering to Integrate the System

In this phase the engineering team should be finalizing the design, setting allocated and product baselines, producing hardware and software items, and integrating the system.  Test and evaluation is conducted in a controlled environment to provide an indication of system compliance with the functional baseline.

The engineer’s efforts are focused on the following tasks during this phase:

· Assemble Engineering Capability Models (ECMs) 

· Set Product Baseline at CDR

· Perform Environmental Safety and Occupational Health (ESOH) Analysis

· Refine Supportability Assessment

· Integrate & Refine System Design

· Code, Test, & Integrate System Software

· Set Allocated Baseline at PDR

· Conduct Developmental and Evaluation Test

· Develop Supportability Package

Output:

· CDR

· Analysis

· Assessment

· Design

· Software

· PDR

· Test

6.9 Customer Swimlane

6.9.1 Participate in SSR

 Input:

· Draft Software Requirement Specification

· Draft Interface Requirement Specification

· Draft Operations Concept Document

· List of discrepancies/questions to address at the SSR

· Updated RTM

Activity:

Customer shall attend and provide feedback during the SSR.  

See Appendix E, Quick Tips for Key Events.

Output:

· Customer comments and issues addressed

6.9.2 Participate in DRR

Input:

· Subsystem and system design reviews

· Architecture drawings

· Hardware/software deficiencies

· Development testing

· Key system characteristics and critical manufacturing processes

· System reliability rates

Activity:

Customer shall attend and provide feedback during the DRR.  

See Appendix E, Quick Tips for Key Events.

Output:

· Customer comments and issues addressed

6.9.3 Participate in PDR

Input:

· Functional Baseline

· Daft Allocated Baseline

· Updated RTM

· Draft Supportability Analysis

· Draft Item Performance Specifications

· Updated Risk Assessment

· Interface Requirements Specifications

· Software Requirements Specifications

· Interface Control Drawings

· Preliminary Test Results

· Action Items from SFR and SSR

Activity:

Customer will attend and provide feedback during the PDR. 

See Appendix E, Quick Tips for Key Events.

Output:

·  Customer comments and issues addressed

6.9.4 Participate in CDR

Input:

· Functional Baseline

· Allocated Baseline

· Draft Product Baseline

· Production Document (item detail, material, process specification, and drawings)

Activity:

The customer shall attend and provide feedback during the CDR. See Appendix E, Quick Tips for Key Events.

Output:

·  Customer comments and issues addressed

6.9.5 Participate in TRR

Input:

· Functional Baseline

· Product and Allocation Baseline

· Updated RTM

· Updated Risk Assessment

· DT and OA Test Plan

· Draft Test Support Package

· ESOH Documentation

· Action items for CDR

Activity:

The customer shall attend and provide feedback during the TRR.  See Appendix E, Quick Tips for Key Events.

Output:

·  Customer comments and issues addressed
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6.10 Program / Engineer Management Swimlane

6.10.1 Track and Coordinate System Verification

During this phase the Program Management Team shall:

· Provide Government Personnel & Resources – Provide personnel and resources to support test events as required.

· Update Supportability Package – Update the supportability package as required based on test results, which must be incorporated prior to OT.  The Government should verify the Technical Manuals (TMs) prior to Initial Operational Test and Evaluation (IOT&E). 
· Update ESOH Analyzes - Test results may drive changes to the ESOH Analysis.
· Manage Functional Baseline – Monitor changes to the allocated and product baselines to ensure that there are no changes to the functional baseline.  The government must approve recommended changes to the functional baseline in accordance with the program’s CMP.   

· Assess Progress towards Risk Mitigation - Continually evaluate (1) performance in assessing risk, and (2) progress toward risk mitigation via the means established for that program (i.e. program reviews, risk IPTs, risk reports.) 

· Update RTM & ISP – Capture test results and other data in the RTM.  Compare the results to the stated requirements to determine technical performance risk areas.  Use the methodology described in Appendix E. 
· Analyze Test Results and Initiate Corrective Actions – Analyze test results and against the requirements stated in the specification and CDD and identify any performance shortfalls then initiate corrective actions.
· Assess impact on Supportability, Interoperability, & Security – Ensure that the system demonstrates supportability considerations; interoperability requirements are addressed; and the system complies with established security guidelines and criteria.
· Prepare for OT – The OTA manages the conduct of OT and has the lead in preparation.  The PM provides Government Furnished Equipment (GFE), training, test support package, and logistic support as required.  

6.10.2 Capability Production Document (CPD)

Input:

· Acquisition Strategy 

· CCA

· ISP 

· CDD

Activity:

Provides sponsor with a primary means of providing authoritative, testable capabilities for the Production and Deployment phase of an acquisition program.

Provides the operational performance attributes necessary for the acquisition community to produce a single increment of a specific system.

Output:

· Each CPD applies to a single increment of a single system. When the CPD is part of a Family of Systems (FoS) or a System of Systems (SoS) approach, the CPD will identify the source ICD, AoA or supporting analysis results, and any related CDDs/CPDs that are necessary to deliver the required capability and to allow the required program synchronization. 

6.10.3 Develop Transition Plan

Input:

· Transition Plans from Similarly Deployed Systems

· Customer Assessment of User Transition Requirements

Activity:

The PM, working with customer representatives, shall develop a plan to efficiently transition end users from use of any legacy systems to the developed solution.

Output:

· Transition Plan

6.10.4 Develop Fielding Plan

Input:

· Fielding Plans from Similarly Deployed Systems 

· Customer Software and Hardware Architecture Data

· Customer Operational Schedules

Activity:

The PM, working with customer representatives, shall develop a plan to field the developed solution in a way that quickly puts the solution into place, while minimizing operational disruption to customers.

Output:

· Fielding Plan
6.10.5 Develop Training Plan

Input:


· Training Plans for Similarly Deployed Systems

· Customer Software and Hardware Architecture Data

· Customer Operational Schedules

Activity:

The PM, working with customer representatives, shall assess the expected user communities’ readiness to adopt the developed solution and develop a plan to get the communities’ to the appropriate level of readiness to begin using the developed solution. 

Output:

· Training Plan

6.10.6 Support System Verification

The lead systems engineer’s efforts are focused on the following tasks during this phase:

· Conduct DT Training

· Analyze Test Results

· Redesign, Build, Integrate, Test Fixes

· Manage Allocated & Product Baselines

6.11 Testing Swimlane
6.11.1 Conduct OA (System Demonstration)

Input:

· Letter from PM to TE identifying the scope, objectives and constraints for the OA as well as when the OA results are required.  

· CDD certified for interoperability and supportability by Joint Staff.

· CPD certified for interoperability and supportability by Joint Staff.

· ISP certified for interoperability and supportability by Joint Staff.

· Test Articles (to include training materials, spare parts, and logistics support)

· Signed Safety Release

Activity:

Although JITC, as the OTA, is the executing agent for an OA, it is conducting the test on behalf of the PM.  The OTA will be responsible for preparing, conducting, analyzing, and reporting the OA results.  The PM should provide on-site representation and support as appropriate. The PM should provide on-site representation and support as required.  All efforts are funded by the PM.

Output:

· OA Report

6.11.2 Conduct Performance Test

Input:

· Performance Requirements

· Response Time Model

· Estimated Service Characteristics

· GE Standard Operating Procedures for System Upgrades

Activity:

Perform the following tasks:

· Functional team will test the performance of system against the above inputs;

· Verify that the performance meets the established metrics;

· Refine model to reflect test results, including number of network round trips and network loading.

Programs/projects within the GE Directorate must also perform the following:

· Assess the application for hardware impacts (e.g., processing capability, memory) and potential network impacts on application/service infrastructure and critical C2 sites.  

· Verify proper operation of system management capabilities (e.g., system status, configuration management, performance monitoring agents).

Output:

· A report detailing the observations of the performance evaluation test with conclusions and/or recommendations, including any design changes or tuning necessary to meet requirements.

6.11.3 Conduct DT-Combined DT-OT/Verification/Certification
Input:  

· Test Plan and Procedures

· Joint Staff-certified requirements documents (CDD, CPD, ISP)

· Test Articles/Spares

· Support Equipment

· Draft Training Materials 

· Safety Release for Test 

Activity:

The Director, TE conducts the OTRR to review and assess the readiness to conduct IOT&E.  The OTA will provide a concept brief to DOT&E and submit the OT DTP for DOT&E approval prior to the OTRR for oversight programs. As the joint Operational Test Agency (OTA) for DISA programs, JITC will invite the Director, OT&E (DOT&E) (OSD) to participate in all OTRRs that involve DISA programs having DOT&E oversight.  In addition, JITC will provide input, based on all available pertinent information, concerning the status of interoperability to PM in support of OTRR.

Output:

· Test Data

· Test Incident Reports (TIRs)

· Test Reports (Interoperability, Security, DT etc.)

· Updated ISP

6.12 Customer Swimlane
6.12.1 Signify Concurrence with Verification Results

Input:

· Verification Test Report

Activity:

Conclusion of verification activities occurs in a final meeting between the PM/Engineering Management and the customer to review the verification matrix status and final test report.  The Lead Systems Engineer and customer will sign off each requirement indicating concurrence.

Output:

· Verification Matrix completed by Lead Systems Engineer and customer engineer.

6.12.2 Develop Transition Plan

Input:

· Transition Plans from Similarly Deployed Systems

· PM Assessment of Technical Transition Requirements

Activity:

The customer, working with PM representatives, shall develop a plan to efficiently transition end users from use of any legacy systems to the developed solution.

Output:

· Transition Plan

6.12.3 Develop Fielding Plan
Input:

· Fielding Plans from Similarly Deployed Systems

· Software and Hardware Architecture Requirements

Activity:

The customer, working with PM representatives, shall develop a plan to field the developed solution in a way that quickly puts the solution into place, while minimizing operational disruption to the customer.

For programs/projects within the GE Directorate, the fielding plan should include a completed Installation/Upgrade Checklist and an Approved Notification of Upgrade Plan from the Principle Director.  This is in compliance with the Applications Engineering Standard Operating Procedures for System Upgrades.

Output:

· Fielding Plan
6.12.4 Develop Training Plan

Input:


· Training Plans for Similarly Deployed Systems

· PM Assessment of General Training Requirements

Activity:

The customer, working with Program Management Office (PMO) representatives, shall assess the expected user communities’ readiness to adopt the developed solution and develop a plan to get the communities’ to the appropriate level of readiness to begin using the developed solution. 

Output:

· Training Plan

7.0 PRODUCTION & DEPLOYMENT

7.1 Purpose

Production & Deployment describes the activities required to achieve an operational capability that satisfies mission needs.  

Figure A5.1 presents the life cycle products, initiated or updated in this phase, that are required for acquisition milestones.  

	Life cycle products
	Milestones

	
	CD
	A
	B
	C
	FRP

	Capabilities Production Document (CPD) 
	
	
	
	(
	


	(
	Highly applicable
	(
	ACAT I programs

	(
	Optional
	(
	ACAT II programs

	(
	MDAP programs
	(
	ACAT III programs


Figure A5.1 Life cycle products required for acquisition milestones

Figure A5.2 presents the process diagram for the Production and Deployment (P&D) phase. It illustrates the relationships between the milestone events, top-level activities, and the swimlanes for this life cycle phase.

7.2 Entrance Criteria

Entrance into this phase begins with a Milestone C decision, supported by an approved CPD. The decision authorizes entry into production or procurement (for non-major systems) or into limited deployment in support of operational testing for MAIS programs or software intensive systems with no production components.

7.3 Exit Criteria

This phase ends with a successful FRP Decision Review for the system that has attained Initial Operational Capability. 
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7.4 Acquisition Swimlane
7.4.1 Conduct FRP Decision Review 

Input: 

· CCA Compliance (All IT-including NSS) 

· Post-Deployment Performance Review

· Programmatic Environment Safety and Occupational Health Evaluation (PESHE) (Including National Environmental Policy Act (NEPA) Compliance Schedule)

· Acquisition Program Baseline (APB)

· Certification of compliance with the CCA

· Certification of compliance with the Financial Management Enterprise Architecture (Financial Management MAIS acquisition programs only)

· Acquisition Strategy

· AoA

· Command, Control, Communications, Computers, and Intelligence (C4I) Supportability Certification

· Interoperability Certification

· EA

· Component Cost Analysis (mandatory for MAIS; as requested by CAE for MDAP)

· Cost Analysis Requirements Description (CARDs shall be prepared according to the procedures specified in enclosure 6 of DODI 5000.2)

· Test and Evaluation Master Plan (TEMP)

· Operational Test Agency Report of Operational Test and Evaluation Results

Activity:  

Perform a review of all required information.

Output:  

· FRP decision

7.5 Program / Engineering Management Swimlane    

	(
	Note: The lead systems engineer’s efforts are    focused on the following tasks during this phase:
· Conduct Production Acceptance Testing

· Conduct OT Training (Instructor & Key Personnel/New Equipment Training Team)

· Implement and Verify Corrective Actions

· Compliance with DoD Strategic Plan

· Utilize a controlled manufacturing process

· Utilize a mature software capability process

· Acceptable interoperability and operational supportability




7.5.1 System Assessment, Analysis, and Evaluation

Input:

· System requirements

· Patch process

Activity:

PMs shall conduct system assessment, analysis, and evaluation of prime system components and elements to ensure that it satisfies the stated requirements and that the system operates with the current patch releases. This effort shall include evaluation of applicable technologies to determine suitability, and to establish integration requirements.

Output:

· Results of the system assessment, analysis, and evaluation

· Proper patch level

7.5.2 Modification for Corrective Action or for Product Improvement

Input:

· System Change Requests (SCRs)

· System requirements

· System outages

Activity:

The PM shall perform system modifications as the result of preventive or corrective maintenance actions. The SCRs shall be analyzed to determine the impact and estimated effort to complete, prior to making the modifications. The modified system shall be re-tested (to include regression testing) to ensure that the system continues to function as required.

Output:

· Modified system that satisfies the SCRs

7.5.3 Training

Input:

· User training requirements

Activity:

The PM shall establish a training program to provide training to system operators, maintenance personnel and to ensure that users understand how to perform the required functions of the system. A training plan shall be developed to describe the courses, media, and materials necessary to implement the training program. The users shall be trained in accordance with the plan and the results of the training shall be measured to ensure effectiveness.

Output:

· Training Plan

· Training materials

· Training equipment/devices

7.5.4 Maintain CM Plan

Input:

· CM Plan

Activity:

The PM shall maintain the CM Plan and the configuration items shall be updated as necessary.

Output:

· Updated CM Plan

· Updated configuration items

7.5.5 Risk Assessment

Input:

· Risk Management Policies and Procedures

· Risk Analysis Form

· Risk Identification Questionnaire

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating risks, determine the methods and tools for managing and communicating risks, identify the roles and responsibilities of the risk management resources, establish the approach for categorizing and evaluating risks, and determine the thresholds for reporting to senior management.

Output:

· Risk Management Plan

· Risk Assessment Report

· Risk Mitigation Plan

· Risk Monitoring Report

7.5.6 Update Economic Analysis

Input:

· Cost data

· EA

· Cost-Benefit Analysis

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating life-cycle costs and benefits estimate, determine the methods and tools for managing and communicating costs, identify the roles and responsibilities of the cost management resources, establish the approach for categorizing and evaluating costs, and determine the thresholds for reporting to senior management.

Output:

· Updated cost data

· Updated EA

· Updated cost-benefit analysis

· Life-Cycle Cost Estimate (LCCE)

7.5.7 Witness Production Acceptance Testing 

Input:

· Production Acceptance Test Plan

Activity:

The PM should witness inspection and test of items to ensure the system satisfies contract requirement and specifications.

Output:

· Production Acceptance Test Report

7.5.8 Conduct Functional Configuration Audit (FCA)/System Verification Review (SVR)

Input:

· Production Acceptance Test Plans/Report

· Operator/Maintenance Manuals

· Functional and Allocated Baselines

Activity:

The FCA/SVR determines if sufficient evidence exists to demonstrate that the system is capable of meeting the technical requirements established in the specifications, associated test plans/reports, and related documents.

Output:

· Government approved Allocated Baseline

7.5.9 Analyze Test Results/Corrective Actions

Input:

· IOT&E Test Data

· TIRs

· Proposed Corrective Actions

Activity:  

The PM reviews TIRs and test data to determine if corrective actions are required. The engineering team shall implement appropriate corrective actions if they can be made in time to verify the fixes during IOT&E.  If corrective actions cannot be taken until after IOT&E, a Follow-on Operational Test and Evaluation (FOT&E) or other testing may be required.

Output:

· Modified Logistical Support/Test Support Package

· Modified Production Representative Test Articles

· Proposed Corrective Actions to be implemented at a later date 

· Updated ISP

7.5.10 Conduct Supportability Demonstration

Input:

· RTM

· IOT&E Results

· Supportability Package

· Production Representative Test Articles

· DTP

· Trained Operator/Maintenance Personnel

Activity: 

The Supportability Demonstration is conducted to verify the actual maintainability characteristics of a system or item against the maintainability requirement or objectives.  The objective is to ascertain potential problems in specific maintenance tasks and identify fixes prior to fielding the system.  The results provide feedback to the Logistics Support Analysis and Engineering efforts.  See Appendix E, Quick Tips for Key Events.
Output:

· Supportability Demonstration Report

7.5.11 Physical Configuration Audit (PCA)

Input:

· Production Representative Systems

· Technical Data Package that describes the Product Baselines

Activity:

The PCA will formalize the product baseline, including specifications and the technical data package, so that future changes can only be made through full configuration management procedures.

Output:

· Government approved Product Baseline

7.5.12 Compliance with DoD Strategic Plan

Input:

· Mission requirements/objectives

· Functional Missions

· Component Missions

· Identify Technologies

· Assessment of Information Management (IM) Support for DoD missions

· Establishment of DoDI IM vision, goals and measures.

· Development of IM strategies and actions

Activity:
The DoD Strategic Plan establishes the vision and plan for the future as well as supporting all the missions and functions and is aligned with the goals and strategies of the organization.

Output:

· An established vision and plan ensuring the IT vision is grounded in the mission requirements.

7.5.13 Obtain Safe & Ready Certification

Input:

· DT Test Reports

· Programmatic, Environmental, Safety, and Health Evaluation (PESHE)

· Certification Board(s) approvals

Activity:

PM obtains Safe and Ready Certification in accordance with DISA policy.

Output:

· Approved Safe and Ready Certification

7.6 Testing Swimlane
7.6.1 Conduct Operational Test Readiness Review (OTRR) 

Input:

· Safe and Ready Certification

· Joint Staff-certified requirements documents (CDD, CPD, ISP)

· Test Planning Documents 

· Draft OT DTP

· TEMP

· TMs

Activity:

The Director, TE conducts the OTRR to review and assess the readiness to conduct IOT&E.  The OTA will provide a concept brief to DOT&E and submit the OT DTP for DOT&E approval prior to the OTRR for oversight programs. As the joint Operational Test Agency (OTA) for DISA programs, JITC will invite the Director, OT&E (DOT&E) (OSD) to participate in all OTRRs that involve DISA programs having DOT&E oversight.  In addition, JITC will provide input, based on all available pertinent information, concerning the status of interoperability to PM in support of OTRR.

Output:

· Approval to enter Operational Test (OT)

· Approved OT DTP

7.6.2 Conduct IOT&E 

Input:

· Approved OT DTP

· Logistical Support/Test Support Package

· Production Representative Test Articles

· Operator/Maintenance Personnel

Activity:

The OT Test Director will convene an IOT&E DAG with system users for the purpose of authenticating test data, classifying TIRs and assessing the mission impact of any system failures.  The PM and GE will be invited to provide additional technical detail on failure modes and to gain a better understanding of the operational mission impact on the system.
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	Good Idea:  If Contractor Logistics Support is the maintenance concept, they must be involved in the IOT&E for appropriate echelons of maintenance.


Output:

· Test Data

· Scored TIRs

· Scoring Conference Minutes

7.6.3 Prepare Independent Evaluation Report (IER)

Input:

· Test Data

· Scored TIRs

· Scoring Conference Minutes

Activity:

After evaluation of test data, the OTA prepares a draft IER and distributes copies to the DISA Vice Director and GE for comment.  After receipt and consideration of comments, the OTA submits final IER to CAE (and DOT&E for oversight programs).

Output:

· Approved IER

7.7 Security Swimlane

7.7.1 SSAA Phase 4 Post Accreditation Activities

Input:

· Security Logs and Information Assurance Vulnerability Assessments (IAVAs)

Activity:

The Post Accreditation phase shall include activities to monitor system security configuration management and security operations to ensure an acceptable level of residual risk is maintained as determine by the DISA Field Security Office.   Security management, change management, and periodic compliance validation reviews are conducted.  System Monitoring would include review of security logs, intrusion security detection and prevention, access and privilege management controls, security patches, hot fixes and Information Assurance Vulnerability Alert (IAVA) updates     Additionally system security architect changes, security configuration management and security controls changes are made to the SSAA to reflect current security of and risk/vulnerability management of the system.  Thus insuring the SSAA remains a living document reflecting the current security architect and status of the system

Output:

· Updates to the SSAA

· Updates to the Risk and Threat Assessments

· IAVA, security patches, hot fixes and audit monitoring and logs

7.7.2 Security Auditing

See SSAA Section 5.7.1 Phase 4 Post Accreditation Activities
7.7.3 IA Configuration Management (CM)

See SSAA Section 5.7.1 Phase 4 Post Accreditation Activities
7.7.4 Continued Operational Security Evaluations

See SSAA Section 5.7.1 Phase 4 Post Accreditation Activities
7.8 Customer Swimlane
7.8.1 Execute Transition Plan

Input:

· Transition Plan

Activity: 

The customer and PM representatives shall execute the Transition Plan.

Output:

· Lessons Learned

7.8.2 Execute Fielding Plan

Input:

· Fielding Plan

Activity: 

The customer and PM representatives shall execute the Fielding Plan.

Output:

· Lessons Learned

7.8.3 Execute Training Plan

Input:

· Training Plan

Activity: 

The customer and PM representatives shall execute the Training Plan.

Output:

· Lessons Learned

8.0 OPERATIONS & SUPPORT

8.1 Purpose

Operations & Support describes the activities required to execute a support program that meets operational support performance requirements and sustains the system in the most cost-effective manner over its total life cycle.  Sustainment includes supply, maintenance, transportation, sustaining engineering, data management, configuration management, manpower, personnel, training, habitability, survivability, environment, safety (including explosives safety, occupational health, protection of CPI, anti-tamper provisions, and IT, including National Security Systems (NSS), supportability and interoperability functions. 

Figure A6.1 presents the life cycle products, initiated or updated in this phase, that are required for acquisition milestones.  

	Life cycle products
	Milestones

	
	CD
	A
	B
	C
	FRP

	C4I Supportability Certification
	
	
	
	
	(

	Interoperability Certification
	
	
	
	
	(


	(
	Highly applicable
	(
	ACAT I programs

	(
	Optional
	(
	ACAT II programs

	(
	MDAP programs
	(
	ACAT III programs


Figure A6.1 Life cycle products required for acquisition milestones

Figure A6.2 presents the process diagram for the Operations and Support (O&S) phase. It illustrates the relationships between the milestone events, top-level activities, and the swimlanes for this life cycle phase.

8.2 Entrance Criteria

This phase begins with a successful FRP Decision Review for the system that has attained Initial Operational Capability.

8.3 Exit Criteria

This phase ends when the system has reached the end of its useful life.

Figure A6.2

 Operations & Support

8.4 Program / Engineering Management Swimlane
8.4.1 System Optimization (Assessment, Analysis, and Evaluation)

Input:

· System requirements

· Patch process

Activity:

The PM shall conduct system life cycle assessment, analysis, and evaluation to ensure that the system satisfies the stated requirements and that the system operates with the current patch releases. This effort shall include evaluation of applicable technologies to determine suitability, and to establish integration requirements.

Output:

· Results of the system assessment, analysis, and evaluation

· Proper patch level

8.4.2 Modification for Corrective Action or for Product Improvement

Input:

· System Change Requests (SCRs)

· System requirements

· System outages

Activity:

The PM shall perform system modifications as the result of preventive or corrective maintenance actions. The SCRs shall be analyzed to determine the impact and estimated effort to complete, prior to making the modifications. The modified system shall be re-tested (to include regression testing) to ensure that the system continues to function as required.

Output:

· Modified system that satisfies the SCRs

8.4.3 Training

Input:

· User training requirements

Activity:

The PM shall maintain the training program to provide training for system operators, maintenance personnel and to ensure that users understand how to perform the required functions of the system. A training plan shall be developed to describe the courses, media, and materials necessary to implement the training program. The users shall be trained in accordance with the plan and the results of the training shall be measured to ensure effectiveness.

Output:

· Training Plan

· Training materials

8.4.4 Maintain CM Plan

Input:

· CM Plan

Activity:

The PM shall maintain the CM Plan shall be maintained and the configuration items shall be updated as necessary.

Output:

· Updated CM Plan

· Updated configuration items

8.4.5 Risk Assessment 

Input:

· Risk Management Policies and Procedures

· Risk Analysis Form

· Risk Identification Questionnaire

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating risks, determine the methods and tools for managing and communicating risks, identify the roles and responsibilities of the risk management resources, establish the approach for categorizing and evaluating risks, and determine the thresholds for reporting to senior management.

Output:

· Risk Management Plan

· Risk Assessment Report

· Risk Mitigation Plan

· Risk Monitoring Report

8.4.6 Update Economic Analysis

Input:

· Cost data

· EA

· Cost-Benefit Analysis

· Schedule

Activity:

The PM shall establish and maintain a strategy for identifying, assessing, and mitigating life-cycle costs and benefits estimate, determine the methods and tools for managing and communicating costs, identify the roles and responsibilities of the cost management resources, establish the approach for categorizing and evaluating costs, and determine the thresholds for reporting to senior management.

Output:

· Updated cost data

· Updated EA

· Updated cost-benefit analysis

· Life-Cycle Cost Estimate (LCCE)
8.5 Testing Swimlane
8.5.1 Measure Operational Performance

Input:

· Performance Requirements

· Response time model

· Service Characteristics

Activity:

Functional team will monitor the performance of the system against the above inputs and verify that the performance meets the established metrics.  Refine model to reflect test results, including number of network round trips and network loading.

Output:

· Operational system that maintains performance characteristics;

· A report detailing the observations of the performance evaluation test with conclusions and/or recommendations, including any design changes or tuning necessary to meet requirements.

8.6 Security Swimlane 

8.6.1 Continued SSAA Phase 4 Post Accreditation Activities

Input:

· Security Logs and IAVAs

Activity:

Continued Post Accreditation activities are a continuation from Section 5.7.1 .

Output:

· See SSAA above Section 5.7.1 Phase 4 Post Accreditation Activities
8.6.2 Security Auditing

See SSAA above Section 5.7.1 Phase 4 Post Accreditation Activities
8.6.3 IA Configuration Management (CM)

See SSAA above Section 5.7.1 Phase 4 Post Accreditation Activities
8.6.4 Continued Operational Security Evaluations

See SSAA above Section 5.7.1 Phase 4 Post Accreditation Activities
8.7 Customer Swimlane
8.7.1 Sustainment

Input:

· System requirements

· User training requirements

· Updated CM Plan

· Updated results of Cost and Risk Analysis

· Updated Risk Mitigation Plan 

Activity:

Sustainment includes supply, maintenance, transportation, sustaining engineering, data management, configuration management, manpower, personnel, training, habitability, environment, safety, supportability and interoperability functions.

Output:

· Operational system

· Training Plan

· CM Plan

· Cost & Risk Analysis/Management

Appendix B: Tailoring Guidelines

9.0 Introduction to Tailoring

The goal of the Standard Systems Engineering Process Reference is to combine all engineering processes together under a single defined process that provides standard guidance for all system development environments, regardless of the project type or the current life cycle phase.  However, all products and activities in the Standard Systems Engineering Process Reference may not apply to every project or environment.  

Choices about what activities should be performed are called tailoring decisions.  Tailoring considerations include system complexity, detail of system definition, constraints and requirements, technology base, risks, and organizational best practices.  Tailoring gives the PM a great deal of flexibility to document and track project status while developing a quality product, on time, and within budget. 

	(
	Special Consideration: While tailoring allows the PM to adjust to their customer’s needs, it must be approached with the clear understanding that the integrity of the standard process must remain intact in order to retain and improve the organizational process maturity.


10.0 Overview of Tailoring

The act of tailoring is performed by the PM and it is accomplished when each product and activity listed on the tailoring worksheets (see Appendix J) are reviewed and a decision is made as to whether or not each product or activity will be performed on his or her project.  The PM is ultimately responsible for the project, and they should carefully consider the value of each product and activity that will be tailored and the impact/benefit of tailoring it.  

Two tailoring worksheets are provided to assist in making tailoring decisions.  The first one, titled “The Tailoring Worksheet for Life Cycle Products” (see Table J.1), lists all the products contained in the Standard SE Process Reference.  The second one, titled “Tailoring Worksheet for Life Cycle Activities” (see Table J.2 in Appendix J), lists all of the activities contained in the Standard SE Process Reference.  

The PM or PL uses the tailoring worksheets to identify the products that will be produced and activities performed to produce those products on their project.  The completed tailoring worksheets or a summary of the products to be produced and the activities to be performed must be included in the Program/Project SEP (see paragraph 2.4.4), which is approved by their MDA.  

10.1 Alternative Documentation

Programs are not expected to "go backwards in their lifecycle" to create products or perform activities.  The program/project’s MDA will review existing documentation to enable a determination as to whether the information identified in the OSD Draft SEP Outline has already been provided in the program's life cycle documentation. If "SEP-like" content resides in the existing documentation, a determination can be made to "grandfather" these programs.

In the event a project is in Sustainment and some critical life cycle documents were not produced or maintained, the PM should do a cost-benefit analysis of the effort needed to create the missing or out-of-date documentation.  If he/she determines that it is not reasonable to create this documentation, he/she documents this decision in the tailoring rationale, along with the possible impacts on the project.  For example, a legacy system may not have the Software Requirements Specification (SRS) document for the entire project, and the PM may determine that it would not be cost-effective to create one.  The PM would then document this decision in the tailoring worksheet and describe the impact of this decision.

It is possible that some project documentation will be combined or that some projects will have documents that use different formats than those prescribed in DoD 5000.1.  This is permitted only if approved by the MDA and PMs must ensure that all the intended content prescribed in DoD 5000.1 is addressed by the alternative formats.  

10.2 Types of Tailoring

There are three types of tailoring: “tailoring up”, “tailoring out”, and “tailoring down” (or down-scoping).  Tailoring up means that a project will do more than what is identified in the Standard Systems Engineering Process Reference (add to the required products and activities).  Tailoring out means that a product or activity does not apply to a project or an equivalent product has already been produced as part of the life cycle documentation.  Tailoring down means the product or activity has been down-scoped or streamlined by a project depending on project factors (such as size, complexity, schedule, urgency).

10.2.1 Tailoring Up

Projects can always tailor up.  In doing so, the PM inserts the additional products and activities into the tailoring worksheet with a reference to where they are described in the project level documentation (e.g., Software Development Plan, Operating Instructions (OI), desk procedures, etc.) and places a checkmark in column one adjacent to the added product or activity. No justification is required for tailoring up.

10.2.2 Tailoring Out

Projects cannot delete any products or activities from the tailoring worksheets.  Instead, when a listed product or activity is not applicable to their project, they should place NA in the first column of the line with the product or activity that does not apply and include the justification / rationale (why it doesn’t apply to their project) in column 4. The justification/rationale must be of sufficient detail to convince the reader that the document or activity is not required or is subsumed by other products or activities.  
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	Caution: Project level core documents may be tailored in format and structure but may not be tailored out.

You are cautioned that tailoring out tasks, procedures or documents may affect other tasks, procedures or documents in the Standard Systems Engineering Process.  As an example: the Test Descriptions for the Function and System rely upon the SRS.  If you don’t have an SRS it would be almost impossible to create the Test Descriptions and conduct a meaningful Function and System Test.  


10.2.3 Tailoring Down

Tailoring down is accomplished much like "tailoring out."  When a product or activity will be down-scoped, place an asterisk (*) in the first column of the line with that product or activity and annotate the justification/rationale in column 4 how it will be down-scoped or what will be done instead. For example, if a project decides to use an MS Excel spreadsheet to document requirements instead of the Software Requirements Specification (SRS) template, they would document this deviation in column 4 of the "Software Requirement Specification” product and in the “Build/Update the SRS" activity.  

11.0 Tailoring Procedures

Tailoring worksheets should be prepared by the PM.  Review both tailoring worksheets (see Appendix J).  The first column is used to annotate whether or not the product or activity will apply to your project.  The second column lists the products/activities identified in the Standard Systems Engineering Process Reference.  The third column is used to document specific tailoring justification and/or rationale when a product or activity will be tailored by the project. The fourth column contains a reference for each product or activity listed in column 2.  

After reviewing the tailoring worksheets, place a checkmark ((), asterisk (*), or Not Applicable (NA) in the first column, adjacent to each product/activity.  All products and activities that are not tailored down or tailored out must have a checkmark in column one. You should carefully review the completed tailoring worksheets for any adverse impacts resulting from the tailoring. 

The completed worksheets establish the Program/Project’s defined SE process, which is then documented, in whole or in summary, in the Program/Project’s SEP (see paragraph 2.4.4).  The Program/Project’s completed SEP is forwarded to the MDA for coordination and approval.  All engineering staff members shall be trained on the Program/Project’s defined SE process and their SEP.  Training on the DISA SE Process and the tailoring of the Standard SE Process Reference is provided as part of the DISA Training Program.
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	Good Idea: The SEP must be re-negotiated by the PM and MDA if a significant change to the system baseline (e.g. functional, allocated, or product) is necessitated by a contract modification or a redesign due to test on integration results.


11.1 Approval 

The Program/Project’s MDA will review the SEP from an acquisition perspective and coordinate any changes or updates with affected stakeholders.  The MDA will also review existing documentation resident with each of the programs to enable a determination as to whether "SEP-like" content has already been provided in the program's life cycle documentation.  The approved SEP will be maintained by the Project Configuration Manager and treated as part of the life cycle documentation.  

	(
	Note: The SEP must be re-negotiated by the PM and MDA if a significant change to the system baseline (e.g. functional, allocated, or product) is necessitated by a contract modification or a redesign due to test on integration results.


Appendix C: Quick Tips - Development of Specifications, Statements of Work, and Requirements Traceability Matrix
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1.  ASSEMBLE TEAM

A “Core” team (which is technical in nature) will be responsible to develop the Technical Specification, SOW and RTM.  This team is a subset of the Program Management Team (PMT), and should be led by the Systems Engineer.

· System Engineer (lead)

· Logistician

· Project Officer

· Contract Specialist

· Ancillary Members:  

·
Equipment Specialist

·
Requirements Officer

·
Specialty Area Experts

2.  ASSEMBLE RTM
The Core team should identify, collect, and assemble all requirements that must be addressed in the Specification.  This information will be used to populate the RTM.  Shown below is an example of the format for the RTM.  At a minimum, the RTM should address all requirements from Capabilities Development Document (CDD), Statement of Need (SON), ICD, and other formal requirements documents.

3.  BRAINSTORM 
In order to write a comprehensive Specification, the Core team will need to collect all additional sources of derived requirements.  Sources for these could be:  Instructions, Directives, or Regulatory Compliances.  In addition, sources from Market Analysis, Industry Standards, and Interoperability Directives should be investigated.  Once applicable source documents and references are identified, the team should populate the RTM with these additional requirements.

Table C.1: Requirements Traceability Matrix - Notional Arrangement
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	CAUTION:  Some requirements may need to be further decomposed into performance language, or may need further clarification.


4. DETERMINE SPECIFICATION TYPE
There are several types of specifications that the DISA can employ in an acquisition program:

A specification should state requirements in terms of the required results with criteria for verifying compliance, but without stating the methods for achieving the required results.  

A performance specification defines the functional requirements for the item, the environment in which it must operate, and interface characteristics. The types of performance specifications are:

· Standard Performance Specification (also called a Military Performance Specification and sometimes referenced as MIL-PRF).  This type of performance specification establishes requirements for military-unique items used in multiple programs or applications.

· Program-Unique Specification.  This type of specification establishes requirements for items used for a particular weapon system or program.  Little potential exists for the use of the document in other programs or applications.

· Military Standard. MIL-STD-961D should be referenced for guidance in writing a Performance Specification.  

Purchase Description.  A purchase description is usually prepared for one-time use, for small purchases, or when development of a standardized specification document is not cost effective.  It should be noted that Purchase Description should not be used for repetitive government procurements. In this handbook, a Purchase Description is interchangeably referred to as a Specification.

Secretary of Defense Publication SD-15 should be referenced when writing a Purchase Description. This is available from DoD Acquisition Desk book.

Commercial Item Descriptions (CIDs).  CIDs are simplified product descriptions that describe available, acceptable commercial items that meet DoD needs. 

CIDs are normally used to buy commercial items when development of a standardization document is not justified.  The user's requirement, market research, and coordination with industry form the basis for the development of a CID.  You can include requirements for samples or market acceptance in a CID - both are useful tools in simplifying the document.  

Although market acceptance criteria are used primarily in CIDs, you can use market acceptance criteria in other types of product descriptions as well.

· Secretary of Defense Publication SD-15 should be referenced for more specific guidance on the development of CIDs and market acceptance criteria.

5.  WRITE SPECIFICATION
All Specifications should contain six (6) sections:

· Section 1 Program Background – This section should provide basic program description information and should be consistent with other program documentation.

· Section 2 Definitions and References – This section should be consistent with common industry practice and is usually the last portion completed because it is based on information from all other sections. 

· Section 3 Requirement – This section should identify all of the requirements. It is critical that all requirements cited can be tested, verified, and validated.

	[image: image18.png]



	CAUTION:  For every requirement in Section 3 of the Specification, there should be a verification method in Section 4.


· Section 4 Verification and Validation – This section should mirror the structure of Section 3 and needs to identify means and methods for the verification and validation process.

	(
	SPECIAL CONSIDERATION: If the program is software intensive, IEEE 12207 provides guidance on the software life cycle development process that should be considered by the Government team when preparing the performance specification.




· Section 5 Notes – This section should include and address any special information that has bearing on the contractual performance of effort.

· Section 6 Packaging, Handling, and Transportation (PHT) – This section should address PHT efforts for which specific contractual efforts are being performed.

	(
	Note: If Military Standards are being cited in the specification, and they are not pre-approved for use by the DOD, seeking waiver authority as early as possible is recommended.  


6.  UPDATE RTM  
With the Specification now in the final stages of completion, and its structure and numbering scheme determined, it is recommended that the team update the RTM with best available data at this time so as to reflect expanded parameters as shown in the Specification.

7.  WRITE SOW 
It is next recommend that the SOW and its accompanying Contract Data Requirements List (CDRL) be developed.  The CDRL is normally prepared using DD Form 1423, but may also be prepared in one’s own format.  The Project Officer, Systems Engineer, and Logistician should survey their subject matter experts for recommended SOW inputs, similar to how the Specification was generated and populated.  

A list of subject matters to address by each key member is listed in the Quick Checks for SOWs table shown on the next page. Either of the following methods for developing a SOW is offered:

· Military Handbook MIL-HDBK-245D provides guidance for creating a SOW. 

· SCATT is a DISA automated software tool to develop a SOW and CDRL.

	(
	SPECIAL CONSIDERATION: Not all procurements require SOWs.  Examples of other methods are: Statement of Objectives (SOO), General Service Agency (GSA) buys, or procurements from existing contracts.




8.  RECONCILIATION

The Core team, with appropriate ancillary members, should meet and review the completed documents (Specification, SOW, CDRL, and RTM) to ensure they are consistent, complimentary and in compliance with program requirements.

	(
	SPECIAL CONSIDERATION: For C4I systems, this package will have to be staffed to the Deputy Director - C4I for integration for concurrence.




9.  UPDATE RTM
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Although it may seem excessive, it is once again recommended that the RTM be reviewed and updated with the final Specification information.  This is to ensure traceability of all requirements between the latest generation of the CDD and the Specification.  The RTM will remain a key Government tool for management of requirements through all phases of the program, and diligent attention needs to applied toward keeping this document up to date.

10. PM REVIEW
The Core team should submit the Specification, SOW, RTM and CDRL package to Program Manager for review and approval prior to being provided to the Contracting Officer for release to industry.



Appendix D: Quick Tips - Technical & Programmatic Input into the Contracting Process


RFP Structure
The Government solicits proposals from potential Offerors through issuance of a solicitation/RFP.  The RFP includes information necessary for Offerors to understand what the government is buying, what information they must provide, and how their proposals will be evaluated.  The Procurement Request (PR) provides a structured vehicle for the PMT to articulate a requirement in a way that can easily be translated to a solicitation and subsequent contract.  The PR originator is responsible for coordinating inputs from all sources, serves as the focal point within the organization, and acts as the liaison with contract personnel.  Provided below is the structure of a traditional solicitation package that is released to industry to solicit offers.  The eventual contract mirrors the solicitation with the exception of Sections L and M, which are removed.

· Section A, Solicitation/Contract Form

· Section B, Supplies or Services and Prices/Costs

· Section C, Description/Specifications/Work Statement

· Section D, Packaging and Marking

· Section E, Inspection and Acceptance

· Section F, Deliveries or Performance

· Section G, Contract Administration Data

· Section H, Special Contract Requirements

· Section I, Contract Clauses

· Section J, List of Attachments

· Section K, Representations, Certifications, and Other Statements

· Section L, Instructions, Conditions, and Notices to Offerors or Quoters

· Section M, Evaluation Factors for Award

Procurement Request 
When preparing and processing a procurement request, the originator must articulate the requirement in a manner that will permit the contracting staff to draft a RFP.

	[image: image19.png]



	Caution: This QUICK TIPS is being provided to assist the PM in preparing the programmatic and technical portions of a new contract for issuance by DISA.  This document only addresses technical portions, and the PM needs to make sure to address all other contractual matters relating to the project with the contracting staff.


CONTRACT PORTFOLIO TIPS - RFP Preparation

Table D.1: RFP Preparation

	Solicitation Section
	PMT Responsibility & Things To Remember

	Section A, Solicitation/Contract Form 
	Identifies closing date and location for proposal submission.

	Section B, Supplies or Services and Prices/Costs
	Generally, deliverables identified under Section B should be called out as separate line items.  Items that may be included are: prototypes, services, hardware, data, spares, training, logistic support, and first articles.  Contract options may be included if it’s in the Government’s best interest.  

	Section C, Description/Specifications/Work Statement 
	Section C could encompass a SOW, Purchase Description, Statement of Objectives, or Performance Specification depending on acquisition approach and type of work.

[image: image20.wmf] Good Idea:  See the QUICK TIPS for “Development of Specifications, Statements of Work, and Requirements Traceability Matrix”.

	Section D, Packaging and Marking 
	Provide packaging, packing, and marking requirements, if any. Include the quantity, level of packaging, and level of packing required.  

[image: image21.wmf] Good Idea:  Commercial standards are customarily used.

	Section E, Inspection and Acceptance
	Identifies the place where the Government will inspect and accept each line item.  It also identifies the location where the Government will perform quality assurance (QA) actions.  Inspection consists of examining and/or testing of supplies or services to determine whether they conform to the contract requirements.  Acceptance is the action whereby the government assumes ownership of supplies tendered, or approves services performed. Acceptance is accomplished after the Government has performed all QA functions and determined that the contractor has fulfilled his contract obligations concerning quality and quantity. 

[image: image22.wmf] Good Idea:  Inspection will usually be made at source/origin (contractor) and acceptance will normally be made at destination.  Inspection and acceptance at source/origin is recommended if the delivery destination is unknown at the time of contract award.  Acceptance of services will usually be made at the location where the services are performed.

	Section F, Deliveries or Performance
	Describes the time, place and method(s) for delivering each contract line item.  Delivery terms, as they impact cost and inspection, can be made at “origin” or “destination”, whichever is the most advantageous to the Government.  For delivery dates, include realistic required dates for delivery as developed in the planning of the procurement.  The delivery schedule shall state actual calendar dates, number of Days After Contract (DAC) award, or number of days after a specific event or milestone. 

	Section G, Contract Administration Data
	The Contracting Officer completes the majority of this section.  If a post-award conference is planned, provide the number of days after the award (normally 30-45 days).

	Section H, Special Contract Requirements
	The information provided here will permit selection or development of appropriate clauses by the Contracting Officer.  The following are examples that may be covered in this section:  warranty, option provisions, and Government property.

[image: image23.wmf] Good Idea:  Before specifying a warranty, some analysis should be performed to determine its cost, benefit and risk to the Government.

[image: image24.wmf] Good Idea:  Before specifying any GFE, Government Furnished Information (GFI), Government Special Tooling, or Government Test Equipment, make sure it is available and meets the expectations of what the contractor will need to perform the contract.  Do not assume military items to be provided are readily available.

	Section I, Contract Clauses
	This section is prepared by the Contracting Officer and lists all clauses (Federal Acquisition Regulation (FAR), Defense FAR Supplement (DFARS) by reference and full text that are applicable to the contract.  

	Section J, List of Attachments
	This section includes attachments and exhibits which may include, for example, CDRL, DD Form 254 (Contract Security Classification Specification), glossary, or list of acronyms.

[image: image25.wmf] Good Idea:  For every item provided to the Offerors, and every item requested by the Government, it should be clearly understood who will utilize the data, and for what purpose – otherwise, delete it!

	Section K, Representations, Certifications, and Other Statements
	The Contacting Officer prepares this section.

	Section L, 

Instructions, Conditions, and Notices to Offerors or Quoters
	This section is prepared by the Contracting Officer and includes data from the SSEP.  It includes the provisions, information, and instructions not required elsewhere in the solicitation to guide Offerors in preparing their proposals.  It specifies the form and content of the proposals, proposal page limitations, number of copies required, number of volumes, and instructions on further organization of the proposal.  

	Section M, 

Evaluation Factors for Award -
	The Contracting Officer prepares this section from data provided in the SSEP (PM responsibility).  The solicitation notifies Offerors of the evaluation factors by which all offers will be evaluated.


CONTRACT PORTFOLIO TIPS – Other Contract Information

Table D.2: Other Contact Information
	Solicitation Section
	PMT Responsibility & Things To Remember

	Evaluation Factors
	The PM will be responsible for identifying and developing the evaluation factors and sub-factors that will be used for procurement.  In developing factors, tailor them for the procurement, ensure the factors will discriminate between the Offerors, and limit the number of evaluation factors.  It is particularly important that there is consistency between the SSEP and the RFP. When reviewing the SOW, Performance Specification, and program risk areas, the PM should select those features that are the most important to the effort and most likely to discriminate among Offerors in critical risk areas.  Factors should be written to elicit discussions that offer a sound approach and which describes a system design that will meet the solicitation’s requirements.  Below are some additional tips in developing factors:

· Ensure the factors do not exclude innovative solutions.

· The more factors involved and the more requirements you squeeze into a factor, the more complex and lengthy the evaluation process becomes.  The paperwork can become staggering if too many factors are selected or if they include too much.  Stick to the key discriminators! 

· Write clear, concise, and distinct factors.  Give a general description of what the Government will evaluate under each factor. 

· Avoid overlapping among factors, since this could lead to double counting (or the perception of double counting) of a single strength, proposal inadequacy, weakness, or risk.  This clarity is important to Offerors, since they rely on Section M in order to make their trade-offs when preparing proposals.

· Don't mention something unless you have a good reason for evaluating it.  Ask yourself how you will use the information to enhance the comparative evaluation of the acceptable proposals and if you cannot think of a good answer, then omit it.

	Hazardous Materials / Ozone Depleting Substance 
	If the program is procuring or utilizing these substances, certifications will need to be completed.  General Officer approval will be needed for any contract using these substances.   

	Waivers 
	Since Defense Acquisition has moved away from procuring items IAW Military Standards, any standards that are cited in the procurement (other than guidance or reference purposes) and are not on the pre-approved list must have an approval for use.  Standards for safety and military systems interface are generally acceptable, but it is the PMTs’ responsibility to carefully review their specification for usage of military standards.  

	Better Proposals
	Communicate openly, early, and often with industry before the final solicitation is released.  This will enable you to obtain feedback on what industry understands the effort to be.  Industry will frequently point out risks that might not occur to the Government experts.  Industry can also provide useful insight when assessing the relative criticality and manageability of the various risks.  Offerors must also be challenged to identify risk areas and to propose abatement plans that lessen these risks to acceptable levels.  

By understanding what's really important to the Government, Offerors are better able to respond clearly to the Government’s needs and make intelligent trade-off decisions during proposal preparation, giving emphasis to those things the Government has identified as most important.  Do not rely solely on your own personal skills and experience and those of the program office team and SMEs to identify, quantify, and develop plans to manage risk.  You should include the operators and maintainers--the experts on the requirements.  The PM must be careful that all firms receive the same information and that communication is open and fair to all.


CONTRACT PORTFOLIO TIPS – Requirements to Evaluation Factors

Whichever method is used, it is important that requirements flow from the original requirement document, through the contract body, into the RFP, and ultimately get reflected in selection factors. Shown in Figure D.1 is a representation and example of this process:

Figure D.1: Requirements to Evaluation Factors Process




Appendix E: Quick Tips - Key Events

Integrated Baseline Review (IBR)

Purpose:  An IBR is an assessment of the Performance Measurement Baseline (PMB).  It is a formal review conducted by the government PM and technical staff, jointly with their contractor counterparts (if any).  The baseline review process establishes and maintains a mutual understanding of the risks inherent in PMB and management processes that operate during project execution.   An IBR will also be performed at the beginning of the development of the contract when working on a production option, or at the discretion of the PM, when a major modification to an existing contract significantly changes the existing PMB.  When major events occur within the life of a program, e.g. PDR, CDR, etc., and a significant shift in the content and/or time-phasing of the PMB occurs, the PM may conduct a review of those areas affected by the change with the associated resources and schedules.  The intent is for the IBR to be a continuous part of the process of program management.  The initial IBR is typically conducted within 6 months of contract’s award or earlier for projects of shorter duration.
Entrance Criteria: Preparation includes a plan that identifies key responsibilities, required technical expertise, training, review dates, review scope, documentation needs, disposition of findings, and procedures for risk identification and documentation.  Other entrance criteria include the following:

· A contract that includes provisions for EVMS and for conducting an IBR;

· Assembling an experienced multi-functional team;

· A PMB that reflects the entire scope of work documented at the appropriate level of detail; 

· A First Cost Performance Report;

· Identification of the PM’s expectations and assumptions;

· Identification of the risks associated with technical, schedule, cost resources, or management processes;

· Conduct of the IBR team training.

Review Activities:  When conducting the IBR, the primary purpose is the Government and Industry PMs mutual understanding of the risks inherent in the PMB and management processes.  Anything that does not support this purpose should be discussed at another forum.  Schedule, technical, cost, and management process risks identified at the IBR should be reviewed and incorporated into the project RMP.

The primary objectives the IBR are: 

· To ensure that the technical content of work packages and cost accounts is consistent with the contract scope of work, the Contract WBS (CWBS), and, if applicable, the CWBS dictionary;

· To ensure that there is a logical sequence of effort planned consistent with the contract schedule; 

· To conduct a technical assessment of the EVMS that will be used to measure progress to assure that objective and meaningful performance data will be provided;

· To establish a forum through which the PM and the program technical staff gain a sense of ownership of the cost/schedule management process. By understanding the internal EVMS, the government and technical counterparts can jointly conduct recurring reviews of PMB planning, status, and estimates at completion to ensure that baseline integrity is maintained throughout the life of the contract.

Exit Criteria:  Government and Industry PMs have a mutual understanding of the risks inherent in PMB and management processes.

Source:  Draft Program Managers Guide to the Review of an Integrated Baseline http://www.acq.osd.mil/pm
Preparation For Technical Reviews

Purpose:  The Systems Engineer measures design progress and maturity by assessing the development at key event-driven points in the development schedule.  The design is compared to pre-established exit criteria for the particular event to determine if the appropriate level of maturity has been achieved.  These key events are generally known as Technical Reviews and Audits.  A system in development proceeds through a sequence of stages as it proceeds from concept to finished product. Technical Reviews are done after each level of development to check design maturity, review technical risk, and to determine whether to proceed to the next level of development.  Formal technical reviews are preceded by a series of technical interchange meetings where issues, problems and concerns are surfaced and addressed.  The formal technical review is NOT the place for problem solving.  Technical reviews are conducted by the Systems Engineer to verify that problem solving has been done.  

Planning:  Planning for Technical Reviews must be extensive, up-front, and early. Important considerations for planning include the following:

· Timely and effective attention and visibility are given to the activities for preparing the review;

· Identification and allocation of resources necessary to accomplish the total review effort;

· Tailoring reviews to be consistent with program risk levels;

· Scheduling activities consistent with availability of appropriate data;

· Establishing event-driven entry and exit criteria;

· Where appropriate, conducting incremental reviews;

· Implementation of IPTs;

· Review of all system functions; 

· Confirmation that all system elements are integrated and balanced.

Planning Tip: Develop a checklist of pre-review, review, and post-review activities required. Develop checklists for exit criteria and required level of detail in design documentation. Include key questions to be answered and what information must be available to facilitate the review process.  Figure E-1 shows the review process with key activities identified.

Conducting Reviews:  Reviews are event-driven, meaning that they are to be conducted when the progress of the product under development merits review. Forcing a review prematurely, simply because of when it was originally scheduled, will jeopardize the review’s legitimacy. Do the work ahead of the review event. Use the review event as a confirmation of completed effort. The data necessary to determine if the exit criteria are satisfied should be distributed, analyzed, and coordinated prior to the review. The type of information needed for a technical review would include: specifications, drawings, manuals, schedules, design and test data, trade studies, risk analysis, effectiveness analyses, mock-ups, breadboards, in-process and finished hardware, test methods, technical plans (manufacturing, test, support, training), and trend (metrics) data. Reviews should be brief and follow a prepared agenda based on the pre-review analysis and assessment of where attention is needed.  Only designated participants should personally attend. These individuals should be those that were involved in the preparatory work for the review and members of the IPTs responsible for meeting the event exit criteria. Participants should include representation from all appropriate government activities, contractors, subcontractors, vendors and suppliers.  A review is the confirmation of a process. New items should not come up at the review. If significant items do emerge, it’s a clear sign the review is being held prematurely, and project risk has just increased significantly. A poorly orchestrated and performed technical review is a significant indicator of management problems.  Action items resulting from the review are documented and tracked. These items, identified by specific nomenclature and due dates, are prepared and distributed as soon as possible after the review.  The action taken is tracked and results distributed as items are complete.
Figure E.1: Technical Review Process
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Comparison of Terms between Systems Engineering Documents

Table E.1: Comparison of Terms between Systems Engineering Documents

	Military Standard (MIL-STD)-1521B
	Electronic Industries Alliance Interim Standard (EIA IS) 632
	Institute of Electrical and Electronics Engineers (IEEE) P1220

	--
	Alternative Systems Review (ASR)
	Alternative Concept Review (ACR)

	System Requirement Review (SRR)
	System Red’s Review (SRR)
	--

	System Design Review (SDR)
	System Functional Review (SFR)
	System Definition Review (SDR)

	Software Spec Review (SSR)
	SSR
	--

	Preliminary Design Review (PDR) 
	Preliminary Design Review (PDR)

	Subsystem, System PDR

	Critical Design Review (CDR) 
	Critical Design Review (CDR)

	Component, Subsystem, System

	--
	--
	Detail Design Review (DDR)

	Test Readiness Review (TRR)
	TRR
	Component, Subsystem, System TRR

	Production Readiness Reviews (PRR)
	--
	Component, Subsystem, System

	--
	--
	Production Approval Reviews (PAR)

	Formal Qualification Review (FQR) 
	Functional Configuration Audit (FCA)
	--

	Functional Configuration Audit (FCA) 

- Replaced by MIL-STD-973 
	System Verification Review (SVR) 

- Replaced FQR & PRR

	Component, Subsystem, System FCA

	Physical Configuration Review (PCA) 

        - Replaced by MIL-STD-973
	System Physical Configuration Review (PCA)
	Component, Subsystem, System PCA


Systems Requirements Review (SRR)

Purpose:  The SRR is a formal system-level review conducted to ensure that system requirements have been completely and properly identified and that there is a mutual understanding between relevant stakeholders.  It is intended to confirm that the user’s requirements have been translated into system-specific technical requirements, critical technologies are identified, required technology demonstrations are planned, risks are well understood and mitigation plans are in place.  The systems engineer typically leads this technical review.
The SRR confirms that the system-level requirements are sufficiently understood to permit the developer to establish an initial system level functional baseline.  Once that baseline is established, the effort begins to define the functional, performance, and physical attributes of the items below system level and to allocate them to the physical elements that will perform the functions.  The draft system specification is verified to reflect the operational requirements.

Entrance Criteria:  

· Successful completion of all post award activities;

· Published agenda (several weeks prior to the conference – to permit sufficient time for Government preparation);

· System Operations Requirements;

· Draft System Specification and any initial draft Performance Item Specifications;

· Functional Analysis (top level block diagrams);

· Feasibility Analysis (results of technology assessments and trade studies to justify system design approach);

· System Maintenance Concept;

· Significant system design criteria (reliability, maintainability, affordability, logistics requirements, etc.);

· System Engineering Planning;

· TEMP;

· Draft top-level Technical Performance Measurement; and System design documentation (layout drawings, conceptual design drawings, selected supplier components data, etc.).

Review Activities:  The SRR reviews the developer’s understanding of the contract requirements documents (specification, SOW, SOO, contract schedule, etc.).  It ascertains the adequacy of the developer’s efforts in defining system requirements.  It will be conducted when a significant portion of the system functional requirements have been established.  All relevant documentation should be reviewed. 

Exit Criteria:  The developer establishes an initial system level functional baseline. Once that baseline is established, the effort begins to define the functional, performance, and physical attributes of the items below system level and to allocate them to the physical elements that will perform the functions. 

Other exit criteria include the following:

· Published minutes to include list of attendees; 

· Completion of all action items;

· Concurrences from the IPT members that all issues in the conference agenda have been addressed. 

System Functional Review (SFR)

Purpose:  The SFR establishes and verifies an appropriate set of functional and performance requirements for the system and subsystems.  This review is performed to confirm that system requirements can be met.  The process of defining the items or elements below system level involves substantial engineering effort.  Analysis, trade studies, modeling and simulation, as well as continuous developmental testing to achieve an optimum definition of the major system elements accompany this design activity.  It also includes development of associated functionality and performance specification and draft versions of the performance specifications, which describe the items below system level (item performance specifications).  These documents, in turn, define the system functional baseline and draft allocated baseline.  As this activity is completed, the system has passed from the level of a concept to a well-defined system design, and, as such, it is appropriate to conduct another in the series of technical reviews.  The systems engineer typically leads this technical review.
Entrance Requirements:  

· Functional Analysis and Allocation of requirements to items below system level;

· Draft Item Performance and some Item Detail Specifications;

· Design data defining the overall system;

· Verification that the risks associated with the system design are at acceptable levels for engineering development;

· Verification that the design selections have been optimized through appropriate trade study analysis;

· Supporting analyses, e.g., logistics, human systems integration, etc., and plans are identified and complete where appropriate;

· Technical Performance Measurement data and analysis;

· Plans for evolutionary design and development are in place and the system design is modular and open;

· Verification that the system specification reflects requirements that will meet user expectations.

Review Activities:  The review should include assessments of all documents identified above.  

Exit Criteria:  Government approval of Functional Baseline.  

	(
	Note:  Following the SFR, work proceeds to complete the definition of the design of the items below system level in terms of function, performance, and interface requirements for each item.  These definitions are typically captured in item performance specifications and sometimes referred to as prime item development specifications.  As these documents are finalized, reviews will normally be held to verify that the design requirements at the item level reflect the set of requirements that will result in an acceptable detailed design, because all design work from the item level to the lowest level in the system will be based on the requirements agreed upon at the item level.  The establishment of a set of final item-level design requirements represents the definition of the allocated baseline for the system.  There are two primary reviews normally associated with this event: the Software Specification Review (SSR) and the Preliminary Design Review (PDR).



Software Specification Review (SSR)

Purpose:  The SSR is a review of the finalized Computer Software Configuration Item (CSCI) requirements and operation concept.  As system design decisions are made, typically some functions are allocated to hardware items, while others are allocated to software.  A separate specification is developed for software items to describe the functions, performance, interface and other information that will guide the design and development of software items.  In preparation for the system-level PDR, the system software specification is reviewed prior to establishing the Allocated Baseline.  The systems engineer typically leads this technical review.
Entrance Criteria:

· Successful completion of all action items related to the SRR; 

· Published agenda (several weeks prior to the conference);

· Finalized Computer Software Configuration Item (CSCI) requirements and operational concept.

Review Activities:  The SSR is conducted when CSCI requirements have been sufficiently defined to evaluate the developer’s responsiveness to and interpretation of the system, segment, or prime item level requirements.  A successful SSR is predicated upon the contracting agency’s determination that the Software Requirements Specification, Interface Requirements Specification(s), and Operations Concept Document form a satisfactory basis for proceeding into preliminary software design.  Review activities include the following:

· Review and evaluate the maturity of software requirements;

· Validation that the software requirements specification and the interface requirements specification reflect the system-level requirements allocated to software;

· Evaluation of computer hardware and software compatibility;

· Evaluation of human interfaces, controls, and displays;

· Assurance that software-related risks have been identified and mitigation plans established;

· Validation that software designs are consistent with the Operations Concept Document; and plans for testing and review of preliminary manuals.

Exit Criteria:  Acceptance of the Software Design Review minutes and software requirements documentation.

 Preliminary Design Review (PDR)

Purpose:  This review shall be conducted for each Configuration Item (CI) or aggregate of configuration items (CIs) to accomplish the following:

· Evaluate the progress, technical adequacy, and risk resolution (on a technical, cost, and schedule basis) of the selected design approach; 

· Determine its compatibility with performance and engineering specialty requirements of the Hardware CI (HWCI) development specification; 

· Evaluate the degree of definition and assess the technical risk associated with the selected manufacturing methods/processes; 

· Establish the existence and compatibility of the physical and functional; interfaces between the CI and other items of equipment, facilities, computer software, and personnel.

For Computer Software CIs, this review will focus on: 
· The evaluation of the progress, consistency, and technical adequacy of the selected top-level design and test approach; 

· Compatibility between software requirements and preliminary design; and 

· The preliminary version of the operation and support documents.  The systems engineer typically leads this technical review.

Entrance Criteria:  A preliminary design is expressed in terms of design requirements for subsystems and CIs using the Functional Baseline, especially the System Specification, as a governing requirement.  This preliminary design sets forth the functions, performance, and interface requirements that will govern design of the items below system level.  The preliminary design (Allocated Baseline) is placed under formal configuration control following the PDR.  The Item Performance Specifications, including the system software specifications that form the core of the Allocated Baseline will be confirmed to represent a design that meets the System Specification. Other entrance criteria include the following:
· Successful completion of all action items related SSR; 

· Agenda published several days prior to the conference;

· All applicable CDRLs are accepted;

· Specific contract criteria.

Review Activities:  This review is performed during the System Development and Demonstration phase.  Reviews are held for CIs, or groups of related CIs, prior to a system-level PDR.  Item Performance Specifications are put under configuration control.  At a minimum, the review should include assessment of the following items:

· Item Performance Specifications;

· Draft Item Detail, Process, and Material Specifications;

· Design data defining major subsystems, equipment, software, and other system elements;

· Analyses, reports, trade studies, logistics support analysis data, and design documentation;

· Technical Performance Measurement data and analysis;

· Engineering breadboards, laboratory models, test models, mockups, and prototypes used to support the design;

· Supplier data describing specific components.

Exit Criteria:  

· Developer sets Allocated Baseline;

· Acceptance of published minutes to include list of attendees; 

· Completion of all action items;

· Acceptance of any CDRLs due at the PDR; 

· Concurrence from the IPT members that all issues in the conference agenda has been addressed;

· Configuration Control initiated.

Critical Design Review (CDR) 

Purpose:  The CDR review is conducted to evaluate the completeness of the design and its interfaces.  The CDR confirms the detailed design for each CI or aggregation of CIs.  The System CDR is held only after completion of all CI and aggregate CI CDRs.  

This review shall be conducted for each CI to accomplish the following: 

· Determine that the detailed design of the CI under review satisfies the performance and engineering specialty requirements of the HWCI development specifications;

· Establish the detailed design compatibility among the CI and other items of equipment, facilities, computer software and personnel;

· Assess CI risk areas (on a technical, cost, and schedule basis);

· Assess the results of the productivity analyses conducted on system hardware; 

· Review the preliminary hardware product specifications.  For CSCIs, this review will focus on the determination of the acceptability of the detailed design performance.

The System CDR must include verification of compatibility with higher level and interfacing CIs.  The design must be confirmed to be comprehensive addressing all products and processes.  The systems engineer typically leads the CDR.

Entrance Criteria:

· Successful completion of all action items related to the previous conference (PDR); 

· Published agenda (several days prior to the conference);

· Acceptance of all applicable CDRLs;

· See the contract for specific criteria that may be unique to your program;

· Draft Production Baseline (“Build To” documentation);

· Determine if the system design documentation (Product Baseline, including Item Detail Specs, Material Specs, Process Specs) is satisfactory to start initial manufacturing;

· Test plans are reviewed to assess if test efforts are developing sufficiently to indicate the Test Readiness Review (TRR) will be successful.

Review Activities:  Certification and formalization of the design.  The CDR is performed during the System Development and Demonstration phase.  A rough rule of thumb is that at CDR the design should be at least 85% complete.  Many programs use drawing release as a metric for measuring design completion.  This rule is anecdotal and only guidance relating to an “average” defense hardware program.
Exit Criteria:  
· Approval of CDR normally establishes the "design freeze" date. This design freeze does not generally include software design in the sense that software is always flexible and being modified to reflect improvements. In another sense, software is frozen where changes to the software would modify the approved trainer performance requirements. Changes in design made before design freeze can usually be made without the necessity for formal engineering change action, if the change is within the scope of the contract. A change made after design freeze requires a Engineering Change Proposal (ECP), and negotiation with the developer, followed by a modification to the contract to document the nature and extent of the change; 

· Acceptance of published minutes to include list of attendees; 

· Completion of all action items; 

· Acceptance of any CDRLs due at the CDR;

· Concurrence from the IPT members that all issues in the conference agenda have been addressed;

· Developer sets product baseline.

Test Readiness Review (TRR)

Purpose:  The TRR is a formal review of the readiness to begin testing.  At this stage of development, the Government evaluates the system’s readiness to begin testing.  This term is also used to describe other review to determine readiness to begin testing, such as PM sponsored test events.  Originally developed as a software CI review, this review is increasingly applied to both hardware and software items.  The TRR determines the completeness of test procedures and their compliance with test plans and descriptions.  Completion coincides with the initiation of formal CI testing.  The systems engineer typically leads the TRR.
Entrance Criteria:  Typically performed during the System Demonstration stage of the System Development and Demonstration phase (after CDR), the TRR assesses test objectives, procedures, and resources testing coordination. Other entrance criteria include the following:

· Requirements being tested are identified;

· Traceability of test requirements to the specifications is established;

· All CSCI and HWCI level test procedures are complete;

· Objectives of each test are identified;

· All applicable documentation is complete and controlled (requirements, design, test procedures, version description document, etc.);

· The methods used to document and disposition test anomalies is acceptable.

Review Activities:  This is a review conducted for each CI to determine whether the test procedures are complete and to ensure that the system is prepared for formal testing.  Test procedures are evaluated for compliance with test plans and descriptions, and for adequacy in accomplishing test requirements.  Results of lower level testing accomplished to date are reviewed to ensure all functional and performance requirements have been satisfied (no significant deficiencies exist in the product being tested).  Open problem reports against the product being tested, the process used to develop the product, or the environment being used in the test are reviewed and assured to be acceptable.  At TRR, the contracting agency also reviews the results of informal testing and any updates to the operation and support documents.  A successful TRR is predicated on the contracting agency’s determination that the test procedures and informal test results form a satisfactory basis for proceeding into formal CI testing.

Exit Criteria:  

· Government approval to start testing;

· Software and hardware test descriptions and procedures are defined, verified and base-lined;

· Planned testing is consistent with the defined incremental approach including regression testing;

· All test facilities and resources (including testers, lab test stations, hardware, and software) are ready and available to support software and hardware testing within the defined schedule;

· The software and hardware being tested and the entire test environment is configuration controlled as applicable;

· All lower level software and hardware testing has been successfully completed and documented;

· Software and hardware metrics show readiness for testing;

· Software and hardware problem report system is defined and implemented;

· Software and hardware test baseline is established and controlled;

· Software and hardware development estimates are updated;

· Requirements that cannot be adequately tested at the CSCI and HWCI level (and thus require testing at the subsystem or system levels) are identified.

Production Readiness Review (PRR)

Purpose:  PRRs are performed to determine the readiness for production prior to executing a production go-ahead decision.  They formally examine the producibility of the production design, control over the projected production processes, and adequacy of resources necessary to execute production.  The review is accomplished in an incremental fashion during the development phase and is usually comprised of two initial reviews and one final review to assess the risk in exercising the go-ahead decision.  Manufacturing risk is evaluated in relationship to product and manufacturing process performance, cost, and schedule.  These reviews support acquisition decisions to proceed to FRP.  The systems engineer typically leads the PRR.
Entrance Criteria: This review is intended to determine the status of specific actions that must be satisfactorily accomplished prior to executing a production go-ahead decision.  In its earlier stages, the PRR concerns itself with gross level manufacturing concerns such as the need for identifying high risk/low yield manufacturing processes or materials or the requirement for manufacturing development effort to satisfy design requirements.  The reviews become more refined as the design matures, dealing with such concerns as production planning, facilities allocation, incorporation of producibility, oriented changes, identification and fabrication of tools/test equipment, long lead item acquisition, etc.  Timing of the incremental PRRs is a function of program posture and is not specifically tied to other reviews.  Other items to consider include:

· Completion of production program plans and schedules;

· Producible and stable system designs;

· Demonstrated ability to produce to required rates and costs;

· Demonstrated system capability to meet mission requirements;

· Sufficient and available technical data package (TDP);

· Demonstrated availability of logistics support documents, parts, and equipment.

Review Activities:  The PRR is performed incrementally during the System Development and Demonstration and during the Product Readiness stage of the Production and Deployment phase. This series of reviews is held to determine if production preparation for the system, subsystems, and configuration items is complete, comprehensive, and coordinated.

Exit Criteria:  Government approval to start production.

Functional Configuration Audit/System Verification Review (FCA/SVR)

Purpose:  The FCAs and the consolidation SVRs re-examine and verify the customer’s needs, and the relationship of these needs to the system and subsystem technical performance descriptions (Functional and Allocated Baselines).  FCAs are conducted at the component, subsystem, and segment levels to verify readiness for the system-level SVR.  The SVR is conducted to demonstrate the total system has been verified to satisfy requirements in the functional and allocated configuration documentation.  A system FCA may be held in conjunction with the SVR.  These audits determine if the system produced is capable of meeting the technical performance requirements established in the specifications, associated test plans, and that related documents have been tested and the item has passed the tests, or corrective action has been initiated.

Entrance Criteria:  
· Functional and allocated baselines;

· Readiness issues for continuing design, continuing verifications, production, training, deployment, operations, support, and disposal have been resolved;

· Verification is comprehensive and complete;

· Configuration audits, including completion of all change actions, have been completed for all CIs;

· Risk management planning has been updated for production;

· Systems Engineering planning is updated for production;

· Critical achievements, success criteria, and metrics have been established for production.

Review Activities:  This is a formal audit to validate that the development of a CI which has been completed satisfactorily and which has achieved the performance and functional characteristics specified in the functional or allocated configuration identification.  In addition, the completed operation and support documents shall be reviewed.

Exit Criteria:  Government approved the allocated baseline. 

 Physical Configuration Audit (PCA)

Purpose:   The PCA is a formal review that establishes the product baseline as reflected in an early production CI.  PCAs are conducted at the component, subsystem, and segment levels.  A system-level PCA is conducted after a full set of production-representative CIs has been baselined.  The PCAs verify that the production models and the supporting TDP (functional and allocated configuration documentation) match or that corrective actions (ECPs) have been initiated.
Entrance Criteria:  Technical data package that describes the product baseline including:

· The subsystem and CI PCAs have been successfully completed;

· The integrated decision database is valid and represents the product;

· All items have been published;

· Changes to previous baselines have been completed;

· Testing deficiencies have been resolved and appropriate changes implemented;

· System processes are current and can be executed.

Review Activities:  The PCA is a configuration management activity and is conducted following procedures established in the CMP.  It is a technical examination of a designated CI to verify that the CI “As Built” conforms to the technical documentation that defines the CI.  Fundamentally, the PCA verifies the product (as built) is consistent with the Technical Data Package that describes the Product Baseline.

Exit Criteria:  Government approved Product Baseline.

System Integration Environment (SIE) Assessment

Purpose:  The SIE validation is an event to assess the level to which the system can be integrated as a component of the “system-of-systems”; to assess whether the system meets its information exchange requirements; and to assess whether the system satisfies joint interoperability requirements.  All C4ISR systems must undergo validation in the DISA C4I Systems Integration Environment.  

Entrance Criteria:  Completion of functional testing, system integration testing, and system-of-system integration testing by the vendor and integrator.

Review Activities:  Assess whether the system meets the integration and interoperability requirements outlined in its C4I Support Plan. 

Exit Criteria:  Completion of SIE assessment and publishing the SIE assessment report.

Supportability Demonstration 

Purpose:  A supportability demonstration, also referred to as a logistics demonstration, is a test conducted either as a stand alone test, or in conjunction with the DT or IOT&E that is implemented to verify by demonstration the actual maintainability and supportability characteristics of a system or item, against its requirements or objectives.  It is desirable that supportability demonstrations be conducted on systems/equipment representative of the approved production configuration in order to reduce programmatic risks.  Refer to MIL -HDBK-470A, Designing and Developing Maintainable Products and Systems Revision A, for detail approaches to this technique.  The accurate and rigorous measurement of quantitative values will contribute to modeling of system parameters, such as: Bathtub Failure Curve, Exponential Distribution Summaries, Weibull Distribution (Probability Density Function - PDF), Series and Parallel Reliability Characteristics.  Scientifically derived data can be used to support system improvement and replacement definition. 

Entrance Criteria:  A Supportability Demonstration should be guided by a test plan, or for smaller equipment, a test procedure.  These documents should be derived from Appendix C of MIL-HDBK-470A, Designing and Developing Maintainable Products and Systems - Revision A, and would generally detail: Test Objectives, Test Approach, Ground Rules, Equipment to be Tested, Team Members, Schedule, Data to be Recorded, Special Rules/Criteria, Test Equipment, Induced Failures, etc.  Test objectives should include, at a minimum, measurable pass/fail criteria and specify the confidence level desired from the overall test.  If possible, the requirement for a supportability demonstration and the confidence level should be documented in the SOW and RFP in order to influence design.  Typically an M-Demo test plan is developed.   Other entrance criteria include:

· Test director

· Trained maintainers

· Candidate fault list

· Production representative equipment

· List of Contractor furnished equipment and tools

· List of Government provided equipment, tools, and information

· Validated training material 

· Validated TMs

Review Activities:  The primary goal of the Supportability Demonstration is to measure the quantitative characteristics that should be under considered, such as: 

· Inherent, Achieved and Operational Availability

· Mean-Time-To-Repair (MTTR)

· Maximum-Time-To-Repair (Mmax)

· Mean-Time-Between-Failure (MTBF)

A secondary goal of the Supportability Demo is to identify potential and actual problems in the implementation of specific maintenance tasks/procedures, supply processes and allocated spares.  

A tertiary goal of the S-Demo is to obtain qualitative analysis of physical and mental characteristics such as: ergonomics, interfaces, accessibility, software usability and military utility.

Exit Criteria:  Upon completion of the Supportability-Demo, the data is analyzed to determine the whether the system is capable of meeting its supportability/logistics requirements. The objective for the conduct of a Supportability Demo is to ascertain potential problems in conducting specific maintenance tasks and identify fixes prior to fielding the system.  The results of the Supportability Demo should also serve to provide feedback to the Logistics Support Analysis and Engineering efforts.  The Supportability Demo process should demonstrate that the system maintenance is a synchronized and harmonious effort that compliments the maintenance concept and fully meets the requirements and design objectives.

Appendix F: Quick Tips - Certifications and Review Boards

Certifications and Review Boards
Joint Interoperability Test Certification 

The Secretary of Defense has established policies and procedures to ensure that tactical C4ISR systems possess the compatibility and interoperability essential for joint and combined military operations.  This is accomplished through the conduct of joint certification testing during either DT or OT depending on test objectives.  
Coordination with the Joint Interoperability Test Command (JITC) (http://jitc-emh.army.mil/welcome.htm, (800) LET-JITC) is required in order to ensure that testing is complete and accurate.

The JITC is the DoD agency for interoperability certification.  

	(
	Note: Other agencies can conduct the interoperability testing, but only JITC can provide the certification.


Certification and Accreditation (C&A)  

Defense Information Technology Security Certification Accreditation Process (DITSCAP) DoD Instruction (DoDI) 5200.40, requires that PMs accredit all information systems and design, develop, and implement appropriate security safeguards for systems and networks that process classified, sensitive but unclassified, or unclassified information.  This policy also requires that agencies implement safeguards in information systems to “ensure that information is protected commensurate with the risk and magnitude of the harm that would result from the loss, misuse, or unauthorized access to or modification of such information” (OMB Circular A-130).  The desired result of DITSCAP C&A is an authority to operate (ATO) on the Defense Information Infrastructure (DII).


a.  Accreditation.  Accreditation is a formal declaration that an information system is approved to operate in a particular security mode using a prescribed set of safeguards at an acceptable level of risk.


b.  Certification.  Certification is the comprehensive evaluation of the technical and non-technical security features of an information system and other safeguards, made in support of the accreditation process, to establish the extent to which a particular design and implementation meet a set of specified security requirements.  Certification supports accreditation.

c.  SSAA.  The SSAA is a formal agreement among the Designated Approval Authority (DAA), the Certifying Authority (CA), the IT system user representative, and the Program Manager.  It is used throughout the entire DITSCAP to guide actions, document decisions, specify Information Technology Security (ITSEC) requirements, document certification tailoring and level-of-effort, identify potential solutions, and maintain operational systems security

For additional information regarding DITSCAP, refer to DoDI 5200.40, DITSCAP, and the associated DITSCAP Application Document (DoD 5200.40-M).

Validation in the System Integration Environment (SIE)

All C4I systems must undergo validation to assess the level to which the system can be integrated as a component of a “system-of-systems”; to assess whether the system meets its information exchange requirements; and to assess whether the system satisfies joint interoperability requirements.

Safe and Ready Certification for Operational Testing

DISA Instruction ______________ establishes the criteria for certification to commence Operational Testing (OT).  

Appendix G: Acronym List

	Acronym
	Term

	ACAT
	Acquisition Category

	ACR
	Alternative Concept Review

	ACTD
	Advanced Concept Technology Demonstration

	ADM  
	Acquisition Decision Memorandum

	AFRL
	Air Force Research Laboratory

	AoA
	Analysis of Alternatives

	APB
	Acquisition Program Baseline

	ARL
	Army Research Library

	ASD NII 
	Assistant Secretary of Defense for 

Networks and Information Integration

	ASR
	Alternate System Review

	ATO
	Authority to Operate

	C&A
	Certification and Accreditation 

	C4I 
	Command, Control, Communications, Computers, and Intelligence

	C4ISR 
	C4I Surveillance and Reconnaissance

	CA
	Certification Authority 

	CAE  
	Component Acquisition Executive

	CARD
	Cost Analysis Requirements Document

	CARDs 
	Cost Analysis Requirements Description

	CCA
	Clinger-Cohen Act

	CCB
	Configuration Change Board

	CCS
	Customer Communication Strategy

	CDD
	Capabilities Development Document

	CDR
	Critical Design Review

	CDRL 
	Contract Data Requirements List

	CFE
	

	CI 
	Configuration Item

	CIAE
	Chief Information Assurance Executive

	CIDs
	Commercial Item Descriptions

	CIO
	Chief Information Officer

	CM 
	Configuration Management

	CMP
	Configuration Management Plan 

	COTS 
	Commercial-off-the-shelf

	CPD
	Capability Production Document

	CPI
	Critical program information

	CSCI
	Computer Software Configuration Item

	CT&E
	Certification Test and Evaluation 

	CT&E Process 
	

	D&T
	Design and Test

	DAA
	Designated Approval Authority

	DAC
	Days After Contract

	DAG 
	

	DARPA
	Defense Advanced Research Projects Agency

	DDR
	Detail Design Review

	DISA
	Defense Information Systems Agency

	DISN
	Defense Information System Network

	DITSCAP 
	DoD Information Technology Security Certification and Accreditation Process

	DoD
	Department of Defense

	DOD CIO
	

	DoD IT 
	

	DoD JTA
	DoD Joint Technical Architecture

	DoDAF 
	

	DoDI 
	

	DOT&E
	Director of Operational Test and Evaluation

	DOTMLPF
	Doctrine, Organization, Training, Material, Leadership, Personnel, and Facilities

	DRR
	Design Readiness Review

	DT 
	Developmental Tests

	DTP
	Detailed Test Plan

	EA
	Economic Analysis

	ECM 
	Evaluation Capability Module

	ECMs 
	Engineering Capability Models

	ECP
	Engineering Change Proposal

	EIA IS
	Electronic Industries Alliance Interim Standard

	EOA
	Early OA

	EOA Report
	

	ESOH 
	Environmental Safety and Occupational Health

	EVMS
	Earned Value Management System 

	FAR 
	Federal Acquisition Regulations

	FCA
	Functional Configuration Audit

	FEMA
	Federal Emergency Management Agency

	FISMA
	Federal Information Security Management Act

	FMEA
	Financial Management Enterprise Architecture

	FoS 
	Family of Systems

	FOT&E 
	Follow-on Operational Test and Evaluation

	FQR 
	Formal Qualification Review

	FRP 
	Full-Rate Production

	FTE
	Full-Time Equivalent

	GE
	GIG-ES Engineering

	GES
	GIG Enterprise Services

	GFE
	Government Furnished Equipment

	GIG
	Global Information Grid

	GIG-ES
	Global Information Grid/Enterprise Services 

	GO
	GIG-ES Operations

	GS
	

	GSA 
	General Service Agency

	HVAC 
	

	HWCI 
	Hardware CI

	IA 
	Information Assurance

	IA Strategy
	

	IAC
	

	IAM
	

	IATO
	Interim Authority to Operate

	IAVA 
	Information Assurance Vulnerability Alert

	IAVAs
	Information Assurance Vulnerability Assessments

	IAW
	In Accordance With

	IBR
	Integrated Baseline Review

	ICD
	Initial Capability Document

	ID
	

	IEEE
	Institute of Electrical and Electronics Engineers

	IER
	Independent Evaluation Report

	IM
	Information Management

	IOT&E. 
	Initial Operational Test and Evaluation

	IP 
	Internet Protocol

	IPT 
	Integrated Product Team

	ISP
	Command, Control, Communications, Computers, and Intelligence Support Plan

	IT
	Information Technology

	ITSEC 
	Information Technology Security

	JITC
	Joint Interoperability Test Command

	JTA
	Joint Technical Architecture

	KPP
	Key performance parameters

	LCCE
	Life Cycle Cost Estimate

	M&S
	Modeling and Simulation

	MAIS
	Major Automated Information System

	MDA 
	Milestone Decision Authority

	MDAP
	Major Defense Acquisition Program

	MIL-STD
	Military Standard

	Mmax
	Maximum-Time-To-Repair

	MoE 
	Measures of Effectiveness

	MoP
	Measures of Performance

	MRTFB
	Major Range Test Facility Base

	MS A
	Milestone A

	MS B
	Milestone B

	MS C
	Milestone C

	MTBF
	Mean-Time-Between-Failure

	MTTR
	Mean-Time-To-Repair

	NCES 
	

	NCOW RM
	Net-Centric Operations and Warfare Reference Model

	NEPA
	National Environmental Policy Act

	NETOPS 
	

	NIAP
	National Information Assurance Partnership

	NSS
	National Security System

	O&S
	Operations and Support

	OA
	Operational Assessment

	OASD NII/CIO 
	

	OHIO
	Only handle information once

	OI
	Operating Instructions

	OMS/MP
	Operational Mode Summary/Mission Profile

	ONR
	Office of Navel Research

	OSD
	Office of the Secretary of Defense

	OT
	Operational Test

	OT DTP
	Operational Test Detailed Test Plan

	OT&E
	Operational Test and Evaluation

	OTA 
	Operational Test Agency

	OTPO
	OT Project Officer 

	OTRR 
	Operational Test Readiness Review

	OVs
	Operational Views

	P&D 
	Production and Deployment

	PAC 
	Post Award Conference

	PAL
	Process Asset Library

	PCA
	Physical Configuration Audit

	PCR
	Physical Configuration Review

	PDR
	Preliminary Design Review

	PESHE
	Programmatic Environmental Safety and Occupational Health Evaluation

	PHT 
	Packaging, Handling, and Transportation

	PL
	Project Leaders

	PLD
	Procurement and Logistics Directorate

	PM
	Program Manager

	PMB
	Performance Management Baseline

	PMO
	Program Management Office

	PMT
	Program Management Team

	PPP  
	Program Protection Plan

	PR
	Procurement Request

	PRR
	Production Readiness Review

	PSEP
	Program/Project Systems Engineering Process

	PSP
	Program-Specific Process

	QA 
	Quality assurance

	RA
	Registration Authority

	RFP
	Request for Proposal

	ROI 
	Return on investment

	RTM
	Requirements Traceability Matrix

	S&T
	Science and Technology

	SAMP
	Single Acquisition Management Plan 

	SAR
	Selected Acquisition Report

	SCRs
	System Change Requests

	SD&D 
	System Development & 

Demonstration

	SDR
	System Design Review

	SE
	Systems Engineering

	SEMP
	Systems Engineering Management 

Plan

	SEP 
	Systems Engineering Plan

	SFR
	System Functional Review 

	SIE 
	System Integration Environment

	SME
	Subject Matter Expert 

	SON
	Statement of Need

	SoS 
	System of Systems

	SOW
	Statement of Work

	SPAWAR
	Space and Naval Warfare System Command 

	SRR
	System Requirements Review

	SRS
	Software Requirements Specification

	SRTM
	Security Requirements Traceability

 Matrix

	SSAA
	System Security Authorization Agreement 

	SSEP
	Source Selection Evaluation Plan

	SSR
	Software Specification Review

	ST&E
	Security Test and Evaluation

	STAR
	System Threat Assessment Report

	SVR
	System Verification Review

	SVs
	System Views

	T&E
	Test and Evaluation

	TCA
	Transformational Communications Architecture

	TDP
	Technical data package

	TDS     
	Technology Development Strategy

	TE
	Test and Evaluation Directorate

	TEMP
	Test and Evaluation Master Plan

	TIRs
	Test Incident Reports

	TM
	Technical Manuals

	TPM
	Technical Performance Measure

	TRR
	Test Readiness Review

	TV
	Technical Review

	TVs
	Technical Views

	TWIG
	Test Integrated Working Group 

	UE
	User Evaluation 

	USD 
	Under Secretary of Defense

	USD (AT&L)
	Under Secretary of Defense (Acquisition, Technology & Logistics

	WBS
	Work Breakdown Structure

	WIPT 
	Working Integrated Product Team

	
	


Appendix H: Glossary

	Term
	Acronym
	Definition

	Acquisition Category
	ACAT 
	Categories established to facilitate decentralized decision making and execution and compliance with statutorily imposed requirements. The categories (I, IA, II, III, IV) determine the level of review, decision authority, and applicable procedures.  

ACAT IA programs have two sub-categories:

1. ACAT IAM for which the MDA is the Chief Information Officer (CIO) of the DoD, the ASD(NII). The “M” (in ACAT IAM) refers to MAIS.

2. ACAT IAC for which the DoD CIO has delegated MDA to the CAE or Component CIO. The “C” (in ACAT IAC) refers to Component. The ASD(NII) designates programs as ACAT IAM or ACAT IAC.

	Acquisition Decision Memorandum
	ADM
	A memorandum signed by the Milestone Decision

Authority (MDA) that documents decisions made as the result of a Milestone Decision Review (MDR) or decision review.

	Acquisition Program Baseline
	APB
	Prescribes the key cost, schedule, and cost constraints in the phase succeeding the milestone for which it was developed. (CJCSI 3170.01C) See Key Performance Parameter (KPP).

	Advanced Concept Technology Development
	ACTD
	A demonstration of the military utility of a significant new capability and an assessment to clearly establish operational utility and system integrity. (CJCSI 3170.01C)

	Analysis of Alternatives
	AoA
	The evaluation of the Operational Effectiveness (OE), Operational Suitability (OS) and estimated costs of alternative systems to meet a mission capability. The analysis assesses the advantages and disadvantages of alternatives being considered to satisfy capabilities, including the sensitivity of each alternative to possible changes in key assumptions or variables. (CJCSI 3170.01C)

	Authority to Operate
	ATO
	

	Capabilities Development Document 
	CDD
	A document that captures the information necessary to develop a proposed program(s), normally using an evolutionary acquisition strategy. The CDD outlines an affordable increment of militarily useful, logistically supportable and technically mature capability. The CDD supports a Milestone B decision review. The CDD format is contained in CJCSM 3170.01. (CJCSI 3170.01Dand CJCSM 3170.01)

	Capability Production Document 
	CPD
	

	Certification and Accreditation 
	C&A
	The document that authorized the system to be operated at a given classification (UNCLASSIFIED, SECRET, or TOP SECRET).

	Certification Authority 
	CA
	The individual with the authority to certify the accreditation of the system

	Certification Test and Evaluation 
	CT&E
	The test to evaluate the system against a standard set of security criteria.

	Chief Information Officer
	CIO
	An executive agency official responsible for providing advice and other assistance to the head of the executive agency to ensure that Information Technology (IT) is acquired and information resources are managed for the executive agency according to statute; developing, maintaining, and facilitating the implementation of a sound and integrated Information Technology Architecture (ITA) for the executive agency and promoting the effective and efficient design and operation of all major information resources management processes for the executive agency, including improvements to work processes of the executive agency. The CIO for DoD is the Assistant Secretary of Defense (ASD) for Networks and Information Integration  (NII).

	Clinger Cohen Act
	CCA
	Consists of Division D and Division E of the 1996 National Defense Authorization Act (NDAA). Division D of the Authorization Act is the Federal Acquisition Reform

Act (FARA) and Division E is the Information Technology Management Reform Act (ITMRA). Both divisions of the act made significant changes to defense acquisition policy. See Federal Acquisition Reform Act and Information Technology Management Reform Act.

	Commercial-off-the-shelf
	COTS
	Commercial items that require no unique government modifications or maintenance over the life cycle of the product to meet the needs of the procuring agency.

	Computer Software Configuration Item 
	CSCI
	An aggregation of software that is designated for configuration management, and treated as a single entity in the configuration management process.  Also referred to as a Software Item (SI) or Software Configuration Item (SCI).

	Configuration Management 
	CM 
	The technical and administrative direction and surveillance actions taken to identify and document the functional and physical characteristics of a Configuration Item (CI), to control changes to a CI and its characteristics, and to record and report change processing and implementation status. It provides a complete audit trail of decisions and design modifications.

	Cost Analysis Requirements Document
	CARD
	A DD Form 1423 list of contract data requirements that are authorized for a specific acquisition and made a part of the contract.

	Critical Design Review
	CDR
	A technical review that may be conducted to determine that the detailed design satisfies the performance and engineering requirements of the development specification; to establish the detailed design compatibility among the item and other items of equipment, facilities, computer programs and algorithms, and personnel; to assess producibility and risk areas; and to review the preliminary product baseline specifications. Normally conducted during the System Development and Demonstration (SD&D) phase.

	Critical Program Information
	CPI
	DoD Directive 5200.39 defines CPI as information, technologies, or systems, that, if compromised would degrade combat effectiveness, shorten the expected combat-effectiveness of a system, or alter program direction.

	Customer Communication Strategy
	CCR
	The purpose of the CCS is to receive input, requirements, and feedback from the customer and to provide the customer with information and feedback.  This strategy will include listening to the customer, including the customer in the process and making the customer feel as a valued part of the process.  

	Design and Test
	D&T
	A methodology where you develop a design, construct the system and then test the system. The results of the testing were used in making a new design, completing the loop.

	Design Readiness Review
	DRR
	The DRR is intended to provide the PM an opportunity to conduct a mid-phase assessment of the maturity of the design.  Completion of the DRR ends the system integration and signifies the beginning of system demonstration.  For small to mid sized programs the CDR and the DRR are the same review.

	Detailed Test Plan
	DTP
	The key components for a DTP are to prepare test environment & gather tools, prepare the test data, and to complete the test plan.

	Developmental Test
	DT
	Conduct a test of the system focusing on the technology and engineering aspects of the system.

	Early OA
	EOA
	An Operational Assessment (OA) conducted prior to, or in support of, Milestone B

	Earned Value Management System 
	EVMS
	Industry developed set of 32 standards adopted for use by DoD in 1996 for evaluation of contractor management systems. A listing of the standards is contained in the Defense Acquisition Guidebook. The EVMS replaced the Cost/Schedule Control Systems Criteria (C/SCSC), which contained 35 standards for evaluation of contractor management systems.  Contractors with systems formally recognized by DoD as meeting the 35 C/SCSC standards prior to November 1996 are considered compliant with the 32 EVMS standards.

	Economic Analysis
	EA
	A systematic approach to selecting the most efficient and cost effective strategy for satisfying an agency’s need. An EA evaluates the relative worth of different technical alternatives, design solutions, and/or acquisition strategies, and provides the means for identifying and 

documenting the costs and associated benefits of each alternative to determine the most cost effective solution. Normally associated with Automated Information System (AIS) acquisition programs.

	Federal Acquisition Regulations
	FAR
	The regulation for use by federal executive agencies for acquisition of supplies and services with appropriated funds.  The FAR is supplemented by the Military Departments and by DoD. The DoD supplement is called the DFARS (Defense FAR Supplement).

	Follow-On Operational Test & Evaluation
	FOT&E
	The Test and Evaluation (T&E) that may be necessary after the FRP Decision Review to refine the estimates made during Operational Test and Evaluation (OT&E), to evaluate changes, and to re-evaluate the system to ensure that it continues to meet operational needs and retains its effectiveness in a new environment or against a new threat.

	Full-Rate Production
	FRP
	Contracting for economic production quantities following stabilization of the system design and validation of the production process.

	Functional Configuration Audit
	FCA
	The formal examination of the functional characteristics of a Configuration Item (CI) as demonstrated by test data to verify that the item has achieved the performance specified in its functional or allocated configuration prior to acceptance.

	Government Furnished Equipment
	GFE
	Property in the possession of or acquired directly by the government, and subsequently delivered to or otherwise made available to the contractor.

	Information Assurance
	IA
	Information operations that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes providing for the restoration of information systems by incorporating protection, detection, and reaction capabilities. (CJCSI 3170.01D)

	Information Management
	IM
	

	Information Technology
	IT
	Any equipment or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information. IT includes computers, ancillary equipment, software, firmware and similar procedures, services (including support services), and related resources, including National Security Systems (NSSs). It does not include any equipment that is acquired by a federal contractor incidental to a federal contract. (CJCSI 3170.01D and CJCSI 6212.01C)) See National Security System.

	Initial Capabilities Document
	ICD
	Documents the need for a material approach to a specific capability gap derived from an initial Analysis of Material Approaches (AMA) executed by the operational user and, as required, an independent analysis of material alternatives. The ICD defines the gap in terms of the functional area, the relevant range of military operations, desired effects and time. It also summarizes the results of Doctrine, Organization, Training, Material, Leadership, Personnel, and Facilities (DOTMLPF) analysis and describes why nonmaterial changes alone have been judged inadequate in fully providing the capability. (CJCSI 3170.01C).

	Initial Operational Test and Evaluation
	IOT&E
	Dedicated Operational Test and Evaluation (OT&E) conducted on production, or production representative articles, to determine whether systems are operationally effective and suitable, and which supports the decision to proceed Beyond Low Rate Initial Production (BLRIP).

	Integrated Baseline Review 
	IBR
	The Program Manager’s (PM’s) review of a Contractor’s Performance Measurement (CPM) baseline. It is conducted by PMs and their technical staffs or Integrated Product Teams (IPTs) on contracts requiring compliance with DoD Earned Value Management System (EVMS) criteria or Cost/Schedule Status Report (CSS/R) requirements within six months after contract award.

	Integrated Product Team
	IPT
	Team composed of representatives from appropriate functional disciplines working together to build successful programs, identify and resolve issues, and make sound and timely recommendations to facilitate decision-making. There are three types of IPTs: Overarching IPTs (OIPTs) that focus on strategic guidance, program assessment, and issue resolution; Working-level IPTs (WIPTs) that identify and resolve program issues, determine program status, and seek opportunities for acquisition reform; and Program-level IPTs (PIPTs) that focus on program execution and may include representatives from both government and after contract award industry.

	Intelligence Support Plan
	ISP
	The Intelligence Support Plan is the authoritative document for identifying, planning, and monitoring implementation of the intelligence support to a weapon system.  The purpose of the ISP is to document 1) intelligence support requirements; 2) the intelligence infrastructure (people, systems, procedures, products, etc.) needed to satisfy the requirements; 3) any gaps or shortfalls between the required infrastructure and the current/planned infrastructure; and 4) time-phased courses of action necessary to ensure these shortfalls are resolved prior to system need dates.

	Life Cycle Cost Estimate
	LCCE
	Determine the economic effects of alternative designs of the system and to quantify these effects and express them in dollar amounts for the project life cycle of the system.

	Major Automated Information System
	MAIS
	Programs designated by the Assistant Secretary of Defense for Networks and Information Integration (ASD (NII)) to be ACAT IA. An MAIS is an Automated Information System (AIS) program that is: 1) designated by the ASD (NII) as an MAIS; or 2) estimated to require program costs in any single year in excess of $32 million (FY 2000 constant dollars), total program in excess of $126 million (FY 2000 constant dollars), or total Life Cycle Costs (LCCs) in excess of $378 million (FY 2000 constant dollars). MAISs do not include Information Technology (IT) that involves equipment that is an integral part of a weapon system or is an acquisition of services program. ACAT IA programs have two sub-categories:

1. ACAT IAM for which the MDA is the Chief Information Officer (CIO) of the DoD, the ASD (NII). The “M” (in ACAT IAM) refers to MAIS.

2. ACAT IAC for which the DoD CIO has delegated MDA to the CAE or Component CIO. The “C” (in ACAT IAC) refers to Component. The ASD (NII) designates programs as ACAT IAM or ACAT IAC.

	Major Defense Acquisition Program
	MDAP
	An acquisition program that is designated by the Under Secretary of Defense (Acquisition, Technology, and Logistics) (USD (AT&L)) as an MDAP, or estimated by the USD (AT&L) to require an eventual total expenditure for Research, Development, Test and Evaluation (RDT&E) of more than 365 million in Fiscal Year (FY) 2000 constant dollars or, for procurement, of more than 2.19 billion in FY 2000 constant dollars.

	Milestone
	MS
	The point at which a recommendation is made and approval sought regarding starting or continuing an acquisition program, i.e., proceeding to the next phase. Milestones established by DoDI 5000.2 are: MS A that approves entry into the Technology Development (TD) phase; MS B that approves entry into the System Development and Demonstration (SDD) phase; and MS C that approves entry into the Production and Deployment (P&D) phase. Also of note are the Concept Decision (CD) that approves entry into the Concept Refinement (CR) phase; the Design Readiness Review (DRR) that ends the System Integration (SI) effort and continues the SDD phase into the System Demonstration (SD) effort; and the FRP Decision Review that authorizes FRP and approves deployment of the system to the field or fleet.

	Milestone A
	MS A
	Approves entry into the Technology Development (TD) phase

	Milestone B
	MS B
	Approves entry into the System Development and Demonstration (SDD) phase

	Milestone C
	MS C
	Approves entry into the Production and Deployment (P&D) phase

	Milestone Decision Authority
	MDA
	Designated individual with overall responsibility for a program. The MDA shall have the authority to approve entry of an acquisition program into the next phase of the acquisition process and shall be accountable for cost, schedule, and performance reporting to higher authority, including congressional reporting. (DoDD 5000.1)

	National Security System
	NSS
	Any telecommunications or information system operated by the United States Government (USG), the function, operation, or use of which involves intelligence activities, cryptologic activities related to national security, command and control of military forces, equipment that is an integral part of a weapons system, or is critical to the direct fulfillment of military or intelligence missions. Such a system is not NSS if it is to be used for routine administrative and business applications (including payroll, finance, logistics and personnel management applications). (CJSCI 6212.01B) 

	Operational Assessment
	OA
	An evaluation of Operational Effectiveness (OE) and Operational Suitability (OS) made by an independent operational test activity, with user support as required, on other than production systems. The focus of an OA is on significant trends noted in development efforts, programmatic voids, risk areas, adequacy of requirements, and the ability of the program to support adequate Operational Testing (OT). An OA may be conducted at any time using technology demonstrators, prototypes, mock-ups, Engineering Development Models (EDMs), or simulations, but will not substitute for the Initial Operational Test and Evaluation (IOT&E) necessary to support Full-Rate Production (FRP) decisions. Normally conducted prior to, or in support of, Milestone C. 

	Operational Mode Summary/Mission Profile
	OMS/ MP
	

	Operational Test and Evaluation
	OT&E
	The field test, under realistic conditions, of any item (or key component) of weapons, equipment, or munitions for the purpose of determining the effectiveness and suitability of the weapons, equipment, or munitions for use in combat by typical military users; and the evaluation of the results of such tests. 

	Operational Test Readiness Review
	OTRR
	

	Operational View
	OV
	View of an integrated architecture that identifies the joint capabilities that the user seeks and how to employ them. OVs also identify operational nodes, the critical information needed to support the piece of the process associated with the nodes, and the organizational relationships. (CJCSM 3170.01)

	Performance Management Baseline
	PMB
	The sum of the budgets for all work (work packages, planning packages, etc.) scheduled to be accomplished (including in-process work packages), plus the amount of Level of Effort (LOE) and apportioned effort scheduled to be accomplished within a given time period. Also called the Performance Measurement Baseline (PMB).

	Physical Configuration Audit
	PCA
	Physical examination to verify that the Configuration Item(s) (CIs) “as built” conform to the technical documentation that defines the item. Approval by the government Program Office (PO) of the CI product specification and satisfactory completion of this audit establishes the product baseline. May be conducted on first full production item.

	Preliminary Design Review
	PDR
	A review conducted on each Configuration Item (CI) to evaluate the progress, technical adequacy, proposed software architectures and risk resolution of the selected design approach; to determine its compatibility with performance and engineering requirements of the development specification; and to establish the existence and compatibility of the physical and functional interfaces among the item and other items of equipment, facilities, computer programs, and personnel. Normally conducted during the early part of the System Development and Demonstration (SDD) phase.

	Procurement Request 
	PR
	Document that describes the required supplies or services so that procurement can be initiated. Some procuring activities actually refer to the document by this title; others use different titles such as Procurement Directive. Combined with specifications, the Statement of Work (SOW) and Contract Data Requirements List (CDRL), it is called the PR Package, a basis for solicitation.

	Program Manager
	PM
	Designated individual with responsibility for and authority to accomplish program objectives for development, production, and sustainment to meet the user’s operational needs. The PM shall be accountable for credible cost, schedule, and performance reporting to the Milestone Decision Authority (MDA). (DoD 5000.1) 

	Program Protection Plan 
	PPP
	The safeguarding of defense systems and Technical Data (TD) anywhere in the acquisition process, to include the technologies being developed, the support systems (e.g., test and simulation equipment), and research data with military applications.

	Request for Proposal
	RFP
	A solicitation used in negotiated acquisition to communicate government requirements to prospective contractor and to solicit proposals

	Security Test and Evaluation 
	ST&E
	

	Single Acquisition Management Plan 
	SAMP
	Comprehensive, integrated plan written at the strategic level that discusses all relevant aspects of a program. For programs requiring Defense Acquisition Executive (DAE) approval of their acquisition strategies, the SAMP document should contain a section entitled “Acquisition Strategy” that describes the program’s acquisition strategy. See Acquisition Strategy.

	Software Specification Review
	SSR
	A life cycle review of the requirements specified for one or more Software Configuration Items (SCIs) to determine whether they form an adequate basis for proceeding into preliminary design of the reviewed item. See Software Requirement Specification (SRS) and Interface Requirement Specification (IRS).

	Source Selection Evaluation Plan 
	SSEP
	

	Statement of Need
	SON
	

	Statement of Work
	SOW
	That portion of a contract which establishes and defines all non-specification requirements for contractor’s efforts either directly or with the use of specific cited documents.

	Subject Matter Expert 
	SME
	

	System Functional Review 
	SFR
	Conducted to demonstrate achievability of system requirements and readiness to initiate preliminary design. Typically accomplished during the System Development and Demonstration (SDD) phase.

	System Integration Environment 
	SIE
	

	System Requirements Review
	SRR
	Conducted to ascertain progress in defining system technical requirements. Determines the direction and progress of the systems engineering effort and the degree of convergence upon a balanced and complete configuration. Normally held during the Concept Refinement (CR) or Technology Development (TD) phases, but may be repeated after the start of the System Development and Demonstration (SDD) phase to clarify the contractor’s understanding of redefined/new user requirements.

	System Security Authorization Agreement 
	SSAA
	

	System Threat Assessment Report
	STAR
	Describes the threat to be countered and the projected threat environment. The Defense Intelligence Agency (DIA) for programs reviewed by the Defense Acquisition Board (DAB) must validate the threat information.

	System View
	SV
	View of an integrated architecture that identifies the kinds of systems, how to organize them, and the integration needed to achieve the desired operational capability. It will also characterize available technology and systems functionality. (CJCSM 3170.01)

	Systems Engineering
	SE
	A comprehensive, iterative Technical Management (TM) process that includes translating operational requirements into configured systems, integrating the technical inputs of the entire design team, managing interfaces, characterizing and managing technical risk, transitioning technology from the technology base into program specific efforts, and verifying that designs meet operational needs. It is a life cycle activity that demands a concurrent approach to both product and process development.



	Technical Manual
	TM
	A publication that contains instructions for the installation, operation, maintenance, training, and support of weapon systems, weapon system components, and support equipment. TM information may be presented in any form or characteristic, including but not limited to hard copy, audio and visual displays, magnetic tape, discs, and other electronic devices. A TM normally includes operational and maintenance instructions, parts lists or parts breakdown, and related technical information or procedures exclusive of administrative procedures Technical Orders (TOs) that meet the criteria of this definition may also be classified as TM.

	Technical Performance Measure
	TPM
	Describes all the activities undertaken by the government to obtain design status beyond that treating schedule and cost. A TPM manager is B-141 defined as the product design assessment that estimates, through tests the values of essential performance parameters of the current design of Work Breakdown Structure (WBS) product elements. It forecasts the values to be achieved through the planned technical program effort, measures differences between achieved values and those allocated to the product element by the Systems Engineering Process (PSEP), and determines the impact of these differences on system effectiveness.

	Test and Evaluation
	T&E
	Process by which a system or components are exercised and results analyzed to provide performance-related information. The information has many uses including risk identification and risk mitigation and empirical data to validate models and simulations. T&E enables an assessment of the attainment of technical performance, specifications and system maturity to determine whether systems are operationally effective, suitable and survivable for intended use, and/or lethal. There are three distinct types of T&E defined in statute or regulation: Developmental Test and Evaluation (DT&E), Operational Test and Evaluation (OT&E), and Live Fire Test and Evaluation (LFT&E). See Operational Test and Evaluation, Initial Operational Test and Evaluation (IOT&E), Developmental Test and Evaluation, and Live Fire Test and Evaluation.

	Test and Evaluation Management Plan 
	TEMP
	Documents the overall structure and objectives of the Test and Evaluation (T&E) program. It provides a framework within which to generate detailed T&E plans and it documents schedule and resource implications associated with the T&E program. The TEMP identifies the necessary Developmental Test and Evaluation (DT&E), Operational Test and Evaluation (OT&E), and Live Fire Test and Evaluation (LFT&E) activities. It relates program schedule, test management strategy and structure, and required resources to: Critical Operational Issues (COIs), Critical Technical Parameters (CTPs), objectives and thresholds documented in the Capability Development Document (CDD), evaluation criteria, and milestone decision points. For multi-Service or joint programs, a single integrated TEMP is required. Component-unique content requirements, particularly evaluation criteria associated with COIs, can be addressed in a component-prepared annex to the basic TEMP. See Capstone TEMP).

	Test Integrated Working Group 
	TWIG 
	A cross functional group that facilitates the integration of test requirements through close coordination between material developer, combat developer, logistician, and developmental and operational testers in order to minimize development time and cost and preclude duplication between Developmental Testing (DT) and Operational Testing (OT). This team produces the Test and Evaluation Master Plan (TEMP) for the Program Manager (PM).

	Test Readiness Review
	TRR
	A review to evaluate and verify that a project is prepared to proceed with formal testing for one or more Configuration Items (CIs). Typically held prior to software qualification testing for critical Software Configuration Items (SCIs).

	Under Secretary of Defense (Acquisition, Technology & Logistics.
	USD (AT&L)
	The USD (AT&L) has policy and procedural authority for the defense acquisition system, is the principal acquisition official of the Department, and is the acquisition advisor to the Secretary of Defense (SECDEF). In this capacity the USD (AT&L) serves as the Defense Acquisition Executive (DAE), the Defense Senior Procurement Executive, and the National Armaments Director, the last regarding matters of the North Atlantic Treaty Organization (NATO). For acquisition matters, the USD (AT&L) takes precedence over the Secretaries of the Services after the SECDEF and Deputy SECDEF. The USD (AT&L) authority ranges from directing the Services and Defense agencies on acquisition matters, to establishing the Defense Federal Acquisition Regulation Supplement (DFARS), and chairing the Defense Acquisition Board (DAB) for Major Defense Acquisition Program (MDAP) reviews.

	User Evaluation 
	UE
	


Appendix J: Tailoring Worksheets 

Table J.1 Tailoring Worksheet for Life Cycle Products 

	Applicability
	Life Cycle Product
	Where produced or first used in SE Process
	Justification / Rationale
	Source for externally produced artifact

	
	CONCEPT REFINEMENT
	
	
	

	
	Acquisition Decision Memorandum (ADM) 
	Input of Form Project Team
	
	

	
	Analysis of Alternatives (AOA) 
	Output of Develop Analysis of Alternatives (AoA)
	
	

	
	AOA Plan
	Input of Develop Analysis of Alternatives (AoA)
	
	

	
	Clinger-Cohen Act (CCA) Compliance 
	Output of Clinger-Cohen Act Compliance/Certification
	
	

	
	Cost Data
	Input of Economic Analysis (EA) (ACAT only)
	
	

	
	Cost-Benefit Analysis
	Input of Clinger-Cohen Act Compliance/Certification 
	
	

	
	Economic Analysis (EA)
	Output of Economic Analysis (EA) (ACAT only)
	
	

	
	Funding Profile
	Input of Conduct Project Kickoff Meeting
	
	

	
	IA Strategy 
	Output of Initial Information Assurance (IA) Strategy 
	
	

	
	Initial Capabilities Document (ICD)

	Input of Prepare Program/ Project Systems Engineering Plan
	
	

	
	ISP 
	Input of Initial Information Assurance (IA) Strategy
	
	

	
	Life Cycle Cost Estimate (LCCE)
	Input of Conduct Project Kickoff Meeting
	
	

	
	Operational Mode Summary/Mission Profile (OMS/MP)
	Input of Conduct Project Kickoff Meeting
	
	

	
	Planning Documents
	Input of Clinger-Cohen Act Compliance/Certification (MAIS programs only) 
	
	

	
	Preliminary Architecture
	Input of Clinger-Cohen Act Compliance/Certification (MAIS programs only)
	
	

	
	Program/Project specific Systems Engineering Plan 
	Output of Prepare Program/Project Systems Engineering Plan 
	
	

	
	Project Schedule
	Output of Establish Project Schedule (Draft)
	
	

	
	Risk Assessment
	Input of Develop IA Requirements and Controls
	
	

	
	Security Requirements Traceability Matrix (SRTM)
	Output of Develop IA Requirements and Controls
	
	

	
	SSAA
	Input of Develop IA Requirements and Controls (Draft) 
	
	

	
	Strategy for Performance Measures
	Input of Clinger-Cohen Act Compliance/Certification (MAIS programs only) 
	
	

	
	System Architectural Design and Security Documents
	Input of Develop IA Requirements and Controls
	
	

	
	System Threat Assessment Report (STAR)
	Input of Initial Information Assurance (IA) Strategy
	
	

	
	T&E Strategy
	Input of Develop Systems Engineering Management Plan (SEMP)
	
	

	
	Tailored DISA PSEP
	Input of Sign PSEP
	
	

	
	Team Charter
	Output of Form Project Team
	
	

	
	Technology Development Strategy (TDS)
	Input of Test and Evaluation Strategy
	
	

	
	Test & Evaluation Master Plan (TEMP)
	Input of Initial Information Assurance (IA) Strategy
	
	

	
	Threat Analysis
	Input of Develop IA Requirements and Controls 
	
	

	
	TECHNOLOGY DEVELOPMENT
	
	
	

	
	Capabilities Development Document (CDD) 
	Input of Prepare CDD
	
	

	
	EOA Report
	Output of Conduct Early OA (EOA)
	
	

	
	Functional Baseline
	Output of System Functional Analysis
	
	

	
	IA Architectural Design
	Input of Security Architecture and Preliminary Design review
	
	

	
	IA Security Compliance Checklist
	Input of Output of  IA COTS Security Compliance
	
	

	
	Mitigation Plans
	Input of Security Architecture and Preliminary Design review
	
	

	
	NIAP
	Output of IA COTS Security Compliance
	
	

	
	Program Overview Briefing
	Output of Conduct Project Kickoff Meeting
	
	

	
	Security Features Users Manuals
	Input of SSAA Phase Definition Activities
	
	

	
	Single Acquisition Management Plan (SAMP)
	Input of Conduct Project Kickoff Meeting
	
	

	
	System development & design
	
	
	

	
	Acquisition Strategy 
	Input of Capability Production Document (CPD)
	
	

	
	Allocated baseline
	Input of Prepare for System Functional Review (SFR)
	
	

	
	ATO
	Output of Security Test and Evaluation (ST&E)
	
	

	
	Contract Data Requirements List (CDRL)
	Input of Conduct Contracting Process
	
	

	
	ESOH 
	Output of Conduct Critical Design Review (CDR)
	
	

	
	Fielding Plan
	Input of Develop Fielding Plan
	
	

	
	Interface Requirement Specification
	Input of Software Specification review (SSR)
	
	

	
	List of discrepancies/questions
	Output of Prepare for System Requirements Review (SRR) 
	
	

	
	OA Report
	Output of Conduct DT of Combined DT/OT/Verification/Certification
	
	

	
	Operations Concept Document
	Input of Output of Prepare for SSR
	
	

	
	Product Baseline
	Input of Prepare for CDR 
	
	

	
	RTM
	Output of Prepare Specification, SOW, and updated RTM & CISP (if applicable) 
	
	

	
	Security Configuration Management Plan
	Input of Output of SSAA Phase Verification Activities
	
	

	
	Software Requirement Specification
	Input of Output of Prepare for SSR (draft)
	
	

	
	Source Selection Evaluation Plan (SSEP)
	Input of Output of Participate in Source Selection
	
	

	
	Specification/SOW Contract 
	Input of Output of Conduct Contracting Process
	
	

	
	ST&E
	Input of SSAA Phase Validation Activities
	
	

	
	Supportability analysis
	Input of Output of Prepare for System Functional Review (SFR) (draft)
	
	

	
	Supportability Analysis
	Output of Prepare for System Functional Review (SFR)
	
	

	
	System specification
	Input of Output of Prepare for System Functional Review (SFR)
	
	

	
	Technical Requirements
	Input of Output of Conduct Contracting Process
	
	

	
	Training Plan
	Input of Develop Training Plan
	
	

	
	Transition Plan
	Input of Output of Develop Transition Plan
	
	

	
	PRODUCTION & DEPLOYMENT
	
	
	

	
	Acquisition Program Baseline (APB) 
	Input of Full of Rate Production
	
	

	
	Cost Analysis Requirements Description (CARD)
	Input of Full of Rate Production
	
	

	
	Lessons Learned
	Output of Execute Transition Plan
	
	

	
	Operational Test Agency Report of Operational Test and Evaluation Results
	Input of Review of approved LRIP: 
	
	

	
	OT Detailed Test Plan (DTP)
	Input of Conduct Operational Test Readiness Review (OTRR)
	
	

	
	Program Protection Plan (PPP)
	Input of Review of approved LRIP:
	
	

	
	Safe and Ready Certification
	Input of Conduct Operational Test Readiness Review (OTRR)
	
	

	
	Security Logs and IAVAs
	Input of SSAA Phase Post Accreditation Activities
	
	

	
	Technology Readiness Assessment
	Input of Review of approved LRIP:
	
	

	
	Test Planning Document
	Input of Conduct Operational Test Readiness Review (OTRR)
	
	

	
	Operations & Support
	
	
	

	
	CM Plan
	Output Maintain CM Plan
	
	

	
	Cost & Risk Analysis/Management
	
	
	


Table J.2 Tailoring Worksheet for Life Cycle Activities 

	Applicability
	Task
	Reference
	Justification/Rational

	
	2.0 CONCEPT REFINEMENT
	
	

	
	2.1 Purpose
	
	

	
	2.2 Entrance Criteria
	
	

	
	2.2.1 Pre-Concept refinement
	
	

	
	2.2.2 Initial Capabilities Document (ICD) 
	
	

	
	2.2.3 Analysis of Alternatives (AoA) Plan
	
	

	
	2.2.4 Concept Decision
	
	

	
	2.3 Exit Criteria
	
	

	
	2.4 Program / Engineering Management Swimlane
	
	

	
	2.4.1 Form Project Team
	
	

	
	2.4.2 Conduct Project Kickoff Meeting
	
	

	
	2.4.3 Prepare Program/Project Systems Engineering Plan
	
	

	
	2.4.4 Establish Project Schedule
	
	

	
	2.4.5 Develop Systems Engineering Management Plan (SEMP) 
	
	

	
	2.4.6 Conduct Market Research
	
	

	
	2.4.7 Conduct Feasibility study
	
	

	
	2.4.8 Document Architecture
	
	

	
	2.4.9 Clinger-Cohen Act (CCA) Compliance/Certification
	
	

	
	2.4.10 Economic Analysis (EA) (Acquisition Category (ACAT) I only) 
	
	

	
	2.4.11 Develop Analysis of Alternatives (AoA) 
	
	

	
	2.4.12 Develop Technology Development Strategy (TDS) – ACAT I & IA
	
	

	
	2.5 Testing Swimlane
	
	

	
	2.5.1 Test and Evaluation (T&E) Strategy
	
	

	
	2.6 Security Swimlane
	
	

	
	2.6.1 Initial Information Assurance (IA) Strategy
	
	

	
	2.6.2 Security Alternative Analysis
	
	

	
	2.6.3 Threat and Risk Assessments
	
	

	
	2.6.4 Develop IA Requirements and Controls
	
	

	
	2.7 Customer Swimlane
	
	

	
	2.7.1 Communicate Requirements, Needs, and Expectations
	
	

	
	3.0 TECHNOLOGY DEVELOPMENT
	
	

	
	3.1 Purpose
	
	

	
	3.2 Entrance Criteria
	
	

	
	3.3 Exit Criteria
	
	

	
	3.4 Contracting Swimlane
	
	

	
	3.4.1 Develop Technical Requirements
	
	

	
	3.4.2 Develop Draft Statement of Work (SOW) 
	
	

	
	3.5 Program / Engineering Management Swimlane
	
	

	
	3.5.1 Prepare CDD
	
	

	
	3.5.2 System Functional Analysis
	
	

	
	3.5.3 Preliminary Synthesis and Allocation of Design Criteria
	
	

	
	3.5.4 System Optimization
	
	

	
	3.5.5 System Synthesis and Definition
	
	

	
	3.5.6 Cost & Risk Analysis/Management
	
	

	
	3.5.7 Demonstrate Technology Solutions
	
	

	
	3.5.8 Develop CM plan
	
	

	
	3.6 Testing Swimlane
	
	

	
	3.6.1 Develop Measurement Plan
	
	

	
	3.6.2 Develop Performance Model
	
	

	
	3.6.3 Develop Draft Test and Evaluation Master Plan (TEMP) 
	
	

	
	3.6.4 Conduct Early OA (EOA) 
	
	

	
	3.7 Security Swimlane
	
	

	
	3.7.1 Refine IA Strategy
	
	

	
	3.7.2 SSAA Phase 1 Definition Activities
	
	

	
	3.7.3 IA COTS Security Compliance
	
	

	
	3.7.4 Security Architecture and Preliminary Design review
	
	

	
	3.8 Customer Swimlane
	
	

	
	3.8.1 Participate in Demonstration Activities
	
	

	
	4.0 SYSTEM DEVELOPMENT & DEMONSTRATION
	
	

	
	4.1 Purpose
	
	

	
	4.2 Entrance Criteria
	
	

	
	4.3 Exit Criteria
	
	

	
	4.4 Contracting Swimlane
	
	

	
	4.4.1 Conduct Contracting Process
	
	

	
	4.4.2 Award Contract
	
	

	
	4.5 Program / Engineering Management Swimlane
	
	

	
	4.5.1 Prepare Specification, SOW, and updated RTM & ISP (if applicable) 
	
	

	
	4.5.2 Determine Certification and Review Boards Requirements
	
	

	
	4.5.3 Provide Technical and Programmatic input to the Contracting Process
	
	

	
	4.5.4 Participate in Source Selection
	
	

	
	4.5.5 Attend Post Award Conference (PAC) (Lead: Contracting) 
	
	

	
	4.5.6 Form Functional Teams
	
	

	
	4.5.7 Integrated Baseline Review (IBR) 
	
	

	
	4.5.8 System Requirements Review (SRR) 
	
	

	
	4.5.9 Prepare for System Functional Review (SFR) 
	
	

	
	4.5.10 SFR
	
	

	
	4.5.11 Track & Verify Design & Process
	
	

	
	4.5.12 Perform System Engineering to Translate & Allocate System Requirements toDesign
	
	

	
	4.5.13 Cost & Risk analysis/management reassessment
	
	

	
	4.6 Security Swimlane
	
	

	
	4.6.1 SSAA Phase 2 Verification Activities
	
	

	
	4.6.2 Implement IA Requirements and Security Controls
	
	

	
	4.6.3 Evaluation Criteria Module IA Testing
	
	

	
	4.6.4 SSAA Phase 3 Validation Activities
	
	

	
	4.6.5 Develop ST&E Plan
	
	

	
	4.6.6 Certification Test and Evaluation (CT&E) for Type Accreditation
	
	

	
	4.6.7 Security Test and Evaluation (ST&E) 
	
	

	
	4.7 Customer Swimlane
	
	

	
	4.7.1 Develop Training Plan
	
	

	
	4.7.2 Participate in Integrated Baseline Review (IBR) 
	
	

	
	4.7.3 Participate in System Requirements Review (SRR) 
	
	

	
	4.7.4 Participate in System Functional Review (SFR) 
	
	

	
	4.8 Program / Engineering Management Swimlane
	
	

	
	4.8.1 Refine CM plan
	
	

	
	4.8.2 Track & Verify Build and Test Subsystem Process
	
	

	
	4.8.3 Software Specification Review (SSR) 
	
	

	
	4.8.4 Perform System Engineering to Build & Test Subsystems
	
	

	
	4.8.5 Track & Verify Integration Activities
	
	

	
	4.8.6 Conduct Preliminary Design Review (PDR
	
	

	
	4.8.7 Conduct Critical Design Review (CDR) 
	
	

	
	4.8.8 Conduct Test Readiness Review (TRR) 
	
	

	
	4.8.9 Perform System Engineering to Integrate the System
	
	

	
	4.9 Customer Swimlane
	
	

	
	4.9.1 Participate in SSR
	
	

	
	4.9.2 Participate in PDR
	
	

	
	4.9.3 Participate in CDR
	
	

	
	4.9.4 Participate in TRR
	
	

	
	4.10 Contracting Swimlane
	
	

	
	4.10.1 Conduct Contracting Process
	
	

	
	4.10.2 Contract Award/Exercise Option
	
	

	
	4.11 Program / Engineer Management Swimlane
	
	

	
	4.11.1 Track and Coordinate System Verification
	
	

	
	4.11.2 Provide Technical and Programmatic input to the Contracting Process
	
	

	
	4.11.3 Participate in Source Selection
	
	

	
	4.11.4 Capability Production Document (CPD) 
	
	

	
	4.11.5 Develop Transition Plan
	
	

	
	4.11.6 Develop Fielding Plan
	
	

	
	4.11.7 Develop Training Plan
	
	

	
	4.11.8 Support System Verification
	
	

	
	4.12 Testing Swimlane
	
	

	
	4.12.1 Conduct O/A
	
	

	
	4.12.2 Conduct Performance Test
	
	

	
	4.12.3 Conduct DT-Combined DT-OT/Verification/Certification
	
	

	
	4.13 Customer Swimlane
	
	

	
	4.13.1 Signify Concurrence with Verification Results
	
	

	
	4.13.2 Develop Transition Plan
	
	

	
	4.13.3 Develop Fielding Plan
	
	

	
	4.13.4 Develop Training Plan
	
	

	
	5.0 PRODUCTION & DEPLOYMENT
	
	

	
	5.1 Purpose
	
	

	
	5.2 Entrance Criteria
	
	

	
	5.3 Exit Criteria
	
	

	
	5.4 Contracting Swimlane
	
	

	
	5.4.1 Full-Rate Production
	
	

	
	5.4.2 Optimal Funding
	
	

	
	5.5 Program / Engineering Management Swimlane
	
	

	
	5.5.1 System Assessment, Analysis, and Evaluation
	
	

	
	5.5.2 Modification for Corrective Action or for Product Improvement
	
	

	
	5.5.3 Training
	
	

	
	5.5.4 Maintain CM Plan
	
	

	
	5.5.5 Cost & Risk Analysis/Management Reassessment
	
	

	
	5.5.6 Witness Production Acceptance Testing
	
	

	
	5.5.7 Conduct Functional Configuration Audit (FCA)/System Verification Review (SVR) 
	
	

	
	5.5.8 Analyze Test Results/Corrective Actions
	
	

	
	5.5.9 Conduct Supportability Demonstration
	
	

	
	5.5.10 Physical Configuration Audit (PCA) 
	
	

	
	5.5.11 Provide Technical and Programmatic input to the Contracting Process
	
	

	
	5.5.12 Compliance with DoD Strategic Plan
	
	

	
	5.5.13 Controlled Process
	
	

	
	5.5.14 Mature Software Capability
	
	

	
	5.5.15 Acceptable interoperability supportability
	
	

	
	5.5.16 Obtain Safe & Ready Certification
	
	

	
	5.5.17 Provide Technical and Programmatic input to the Contracting Process
	
	

	
	5.5.18 Demonstrated System Affordability
	
	

	
	5.6 Testing Swimlane
	
	

	
	5.6.1 Conduct Operational Test Readiness Review (OTRR)
	
	

	
	5.6.2 Conduct IOT&E Scoring Conference
	
	

	
	5.6.3 Prepare Independent Evaluation Report (IER) 
	
	

	
	5.7 Security Swimlane
	
	

	
	5.7.1 SSAA Phase 4 Post Accreditation Activities
	
	

	
	5.7.2 Security Auditing
	
	

	
	5.7.3 IA Configuration Management (CM) 
	
	

	
	5.7.4 Continued Operational Security Evaluations
	
	

	
	5.8 Customer Swimlane
	
	

	
	5.8.1 Execute Transition Plan
	
	

	
	5.8.2 Execute Fielding Plan
	
	

	
	5.8.3 Execute Training Plan
	
	

	
	6.0 OPERATIONS & SUPPORT
	
	

	
	6.1 Purpose
	
	

	
	6.2 Entrance Criteria
	
	

	
	6.3 Exit Criteria
	
	

	
	6.4 Program / Engineering Management Swimlane
	
	

	
	6.4.1 System Optimization (Assessment, Analysis, and Evaluation) 
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	6.7 Customer Swimlane
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	This appendix provides the Systems Engineering Process Reference to be used.  These processes describe activities that are potentially required for programs executed by DISA. 


	All programs will be unique, and all listed efforts or events may not need to be performed.  Choices about what activities should be performed are called Tailoring Decisions.  For any type of program, tailoring decisions allow the PM maximum flexibility in performing tasks.  
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Resource: Modeling & Simulation


Call Lee Spencer
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	This QUICK TIPS assists with the up-front technical efforts necessary to put a contract in place for a program.  


	In order to write a comprehensive Specification, SOW, and RTM, the team must first identify all applicable requirements that will need to be addressed. 
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QUICK CHECKS FOR SOWs





Is the SOW free of specifications and amendments to specifications for equipment, parts, materials or other goods? 





Is the SOW free of requirements that cite Government specifications or standards? 





Is the SOW free of requirements that cite handbooks, service regulations, technical orders, or any other Government document not specifically written according to DOD standards? 





Does the title page contain the title, preparation date, procurement request number or contract number, revision number, date, and identity of the preparing organization? 





If the document exceeds five pages, does it have a table of contents? If so, is the table correct? 





Does the SOW require the delivery of a product or result other than just periodic progress reports? 





Does each paragraph cover only one requirement? 





Does each paragraph and subparagraph have a title?





Is the SOW free of pronouns with ambiguous antecedents? 





Is the terminology consistent throughout the entire package? 





Are you sure there are no "any's" and "or's" that could be interpreted differently from what you might like?





Always remember to use in program and contractual language: 


The contractor “shall”


The Government “will”





Be very careful about calling for warranties in any contract.





Key Elements of the SOW�
Typical Lead Individual for SOW Element�
�
�
Project Officer�
Systems Engineer�
Logistician�
�
Program and Data Management�
X�
�
�
�
Government Furnished Property�
�
�
X�
�
Meetings, Reviews, Audits�
X�
�
�
�
System Engineering�
�
X�
�
�
Configuration Management Process�
�
X�
�
�
Testing/Verification�
�
X�
�
�
Integrated Logistics Support�
�
�
X�
�
Maintenance Planning�
�
�
X�
�
Supply Support�
�
�
X�
�
Technical Publications�
�
�
X�
�
Support Equipment�
�
�
X�
�
Manpower, Personnel & Training�
�
�
X�
�
Packaging, Handling, Storage and Transportation�
�
�
X�
�
Logistics Demonstration�
�
�
X�
�
Software�
�
X�
�
�
Contractor Performance Measurement�
X�
�
�
�









	When preparing elements of the procurement request, the PM will need to coordinate and work closely with the contracting staff.  This Quick Tips is geared toward the Systems Engineering Process, principally for systems, and contractual events prior to the production phase of a program.  With any program, detailed tailoring of events, efforts, and milestones are a necessity.


	The success of an acquisition is directly tied to the quality of the RFP. A well-written RFP will facilitate a fair competition, preserve the Offeror’s flexibility to propose innovative solutions, and convey a clear understanding of the government’s requirements and the areas where the offerors can make technical and cost tradeoffs in their proposals.





Performance Spec (& RTM)


3.6 The system shall have a mean time between mission failure greater than 5000 hours…





SOW


1.1.  Risk Reduction Objective.  Implement a reliability program that will ensure reliability performance is maximized throughout the product life cycle….





CDD/CPD


4.2.1.a The system shall have a system reliability of greater than 5000 hours between…





Section M


Factor 1 – The Offeror must present a reliability program that is sound and complies with the RFP, which at a minimum must: 





a. Establishes an adequate process for measuring and tracking reliability performance early in the development phase and throughout the design and production cycle. 





Section L


a. Describe the methodology used to measure, track and report reliability performance….








	The following pages identify Key Events in the Systems Engineering process.  When properly executed, these Key Events substantially reduce program risk.  This will not eliminate risk; rather it will allow the PM to manage risk.  This Quick Tips for Key Events stresses the importance of preparation for all events in the Systems Engineering process.  It is important that the PM has information prior to an event to allow adequate preparation.


	These events are interdisciplinary tasks that are required throughout the System Development and Demonstration phase to transform customer requirements and constraints into a systems solution.  These events are critical to the successful implementation of the systems engineering process.  


Key events are described based on the purpose of the event, entrance criteria, review activities and exit criteria.  





	Preparation for the events is stressed, as a means to reduce program risk and to ensure that both the PM and the contractor are ready for the event.  Entry criteria are the minimum essential items necessary to enter an event.  Entry criteria include items specified in the SOW, the Specification and the requisite CDRL items describing the event.  The discussion also identifies who should lead the event.
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