
DATA ITEM DESCRIPTION 
 
Title: Fail-Safe Design and Analysis (FSDA) 
 
Number:  DI-MISC-81692      Approval Date:  14 AUG 2006  
AMSC Number: 7607           Limitation: N/A 
DTIC Applicable:  No              GIDEP Applicable:  No   
Office of Primary Responsibility:  NS/I312 
Applicable Forms:  N/A 
 
Use/Relationship:  This report documents the outcome of a process involving failure 
analysis of unauthorized events upon a system.  Additionally, a summary of this analysis 
is generated to document any design changes made as a result of the analysis of 
unauthorized events, and to document any unresolved unauthorized events. 

 
This Data Item Description (DID) contains the format and content preparation 
instructions for the data product generated under the work task generated by the Fail-Safe 
Design and Analysis (FSDA).   
 
This DID is applicable to contracts that reference US INFOSEC Systems, C Technical 
Report 02-00 (the entire document) and is applicable to any INFOSEC acquisition that 
calls for Fail-Safe Design and Analysis.   

 
Requirements:  
  
1.  Reference Documents:  The applicable issue of documents cited herein, including 
their approval dates and dates of any applicable amendments, notices and revisions, shall 
be as stated herein. The Fail-Safe Design and Analysis (FSDA) for US INFOSEC 
Systems, C Technical Report 02-00, the current edition, Library No. S-247, 160 cited 
herein, is available at the Director, National Security Agency, 9800 Savage Rd, Suite 
6709, Fort Meade, Md. 20755-6000, Attn: I312 

 
2.  Format.  The Fail Safe Design and Analysis Data shall be in the contractor’s format. 
 
3.  Content.  The document shall be prepared in accordance with the instructions  
provided in steps six through nine of the FSDA for US INFOSEC Systems, C   
Technical Report 02-00, the current edition, described above. 
 
4.  END OF DI-MISC-81692. 
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